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INTRODUCTION



At SA2#46, S2-050994 was presented to discuss the issue of the grouping of public user identifiers.  This is a discussion paper on the same topic in order to accompany a CR.

3GPP Release 5 and 3GPP Release 6 describes that a number of Public User Identities with the same service profile data can be grouped within the same service profile “Each service profile is associated with one or more public user Identities”, however with the current specifications only the HSS and S-CSCF are aware of which public user identities are in the same service profile; and the S-CSCF is only aware of the members of the service profile who are also members of the same implicit registration set as the registering public user identifier.

As such, in the scenario described in Figure 4.6/TS 23.228 (repeated below), the application server and the UE are not made aware that Public User Identity-2 and Public User Identity-3 have the same service profile, or any other grouping except the implicit registration set.
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Figure 4.3/TS 23.228.

This contribution addresses the need of identifying the public user identities associated with the same service profile.

Discussion

Background
As stated in the introduction, the data for the iFCs can be grouped into a Service Profile, and the service profile can be associated with a number of Public User Identities.  This might be the case where a user is provided with a personal profile (say Service Profile-1) where the user is contactable on e.g. Big_Joe@priv.operator.com in the above figure, and a work profile (Service Profile-2), which is contactable on +46111222333@operator.com and joe.black@operator.com. The difference between services offered with service profile-1 and service profile-2 are specific to the user’s intent on service differentiation and note that the IMPUs are part of same IMS subscription and thus belong to the same IMS Operator, but may involve different application servers, and even different charging/rating schemes. 
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With the current specifications, the S-CSCF is made aware of which public user identities are associated with the same service profile, however the Application Server and the UE are not provided with this information.  

Note:  The grouping is required to be consistent across the different private user identifiers.

As further note, the application server, S-CSCF and UE are made aware of the implicit registration set, which is shown in Figure 5.0d of TS 23.228
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Figure 5.0d of TS 23.228.

TS 23.228 clarifies that the Service Profile is independent from the implicit registration set, which is also reflected in Figure 5.0d of TS 23.228.

It is also worthy of note that the Sh and the Ut interfaces operate on the public user identifier without any concept of which identifiers are associated with the same service profile.

Need of understanding the associated public user identities
Taking the example presented above where IMPU-1 is associated with a personal profile for non work usage, and IMPU-2 and IMPU-3 are for work purposes and are expected to have the same profile and same service data. It is necessary to treat the actions and data related to IMPU-1 differently from the actions and data stored with IMPU-2 or IMPU-3, however the actions associated with IMPU-2 and IMPU-3 should be treated the same.  That is, an originating session and terminating session for IMPU-2 and IMPU-3 is treated the same, as well as supplementary service settings data such as “do-not-disturb” for PoC, or the call-forwarding address multimedia telephony should be assumed to be for both IMPU-2 and IMPU-3.  Changes to settings that are are local to a particular terminal and not shared with the network remain relevant only to the local terminal and are not shared with other terminals

Without an understanding of public user identities which are associated with the same service profile an application server does not have sufficient information about which public user identity should have the same data, and should be treated the same.

Without an understanding of public user identity which are associated with the same service profile a terminal does not have sufficient information about e.g. whether an operation over the Ut interface has to be repeated for each identifier or not.  In the case that a user updates the call forwarding number via the Ut interface for multimedia telephony, the terminal does not have sufficient information as to which public user identities it should do this for.  E.g. does updating the call forwarding number for IPMU-3 imply that it is automatically updated for IMPU-2, or should the terminal also send Ut interface requests for IMPU-2 as well.  This misunderstanding could cause strange effects on some Ut interface requests such as adding a user to a group in the case that the network and the terminal have different understandings.

As such, for the currently specified releases, the IMS entities (including the terminals) should assume that all public user identities are treated independently.

The need described in this contribution does not identify that the grouping is required to be different for different services (i.e. it is sufficient to have the grouping known and consistent for the IMS).

Potential Solutions
In order to inform the application server and the terminal information about which public user identities are related, the following approaches have been identified:

1 Use of application logic.

2 Use of the implicit registration set

3 Providing the public identities associated with a service profile on the Ut, Sh, ISC and Gm interfaces.

4 Introduce a new grouping concept.

Use of application logic

The approach to use the application logic to provide the grouping  has the following advantages and disadvantages:

· +ve: Does not require further standardisation work, but it is not complete.

· -ve: requires provisioning of the associated public user identifiers in multiple places.

· -ve: the logic in the application server and the terminal may result in different conclusions, which could result in undesirable service implications towards the end-user.

Use of the implicit registration set

There is already a grouping approach supported on the Gm interface and is made available to the application server, and that is the implicit registration set.  

+ve: Reuse of existing grouping of IMPUs.

-ve: However, this would invalidate the initial purpose of the implicit registration set, which was to implicitly register a number of public user identities (thus reduce registration signalling over the air and allow terminals without ISIM to register) independently of the service profile the public user identity is associated with. 

-ve: Also, it couples public user Ids in a way that removes the benefit of the original intent of Implicit Registration, i.e. reduction of registration signalling. Example, for Fig 5.0.d, registration of IMPI1 will take either 3 registrations since the current grouping would not work, or they all must belong to one service profile, which is not much beneficial to the user to have.

Providing the public user identities associated with a service profile on the Ut, Sh, ISC and Gm interfaces.
The HSS already contains information of which public user identities are associated with the same service profile, this technical proposal implies that the this information is made available to the terminal via the Gm interface during registration, and is made available to the application server via either the ISC interface or the Sh interface.  The Sh interface should also be able to recognise that public user identifiers associated with the same service profile access the same data in the HSS. 

+ve: Clean solution, consistent throughout the system

+ve: reuse of existing principles

-ve: extra impacts to the IMS related signalling

-ve: Need to ensure that the service profile is completely contained within the implicit registration set

Introducing a new grouping concept.

This approach is to introduce a new grouping concept into the HSS that provides information of which IMPUs are associated.  This technical proposal implies that the this information is made available to the S-CSCF via the Cx interface, the terminal via the Gm interface during registration, and is made available to the application server via either the ISC interface or the Sh interface.  The Sh interface should also be able to recognise that public user identifiers associated with the same service profile access the same data in the HSS.

+ve: Clean solution, consistent throughout the system

+ve: reuse of existing principles

-ve: extra impacts to the IMS related signalling

-ve: Introducing a new grouping concept in addition to the service profile and the implicit registration set.

Summary and standardisation impact.

Of the four options presented above, the 3rd alternative is the most complete and cleanest solution, while minimising the required additional complexity.

This contribution proposes to follow alternative 3.  The changes to the specification are captured in an accompanying CR.

It is also proposed to inform CT1 and CT4 in order for the CT groups to initiate the required stage 3 activities.







� If the service profile is completely contained within an implicit registration set, this ensure that the service profile is consistent across the different private user identifiers.
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