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This contribution introduces a parameter in Gx+ reference point for controlling network service components of packet data handling (e.g. Performance enhancement Proxy, Virus scanning etc.). The parameter may carry e.g. network services group identifier, which specify network service components for the subscriber.  
It is therefore proposed to apply the following addition to TR 23.803:
4.2.2.2 Gx+ Reference Point

The Rel-6 Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging. The Rel-5/6 Go reference point enables service-based local policy and QoS inter-working information to be transferred from the PDF to the PEP. In the PCC architecture the Go reference point can be realized together with Gx reference point with single protocol, using single message sequence to communicate both SBLP decisions and charging rules. Adding some new information elements to the existing Rel-6 Gx protocol to fulfil also SBLP requirements described in the chapter 4.1.2 can do this.

One of the enhancements to be made to R6 Gx is to include the “Authorised QoS” information from PCRF to Gateway, so the Gateway can enforce the Authorised QoS at any time.

Gx+ shall evolve the charging rules defined in TS 23.125 [3] to support gating functionality (uplink and downlink).

The following list defines additions needed for Rel-6 Gx interface to support Rel-5/Rel-6 Go functionality:

· New parameters for authorization token and flow Id are needed;

· New parameters for QoS information (QoS class and bitrate) are needed;

· Flow description needs to be completed with enable/disable information for proper gating;

· Support of abort Gx+ session messages must be added to enable PCRF to revoke authorization, e.g. when application session is deactivated.

In addition, a parameter for controlling network service components of packet data handling (e.g. Performance enhancement Proxy, Virus scanning etc.) in the gateway is needed. This parameter may carry e.g. network services group identifier, which specify network service components for the subscriber. However, it is up to GW how to implement those network service components.  
