3GPP TSG-SA WG2 Meeting #47
Tdoc S2-051540

Montreal, Canada 27th June - 1st July 2005
Source:
LG Electronics, Inc.
Title:
LCS for I-WLAN
Agenda item:
7.5
Document for:
Discussion and Decision

1. Introduction

The LCS for I-WLAN has been discussed in SA1 to realize location services in 3GPP WLAN interworking scenario. In SA1#28 held in Beijing, there was a general finding on the use of Open Mobile Alliance (OMA) Secure User Plane Location (SUPL) for LCS for I-WLAN. Upon this discussion, several references were added in TR 22.935. This contribution summarizes what kind of impacts are impinged on current LCS architecture to realize OMA SUPL and to propose a feasible a way to provide location services for subscribers attached to a WLAN.
2. Discussion – OMA SUPL
OMA SUPL (Secure User Plane Location) employs user plane data bearers for transferring location assistance information such as GPS assistance data, and for carrying positioning technology-related protocols between mobile terminal and the network. SUPL is intended as an alternative and complement to the existing standards based on signalling in the mobile network control plane. SUPL assumes that the mobile network or other used access network is capable of establishing a data bearer connection between terminal and location server. Since I-WLAN is one of available data bearers to carry packets over TCP/IP, OMA SUPL would be adopted for location services in I-WLAN architecture.

SUPL utilises existing standards where available and possible, and SUPL is extensible to enabling more positioning technologies as the need arises so that they utilise the same mechanism. SUPL provides full functionality of A-GPS and other available conventional positioning technologies with minimum changes of current network elements.
3. Proposal

Introduce a feasible way to realize MT-LR procedure for LCS for I-WLAN to reuse the OMA SUPL.
3.1 MT-LR Procedure
The MT-LR procedure can be realized based on the proposed architecture as follows: 
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Figure 1. MT-LR in I-WLAN

1. The WLAN UE selects a WLAN AN and establishes the WLAN connection with a WLAN technology specific procedure (e.g. in IEEE 802.11 it starts an association procedure).
2. The Authentication procedure is initiated in a WLAN technology specific way and as a part of this process, the WLAN UE sends a NAI to the WLAN AN. The NAI shall be constructed as it is specified in 3GPP TS 23.003 [5]. Information to execute the authentication with the accessed user is retrieved from HSS.

3. At the completion of authentication, the AAA server provides its own address to the HSS as the serving node for LCS.
4. WLAN UE performs a DNS query to obtain the addresses of PDGs. 

5. The WLAN UE initiates W-APN resolution and tunnel establishment with one of PDGs in PLMN
6. The external LCS client sends the LCS request to the GMLC.

7. GMLC initiates routing information query procedure to obtain the address of AAA, in order to obtain the address of WLAN UE with the help of HSS.

8. GMLC initiates SUPL procedures based on OMA SUPL. 

9. The location information obtained will be transferred to external LCS client. 

3.2 Proposed Impacts

1) AAA server
Support of routing information query to release the address of WLAN UE to the GMLC
2) HSS

Support of routing information query to release the address of AAA server of WLAN UE to the GMLC
3) GMLC 

Support of routing information query to obtain the address of AAA server of WLAN UE and the address of WLAN UE
4) 23.271

New section, “interworking with I-WLAN” derived from the proposal
5) 23.234

New section, “LCS support in I-WLAN” derived from the proposal
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