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<< First Modified Clause >>
7.4.2
LCS Authorisation Response

The LCS Authorisation Response is sent by the PPR to the H-GMLC as the result for the LCS Authorisation Request.

The following attributes are identified for the LCS Authorisation Response information flow:

-
Indicator for location request is to be barred, if needed. If this is set, no other indicators shall be included in the response;
-
Indicator for call/session related class of privacy check related actions, if needed;

-
positioning not allowed;

-
positioning allowed without notifying the UE user;

· positioning allowed with notification to the UE user;
· post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
· positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
· post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
· positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user;
-
Indicator for call/session unrelated class of privacy check related actions, if needed;
-
positioning not allowed;

-
positioning allowed without notifying the UE user;

· positioning allowed with notification to the UE user;
· post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
· positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
· post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
· positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user;

-
Pseudo external ID, if needed (see Annex C);

· Indicator on additional privacy check with location estimate, if needed;
· Same information as in the LCS Identity Response, in case the PMD is integrated in PPR, if needed.
<< Next Modified Clause >>
9.1.1
Common MT-LR procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1)
An external LCS client requests the current location and optionally, velocity of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or pseudonym of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the LCS client includes the LCS client's called party number, as dialled by the target mobile user, in the LCS service request. For a session related location request, the LCS client includes the APN-NI of the LCS client, as used by the target UE, in the LCS service request. For a call/session related request the R-GMLC may verify that the called party number or APN-NI is correct for the LCS client in question. The LCS client's dialled number or APN-NI are checked in step 9 for the call/session related class.
The LCS request may carry also the Service Identity and the Codeword and the service coverage information. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request. Otherwise, the R-GMLC can map the received service identity in a corresponding service type.
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. The LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. The LCS service request may also contain the type of the Requestor identity if the requestor identity was included.
If the H-GMLC address is not contained in the pseudonym or cannot deduced from the pseudonym, the R-GMLC shall determine the verinym for the pseudonym. In this case the R-GMLC may access to its associated PMD as described in 9.1.1.3.
The R-GMLC verifies whether it stores the privacy profile of the target UE. If the R-GMLC stores the UE's privacy profile, (this means the R-GMLC is the H-GMLC of the target UE), then step 2, 3, 4 and 12 are skipped.
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated. In case the location is requested for more than one UE, the R-GMLC should verify whether the number of Target UEs in the LCS request is equal or less than the Maximum Target UE Number of the LCS client. If the Maximum Target UE Number is exceeded, the R-GMLC should respond to the client with proper error cause.
2)
If the R-GMLC already knows, (e.g. from a previous location request or an internal lookup table), or is able to determine, (e.g. it is possible to use a DNS lookup mechanism similar to IETF RFC 2916), the network address of H-GMLC of the target UE, or in case the location service request contains the target UE's pseudonym, which includes the target UE's Home-GMLC address, or a pseudonym from which the target UE's Home-GMLC address can be deduced, then this step and step 3 may be skipped.
Otherwise, the R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE.
The details of the alternative methods of retrieving H-GMLC address other than the sending SEND_ROUTING_INFO_FOR_LCS message to the HLR/HSS, (e.g. internal lookup table, DNS lookup mechanism), are not in the scope of this specification.
Editor´s note:
The support for number portability with these alternative solutions of retrieving H-GMLC address still needs further study and should be in line with the general solution to support number portability in Rel-6.
3)
The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error response is returned.
Otherwise the HLR/HSS returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS capabilities of the serving nodes if available , the V-GMLC address associated with the serving nodes, if available and whichever of the IMSI and MSISDN that was not provided in step 2. The HLR/HSS returns the address of the H-GMLC. The HLR/HSS also returns the address of the PPR, if available.
Note:
HLR/HSS may prioritise between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE's capabilities for LCS. Other priority criteria are for further study.
4)
If R-GMLC finds out that it is the H-GMLC, the signalling steps 4 and 12 are skipped.
 If the R-GMLC did not receive the H-GMLC address in step 3 and can not retrieve the H-GMLC address in some other way (e.g. DNS lookup), then steps 4, 5, 6, 7, 8, 10, 11 and 12 are skipped and the R-GMLC directly sends the PSL message to the serving node.
Otherwise, the R-GMLC sends the location request to the H-GMLC. If one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes, IMSI and MSISDN for the target UE and the address of the V-GMLC and the PPR have been retrieved in Step 3, the R-GMLC shall pass the information with the location request to the H-GMLC. The R-GMLC shall also send the service coverage information to the H-GMLC, if the information is available.
5)
The H-GMLC verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC is not authorized, an error response is returned.
If the LCS service request contains the pseudonym of the target UE and the H-GMLC cannot resolve the PMD address from the pseudonym, the H-GMLC itself determines the verinym (MSISDN or IMSI) of the target UE. If the H-GMLC can resolve the address of PMD from the pseudonym, the H-GMLC requests the verinym from its associated PMD, see clause 9.1.1.3. In case H-GMLC knows that the PMD functionality is integrated in PPR, it can include the information from the LCS Identity Request in the LCS authorisation request to the PPR, see clause 9.1.1.1. In this case, if H-GMLC is not able to obtain the verinym of the target UE, the H-GMLC shall cancel the location request.
The H-GMLC performs privacy check on the basis of the UE user's privacy profile stored in the H-GMLC and the capabilities of the serving nodes (MSC/VLR and/or SGSN), if available. If the privacy profile of the target UE is stored in a PPR and the H-GMLC received the network address of the PPR from R-GMLC or is able to determine the PPR address (e.g. from a previous location request or an internal lookup table), the H-GMLC shall ask the PPR to perform the privacy check as described in the 9.1.1.1. If the privacy profile is stored in a PPR but the network address of the PPR is not available, the H-GMLC shall send SRI for LCS message to HLR/HSS in step 6 in order to get the PPR address and the privacy check in this step shall be performed after step 7. Also if the key of the UE user's privacy profile (i.e. MSISDN or IMSI) is not available, the privacy check in this step shall be performed after step 7. The H-GMLC/PPR verifies LCS barring restrictions in the UE user's privacy profile in the H-GMLC/PPR. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If the location service request is to be barred, GMLC shall terminate the request towards the R-GMLC or the LCS client with the appropriate error code. As a result of the privacy check, the H-GMLC/PPR selects one or two indicators of the privacy check related action and/or a pseudo-external identity. (The details of the indicator of the privacy check related action and the pseudo-external identity are described in chapter 9.5.4 and Annex C). If the requested type of location is "current or last known location" and the requested maximum age of location information is available, the H-GMLC verifies whether it stores the previously obtained location estimate of the target UE. If the H-GMLC stores the location estimate and the location estimate satisfies the requested accuracy and the requested maximum age of location, the H-GMLC checks the result of the privacy check. In case the result of the privacy check for call/session unrelated class is "Location allowed without notification" then steps 6, 7, 8, 9 and 10 may be skipped.
6)
If the H-GMLC does not know IMSI for the particular MSISDN (e.g. from a previous location request), and the VMSC/MSC server address or SGSN address, the H-GMLC shall send a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE. Also if the privacy profile is stored in a PPR but the network address of the PPR was not available in the step 5, the H-GMLC shall send the SRI for LCS message to HLR/HSS. Otherwise, this step and step 7 may be skipped.

7)
The HLR/HSS then returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes , the V-GMLC address associated with the serving nodes, if available and whichever of the IMSI and MSISDN that was not provided in step (6) for the particular UE. The HLR/HSS may also return the address of the PPR, if available.
NOTE:
HLR/HSS may prioritise between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE's capabilities for LCS. Other priority criteria are for further study.
8)
If step 6 and step 7 were performed, the H-GMLC/PPR may do a new privacy check, or if the privacy profile is stored in a PPR but the network address of the PPR was not available in step 5 and the PPR address is obtained in step 7, the H-GMLC shall ask the PPR to perform the privacy check as described in the 9.1.1.1.
Also if the location request is an immediate location request and the service coverage information was sent from R-GMLC, the H-GMLC checks the country codes of the serving node addresses. If the H-GMLC finds out the current SGSN and/or VMSC/MSC server locates out of the service coverage, the H-GMLC returns an appropriate error message to the R-GMLC or the LCS client.
In the cases when the H-GMLC did not receive the address of the V-GMLC, or when the V-GMLC address is the same as the H-GMLC address, or when both PLMN operators agree not to use the Lr interface, the H-GMLC does not send the location request to the V-GMLC and step 10 is skipped. In this case, the H-GMLC sends the location service request message to the serving node.
If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the H-GMLC address, the H-GMLC may send the location request to the V-GMLC. The location request shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN of the target UE. The location request may also carry the requested action of the VPLMN as the result of the privacy check in the H-GMLC (i.e. by using the indicator of the privacy check related action as described in chapter 9.5.4 or by using the pseudo-external identity as described in Annex C). The V-GMLC first authenticates that the location request is allowed from this GMLC, PLMN or from this country. If not, an error response is returned.
9)
In case the GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (e.g. UE available) in the requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on information in the LCS service request, subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).

10)
The V-GMLC sends the location service response to the H-GMLC in accordance with the requested LCS QoS Class. If the requested LCS QoS class was Assured, V-GMLC sends the result only if the result has been indicated to fulfil the requested accuracy, otherwise V-GMLC sends a LCS service response with a suitable error cause. If the UE requested LCS QoS class was Best Effort, V-GMLC sends whatever result it received with an appropriate indication if the requested accuracy was not met. The location service response may contain the information about the positioning method used. The V-GMLC may record charging information.

11) If the privacy check in step 5 indicates that further privacy checks are needed, or on the basis of the privacy profile, the H-GMLC shall perform an additional privacy check or the H-GMLC may ask the PPR to perform the privacy check as described in the 9.1.1.1 in order to decide whether the H-GMLC can forward the location information to the LCS client or send a notification if the result of the privacy check requires the notification and verification based on current location. If the location request from the R-GMLC or the LCS client contained the pseudonym, the H-GMLC shall use the pseudonym of the target UE in the location response to the R-GMLC or the LCS client. One example when this additional privacy check is needed is when the target UE user has defined different privacy settings for different geographical locations.
12) If the result of privacy checks in step 11 indicates that the notification based on current location is needed, the HGMLC shall send a location request to the V-GMLC with an indication of “notification only”. Otherwise this step and step 13, 14 may be skipped. If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the H-GMLC address in step 8, the H-GMLC may send the location request to the V-GMLC. The location request shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN of the target UE.
13) In case the GMLC (H-GMLC, R-GMLC or V-GMLC) received only the MSC/VLR address in step 9, the MT LR proceeds as the CS post positioning notification and verification procedure described in 9.1.10. In case GMLC receives only the SGSN address in step 9, the MT LR proceeds as the PS post positioning notification and verification procedure described in 9.1.11. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS post positioning notification and verification procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS post positioning notification and verification procedure shall be invoked. Otherwise, both CS and PS post positioning notification and verification procedure are applicable.
14) The V-GMLC sends the location service response with an indication of the result of notification and verification procedure performed in step 13 to the H-GMLC.
15)
The H-GMLC sends the location service response to the R-GMLC. The H-GMLC may store the location information and its age. The location service response may contain the information about the positioning method used and the indication whether the obtained location estimate satisfies the requested accuracy or not. The H-GMLC may record charging information.
16)
R-GMLC sends the location service response to the LCS client. If the location request from the LCS client contained the pseudonym and the R-GMLC resolved the verinym from the pseudonym in the step 1, the R-GMLC shall use the pseudonym of the target UE in the location response to the LCS client. If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The R-GMLC may record charging information both for the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network. The location service response from the R-GMLC to the LCS client may contain the information about the positioning method used and the indication whether the obtained location estimate satisfies the requested accuracy or not.

The detailed CS-MT-LR and PS-MT-LR procedures in step 9 of figure 9.1 are described in 9.1.2 and 9.1.6.The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.
<< Next Added Clause >>
9.1.10  Circuit Switched Post Positioning Notification and Verification Procedure
Figure 9.10 illustrates the post positioning notification and verification procedure. 
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Figure 9.10: CS Post Positioning Notification and Verification Procedure
1)
Common PS and CS MT-LR procedure as described in 9.1.1.
2) The GMLC sends a PROVIDE_ SUBSCRIBER _LOCATION message to the MSC/MSC server with an indication of “notification only”. This message carries the UE subscriber's IMSI. For a call related location request, the message also carries the LCS client's called party number. For a value added LCS client, the message shall carry the client name, the external identity of the LCS client (or the pseudo external identity) and the Requestor Identity (if that is both supported and available). Also the message may carry the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client. Moreover the message may also carry the Service Type. If the result of the privacy check at H-GMLC/PPR indicated that the codeword shall be sent to the UE user, the message may carry also the codeword received from the LCS client. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client. If the Requestor Identity is provided, the GMLC shall send it as separate information. In addition, in order to display the requestor identity in case of pre Rel-5 network elements (i.e. MSC and/or UE), the requestor identity may be also added to the LCS client name by the GMLC. When the Requestor identity is added to the LCS client name the practice described in the Annex D should be followed. 
3) If the UE is in idle mode, the Core Network performs paging, authentication and ciphering. The MSC will page a GPRS attached UE either through A/Iu or Gs interface, depending on the presence of the Gs interface.

4) An LCS Location Notification Invoke message is sent to the target UE indicating the identity of the LCS client, the Requestor Identity (if that is both supported and available) and whether privacy verification is required. Also the message may indicate the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. Moreover, the message may carry also the service type and the codeword.4) 
5) The target UE notifies the UE user of the location request. If privacy verification was requested, the target UE indicates to the UE user whether the location report will be allowed or not allowed in the absence of a response and waits for the user to grant or withhold permission. The UE then returns an LCS Location Notification Return Result to the VMSC/MSC server indicating, if privacy verification was requested, whether permission is granted or denied. If the UE user does not respond after a predetermined time period, the VMSC/MSC server shall infer a "no response" condition. The VMSC/MSC server shall return an error response to the GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE subscription profile indicating barring of the location request in the absence of a response.
6) The VMSC/MSC server returns the indication of successful notification and verification result, if it has received a LCS Location Notification Return Result indicating that permission is granted. If a LCS Location Notification Return Result message indicating that permission is not granted is received, or there is no response, with the requested privacy action or the UE subscription profile indicating barring of location in the absence of a response, the VMSC/MSC server shall return an error response to the GMLC. The MSC/MSC server may then release the Mobility Management connection to the UE, if the UE was previously idle, and the MSC/MSC server may record charging information.
7) Common MT-LR procedure in PS and CS domain as described in 9.1.1.
<< Next Added Clause >>
9.1.11  Packet Switched Post Positioning Notification and Verification Procedure
Figure 9.11 illustrates the post positioning notification and verification procedure.

[image: image4.wmf] 

 

5. LCS Location Notification Invoke

 

UE

 

HLR/

 

HSS

 

GMLC

 

RAN

 

Client

 

SGSN

 

7. Provide Subscriber Location ack

 

 1. Common MT

-

LR  procedure in PS and CS domain

 

2. Provide Subscriber Location

 

3. Paging

 

4. Security procedures

 

8. Common MT

-

LR procedure in PS and CS domain

 

6. LC

S Location Notification Return Result

 


Figure 9.11: PS Post Positioning Notification and Verification Procedure
1)
Common PS and CS MT-LR procedure as described in 9.1.1.
2) The GMLC sends a Provide Subscriber Location message to the SGSN with an indication of “notification only”. This message carries the UE subscriber's IMSI. For a session related location request, the message also carries the APN-NI to which the user has established the session. For a value added LCS client, the message shall carry the client name, the external identity of the LCS client (or the pseudo external identity) and the Requestor Identity (if that is both supported and available), optionally the message may also carry the Service Type. Also the message may carry the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. If the result of the privacy check at H-GMLC/PPR indicated that the codeword shall be sent to the UE user, the message may carry also the codeword received from the LCS client. For a PLMN operator LCS client, the message shall carry the internal identity of the LCS client. If the Requestor Identity is provided, the GMLC shall send it as separate information. In addition, in order to display the requestor identity in case of pre Rel-5 network elements (i.e. SGSN and/or UE), the requestor identity may be also added to the LCS client name by the GMLC. When the Requestor identity is added to the LCS client name the practice described in the Annex D should be followed.
3) The SGSN determines a required privacy related action as described in Annex A.3 based on the indicators of privacy related action in the PSL message from the GMLC. If the UE is in idle mode, the SGSN performs paging. The paging procedure is defined in TS 23.060[15].
4) Security functions may be executed. These procedures are defined in TS 23.060 [15].
5) A notification invoke message is sent to the target UE indicating the identity of the LCS client and the Requestor Identity (if that is both supported and available), whether privacy verification is required. Also the message may indicate the type of the LCS client name and also the type of the Requestor identity if the requestor identity was included. Moreover, the message may carry also the service type and the codeword.
6) The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the user to grant or withhold permission. The UE then returns a notification result to the SGSN indicating, if privacy verification was requested, whether permission is granted or denied. If the UE user does not respond after a predetermined time period, the SGSN shall infer a "no response" condition. The SGSN shall return an error response to the GMLC if privacy verification was requested and either the UE user denies permission or there is no response with the UE subscription profile indicating barring of the location request.
7) The SGSN returns the indication of successful notification and verification result, if it has received a LCS Location Notification Return Result indicating that permission is granted. If a LCS Location Notification Return Result message indicating that permission is not granted is received, or there is no response, with the requested privacy action or the UE subscription profile indicating barring of location, the SGSN shall return an error response to the GMLC.
8) Common MT-LR procedure in PS and CS domain as described in 9.1.1.
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9.5.3
UE Privacy Options

The UE privacy options in the SLPP apply to an CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR and either indicate that no CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR is allowed for the UE (except as may be overridden by the POI or local regulatory requirements) or define the particular classes of LCS client for which an CS-MT-LR/PS-MT-LR or NI‑LR/PS-NI-LR for location are allowed, with the following classes being possible:

[Editor's note: An e-mail comment pointed out that there are different cases still to be covered in the description of the classes: 1. the LCS Client identity is included in SLPP or 2. the LCS Client identity is NOT included in SLPP. Also some GMLC restriction conditions need to be mentioned.]

a)
Universal Class - allow positioning by all LCS clients;

b)
Call/Session related Class

c)
Call/Session-unrelated Class

d)
PLMN operator Class

Moreover the SLPP may contain the service types allowed by the subscriber. 
All UE privacy options of above four classes are commonly used for both CS and PS domain.
The privacy classes are selected according to the rules described in the ANNEX A. If more than one privacy class are subscribed in the UE's SLPP, the looser privacy setting shall be selected. ANNEX A applies also in case service types privacy checking are subscribed together with one or more other privacy classes.

NOTE 1:
If a privacy option setting in a domain is updated, the same modification will be applied to the other domain.
NOTE 2:
The options for each privacy class and the service type are described in the subsequent chapters independently from the options of the other privacy classes. The combination of the privacy class and service type options are described in the rules of Annex A

9.5.3.1
Universal class

When the user of the UE subscribes to the "Universal Class" the CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR positioning is allowed by all LCS clients.

If the UE subscribes to the universal class, any CS-MT-LR or NI-LR shall be allowed by the VMSC/MSC Server and any PS-MT-LR or PS-NI-LR shall be allowed by the SGSN.
If the UE subscribes to the universal class and H-GMLC/PPR knows that the serving node supports the indicator of privacy check related action, H-GMLC/PPR sends the indicators for call/session unrelated class, which indicates "Location allowed without notification". If the UE subscribes to the universal class and H-GMLC/PPR knows that the serving node does not support the indicator of privacy check related action, H-GMLC/PPR may sends the appropriate pseudo external identity as described in Annex C.

9.5.3.2
Call/Session related class

When the user of the UE subscribes to the "Call/Session related Class" the CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR positioning is allowed in the following cases:

Allow positioning by specific identified value added LCS client or groups of value added LCS Client to which the UE originated a call in CS domain or a value added LCS client with which the UE has a session via an active PDP context in PS domain indicated by a specific APN-NI. For each identified LCS client or group of LCS Clients, one of the following subscription options shall apply:

*
location request allowed only from GMLCs identified in the SLPP;

*
location request allowed only from a GMLC in the home country;

*
location request allowed from any GMLC (default case).


For each identified value added LCS client or group of LCS Clients in the privacy exception list, one of the following subscription options shall apply:

*
positioning allowed without notifying the UE user (default case);

*
positioning allowed with notification to the UE user;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

For all value added LCS clients sending a call related CS-MT-LR/PS-MT-LR that are not identified in the privacy exception list, one of the following subscription option shall apply:

*
positioning not allowed;

*
positioning allowed without notifying the UE user (default case);

*
positioning allowed with notification to the UE user;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
NOTE 2:
The usage of Call/Session related Class in the IM subsystem is FFS.

9.5.3.2.1
Call/session-related class in the CS-domain

If the UE subscribes to the call/session-related class, an CS-MT-LR may be allowed if both of following conditions are met:

-
The UE previously originated a call in CS domain that is still established and the called party number dialled by the UE matches the called party number received from the GMLC.

-
The identity of the LCS client or LCS client group supplied by the GMLC matches the identity of any LCS Client or LCS Client group contained in the UE's SLPP and any other GMLC restrictions associated with this LCS Client identity in the SLPP are also met
If these conditions are satisfied, the CS-MT-LR shall be allowed if the UE user subscribes to either location without notification or location with notification. If the UE user subscribes to location with notification and privacy verification, the CS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to allowing location in the absence of a response. In all other cases, the CS-MT-LR shall be restricted.

9.5.3.2.2
Call/session-related class in the PS-domain

If the UE subscribes to the call/session-related class, a PS-MT-LR may be allowed if all of the following conditions are met:

-
The UE previously originated a PDP-context towards the network where the external client is located and that this context is still established.
-
The APN-NI negotiated between the UE and SGSN matches the APN-NI received from the GMLC.
-
The identity of the LCS client or LCS client group supplied by the GMLC matches the identity of any LCS Client or LCS Client group contained in the UE's SLPP and any other GMLC restrictions associated with this LCS Client identity in the SLPP are also met.

If these conditions are satisfied, the PS-MT-LR shall be allowed if the UE user subscribes to either location without notification or location with notification. If the UE user subscribes to location with notification and privacy verification, the PS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to allowing location in the absence of a response. In all other cases, the PS-MT-LR shall be restricted.

9.5.3.2.3
Call/session-related class when LCS client not in SLPP

If the UE subscribes to the call/session related class, a CS-MT-LR or PS-MT-LR from an LCS client that is NOT contained in the SLPP of the target UE shall be allowed or restricted according to the following conditions:

-
For any non-matched LCS client, the CS-MT-LR or PS-MT-LR shall be allowed, if the UE user subscribes to either location without notification or location with notification.
If the UE user subscribes to location with notification and privacy verification, the CS-MT-LR or PS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the CS-MT-LR or PS-MT-LR shall be restricted.
9.5.3.3
Call/Session-unrelated class

When the user of the UE subscribes to the "Call/Session unrelated Class" the CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR positioning is allowed in the following cases:

Allow positioning by specific identified value added LCS Clients or groups of value added LCS Client with the following restrictions allowed for each identified value added LCS Client or group of value added LCS Clients:

*
location request allowed only from GMLCs identified in the SLPP;

*
location request allowed only from a GMLC in the home country;

*
location request allowed from any GMLC (default case).


For each identified value added LCS client in the privacy exception list, one of the following subscription options shall apply:

*
positioning allowed without notifying the UE user (default case);

*
positioning allowed with notification to the UE user;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

For all value added LCS clients sending a non-call related CS-MT-LR/PS-MT-LR that are not identified in the privacy exception list, one of the following subscription option shall apply:

*
positioning not allowed (default case);

*
positioning allowed with notification to the UE user;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification;
*  post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;
*
positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.
9.5.3.3.1
Call/session-unrelated class when LCS client identities match

If the UE subscribes to the call/session-unrelated class, an CS-MT-LR/PS-MT-LR may be allowed by the MSC/MSC server or SGSN if the identity of the LCS client or LCS client group supplied by the GMLC matches the identity of any LCS Client or LCS Client group contained in the UE's SLPP and any other GMLC restrictions associated with this LCS Client identity in the SLPP are also met.
If the LCS client is correctly matched in this way and any GMLC restrictions are satisfied, the CS-MT-LR/PS-MT-LR shall be allowed if the UE user subscribes to either location without notification or location with notification. If the UE user subscribes to location with notification and privacy verification, the CS-MT-LR/PS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the CS-MT-LR/PS-MT-LR shall be restricted.

9.5.3.3.2
Call/session-unrelated class when LCS client identities do not match

If the UE subscribes to the call/session-unrelated class, an CS-MT-LR/PS-MT-LR from an LCS client that is not contained in the UE's SLPP shall be allowed or restricted according to the following conditions. For any non-matched LCS client, the CS-MT-LR/PS-MT-LR shall be allowed if the UE user subscribes to location with notification. If the UE user subscribes to location with notification and privacy verification, the CS-MT-LR/PS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the CS-MT-LR/PS-MT-LR shall be restricted.

9.5.3.4
PLMN operator class

When the user of the UE subscribes to the " PLMN operator Class" the CS-MT-LR/PS-MT-LR or NI-LR/PS-NI-LR positioning is allowed in the following cases:
Allow positioning by specific types of client within or associated with the VPLMN, with the following types of client identified:

*
clients providing a location related broadcast service;

*
O&M client in the HPLMN (when the UE is currently being served by the HPLMN);

*
O&M client in the VPLMN;

*
clients recording anonymous location information without any UE identifier;

*
clients enhancing or supporting any supplementary service, IN service, bearer service or teleservice subscribed to by the target UE subscriber.

If the UE subscribes to the PLMN class, an NI-LR/PS-NI-LR or CS-MT-LR/PS-MT-LR shall be allowed if the client within the VPLMN, for an NI-LR/PS-NI-LR, or the client identified by the GMLC, for an CS-MT-LR/PS-MT-LR, either matches a generic type of client contained in the UE's SLPP or is otherwise authorized by local regulatory requirements to locate the UE. If H-GMLC/PPR knows that the serving node supports LCS capability set 4, then H-GMLC/PPR will send the indicators for call/session unrelated class, which indicates 'location allowed without notification'. If H-GMLC/PPR is notified that the serving node does not support the LCS capability set 4, then it will not send any indicator.

9.5.3.5
Service type checking

If the SLPP contains service types, a CS-MT-LR/PS-MT-LR may be allowed if the service type supplied by the LCS client matches the identity of any service type contained in the UE's SLPP and any other GMLC restrictions associated with this service type in the SLPP are also met.
If the service type is correctly matched in this way and any GMLC restrictions are satisfied, the CS-MT-LR/PS-MT-LR shall be allowed if the UE user subscribes to either location without notification or location with notification. If the UE user subscribes to location with notification and privacy verification, the CS-MT-LR/PS-MT-LR shall be allowed following notification to the UE if the UE user either returns a response indicating that location is allowed or returns no response but subscribes to location in the absence of a response. In all other cases, the CS-MT-LR/PS-MT-LR shall be restricted.

9.5.3.6
Matching of LCS client identities

In evaluating privacy where any address "A" associated with the LCS client (e.g. LCS client ID or GMLC address) needs to be compared with a corresponding address "B" in the target UE's SLPP, a match shall be determined if a match is found for each of the following components of each address:

a)
numbering plan;

b)
nature of address indicator;

c)
corresponding address digits for all digits in "B" (the digits or initial digits in "A" must match all the digits in "B", but "A" may contain additional digits beyond those in "B").

All addresses shall be transferred to the MSC/VLR, MSC server or SGSN in international format, except for the called party number received from the GMLC during a Call-Related CS MT-LR when the LCS client was reached via IN or abbreviated number routing (e.g. toll-free number or emergency call routing). In these cases it is up to the GMLC to use the valid national specific number of the visited country.

In evaluating privacy where an APN-NI associated with the LCS client notified by the GMLC needs to be compared with a corresponding APN-NI that is used to set up the associated PDP context, a match shall be determined if a match is found for each component of APN-NI.

9.5.4
Indicator of privacy check related action
When the client type indicates value added service and the serving node supports LCS capability set 4, H-GMLC/PPR shall select indicators for privacy check related action and the indicators shall be included in the Provide_Subscriber_Location request towards the serving node. The indication is sent to the serving node directly from the H-GMLC or via V-GMLC. There shall be an indicator for the call/session unrelated. Another indicator for the call/session related is optional and it shall be sent only if call/session related identity, i.e. the number dialled by UE or APN-NI, is sent to the serving node.

The possible values of the indicator of privacy check related action for call/session unrelated case shall be:

-
Location allowed without notification

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response

-
Location not allowed (only applicable when the indicator for call/session related case is sent, or the POI is included in the provide subscriber location request)
The possible values of the indicator of privacy check related action for call/session related case shall be:

-
Location allowed without notification

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response
If both indicators are sent but indicating different actions and the call/session related criteria met in the serving node then an action according to the indicator with the looser action according to the definition in Annex A shall be chosen as shown in Annex A.3.

If the UE subscribes service types, then the result of the service type checking may be included in any of the privacy check indicators, as it is described in annex A.3.
If the UE subscribes either to PLMN class or to the universal class, H-GMLC/PPR sends the indicator for call/session unrelated class with the value of "Location allowed without notification".
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10
Information storage

This clause describes information storage structures that are mandatory (M), conditional (C) or optional (O) for LCS, and the recovery and restoration procedures needed to maintain service if inconsistencies in databases occur and for lost or invalid database information. Information storage in RAN network elements is specified in UTRAN Stage 2 (TS 25.305 [1]) and GERAN Stage 2 (TS 43.059 [16]) specifications.

10.1
HLR and HSS

The HLR/HSS holds LCS data for both UE subscribers and LMUs. If the privacy profile data for UE subscribers are stored in H-GMLC/PPR, HLR/HSS needs to store the corresponding pseudo-external identities and MO-LR related subscription data shown in Table 10.4 and 10.5. The pseudo-external identities are stored in the privacy exception list shown in Table 10.2. The details of the pseudo-external identity are described in Annex C.

10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional HLR Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response
External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response


	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

-
Location not allowed (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response
External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

-
International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

-
Restriction on the GMLC. If no value is stored for this data there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response


	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE


Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071 [4]. The following data may be present for each service type in the list:

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response


In case that UE's privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.2. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-call/session related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities.

Fourteen pseudo-external identities are needed to be defined. The pseudo-external identities are summarized in the Table C.1. The pseudo-external identities are registered in SLPP of each UE in advance.
LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.4: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.5: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	-
	No additional data

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data items may be stored in the UE subscription profile in the HLR to support LCS.

Table 10.6a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.


10.2
VLR/SGSN

The VLR/SGSN contains the same LCS permanent data for each registered UE subscriber, as does the HLR/HSS. This data is downloaded to the VLR/SGSN as part of the location update procedure between the VLR/SGSN and HLR/HSS for an UE subscriber.

10.3
GMLC

10.3.1
LCS Data in the GMLC for a LCS Client
The GMLC holds data for a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.

Table10.7: GMLC Permanent Data for a LCS Client

	LCS Client data in GMLC
	Status
	Description

	LCS Client Type
	M
	Identifies the type LCS client from among the following:

-
Emergency Services

-
Value Added Services

-
PLMN Operator Services

-
Lawful Intercept Services

	External identity
	O
	A list of one or more identifiers used to identify an external LCS client. The identity may be used when making an MT-LR and/or MO-LR. The format of the identity is an international E.164 address [35a]. Each external identity shall be associated with a logical client name.

	Authentication data
	M
	Data employed to authenticate the identity of an LCS client – details are outside the scope of the present document

	Call/session related identity
	O
	A list of one or more international E.164 addresses [35a], which are used to make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the client for a call related MT-LR

In case the LCS client was reached via IN or abbreviated number routing (e.g. toll free number or emergency call routing), the E.164 number(s) stored in the GMLC shall be the number(s) that the UE has to dial to reach the LCS Client. In these cases the E.164 number is not to be in international format. The country in which the national specific number(s) is (are) applicable is (are) also stored (or implied) in this case.

Each call related identity may be associated with a specific external identity. Each call/session-related identity shall be associated with a logical client name.

	Internal identity
	O
	Identifies the type PLMN operator services and the following classes are distinguished:
-
LCS client broadcasting location related information

-
O&M LCS client in the HPLMN

-
O&M LCS client in the VPLMN

-
LCS client recording anonymous location information

-
LCS Client supporting a bearer service, teleservice or supplementary service to the target UE

This identity is applicable only to PLMN Operator Services. 

	Client name
	O
	An address string which is associated with LCS client's external identity (i.e., E.164 address). See note 2.

	Client name type
	O
	Indication what is the type of the LCS client name. The type of the LCS client name can be one of the following:

-
Logical name

-
MSISDN

-
E-mail address[33]
-
URL[33]
-
SIP URL[34]
-
IMS public identity[35]


	Override capability
	O
	Indication of whether the LCS client possesses the override capability (not applicable to a value added and PLMN operator service)

	Authorized UE List
	O
	A list of MSISDNs or groups of MSISDN for which the LCS client may issue a non-call related MT-LR. Separate lists of MSISDNs and groups of MSISDN may be associated with each distinct external or non-call related client identity.

	Priority
	M
	The priority of the LCS client – to be treated as either the default priority when priority is not negotiated between the LCS server and client or the highest allowed priority when priority is negotiated

	QoS parameters
	M
	The default QoS requirements for the LCS client, comprising:

-
Accuracy

-
Response time
-
LCS QoS Class
Separate default QoS parameters may be maintained for each distinct LCS client identity (external, non-call related, call related) 

	Service Coverage
	O
	A list of E.164 country codes for geographic areas [35a] where the LCS client offers its location services.

	Allowed LCS Request Types
	M
	Indicates which of the following are allowed:

-
Non-call related CS-MT-LR/PS-MT-LR

-
Call/session related CS-MT-LR/PS-MT-LR

-
Specification or negotiation of priority

-
Specification or negotiation of QoS parameters

-
Specification or negotiation of Service Coverage parameter
-
Request of current location

-
Request of current or last known location

	Local Co-ordinate System
	O
	Definition of the co-ordinate system(s) in which a location estimate shall be provided – details are outside the scope of the present document

	Access Barring List(s)
	O
	List(s) of MSISDNs or groups of MSISDN for which a location request is barred

	Service Identities
	O
	List of service identities allowed for the LCS client.

	Maximum Target UE Number
	O
	The maximum number of the Target UEs in one LCS request. For a specific LCS Client, this parameter may have different values for different service identities.


NOTE 1:
The LCS Client is identified with E.164 number or APN-NI. APN-NI is specified in TS 23.003 [17].

NOTE 2:
The LCS Client name should not contain two equal signs, because those characters are used to separate LCS client name from Requestor ID when GMLC includes them into the same field.

10.3.2
LCS Data in the GMLC/PPR for a UE Subscriber

The GMLC (H-GMLC) or PPR may store LCS UE subscription data. This chapter describes Rel-5 based privacy profile data stored in GMLC/PPR. If the home network operator uses Rel-5 compatible privacy profile data, the profiles shown in this chapter may be stored in GMLC/PPR.
The IMSI or MSISDN is the primary key for LCS UE subscription data in the GMLC/PPR. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the GMLC/PPR able to hold a number of MSPs per IMSI.

LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.9: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the GMLC/PPR shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.10: LCS data stored in the GMLC/PPR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	Service Types


	O


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071. The following data may be present for each service type in the list:



	
	O


	-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country



	
	C


	-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response



Table 10.11: LCS Service types stored in the GMLC per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O
	Indication of one of the following mutually exclusive options for any service type not in the service type list:

-
Location not allowed (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
-
Location with notification and privacy verification; location restricted if no response
Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071 [4].

-
Restriction on the GMLC. If no value is stored for this data, there is no restriction on GMLC and any GMLC is allowed to request location information for the UE. Possible values are:

-
Identified GMLCs only

-
Any GMLC in the home country

-
Indication of one of the following mutually exclusive options:

-
Location allowed without notification (default case)

· Location allowed with notification
· Location with post positioning notification and privacy verification; releasing location information allowed if no response;
· Location with notification and privacy verification; location allowed if no response
· Location with post positioning notification and privacy verification; releasing location information restricted if no response;
Location with notification and privacy verification; location restricted if no response



In case that UE's privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, the GMLC/PPR shall store the same pseudo-external identity table with HLR, which is shown in Annex C.
GMLC (H-GMLC) or PPR may store codeword handling information and a list of codewords given by the UE subscriber in order not to get the location request rejected.
Table 10.12a: Codeword handling information stored in the GMLC

	Other Data in the GMLC
	Status
	Description

	Codeword handling information
	O
	Indication of one of the following mutually exclusive options for codeword:

-
codeword shall be checked in network.
-
codeword shall be sent to UE


Table 10.12b: LCS data stored in the GMLC for a UE Subscriber
	LCS Privacy profile
	Status
	Additional GMLC data when profile is provisioned

	Codeword
	O
	A list of codeword.


The GMLC (H-GMLC) or the PPR may store additional privacy information in order protect UE users privacy. The details of the additional privacy check are defined by each network operator and are outside the scope of this specification.
<< Next Modified Clause >>
Annex A (normative):
Privacy Class selection rule in serving node

A.1
Interrelation among privacy settings

There are five privacy settings and the interrelation among each privacy setting in terms of privacy strictness is shown as follows:
Table A.1: Privacy settings

	loose
	Positioning allowed without notifying the UE user

	(
	Positioning allowed with notification to the UE user

	
	Post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user or if there is no response to notification after positioning

	
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification

	
	Post positioning notification and verification by the UE user; notification is needed after positioning when the target UE user has defined different privacy settings for different geographical locations; releasing location information is allowed only if granted by the UE user at notification after positioning;

	(
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user

	strict 
	Positioning not allowed
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