SA WG2 Temporary Document

Page 3
-


3GPP TSG SA WG2 Architecture — S2#47
S2-051504
27 June - 1 July 2005

Montreal, Canada

Source:
Huawei, China Mobile, Nortel
Title:
IMS-controlled: Adding Section 6.3.2.3 and 6.3.2.4 for Dynamic Termination Routing in non-CAMEL Systems
Document for:
Discussion/Approval 

Agenda Item:
8.4

Work Item / Release:
VCC/Rel 7

Introduction

This paper proposes changes for routing selection decision for IMS control method (Section 6.3.2.3 and 6.3.2.4) as shown in the revised text.

6.3.2
Routing Selection Decision

6.3.2.1
CAMEL-based Dynamic Routing

……………
6.3.2.3
VCC-SRF+CAMLE Based Dynamic Routing
6.3.2.3.1
Inter-Domain Routing Policy Definition

The Inter-domain routing policy is that set of service logic functions available in CS Domain and IMS domain which examine the current state of registration within the domains, and, based on that knowledge and operator and subscriber preferences, route the call for completion in the appropriate domain.
6.3.2.3.2
Scenarios

The VCC-SRF+CAMLE based Dynamic routing solution shall be applied to a incoming call to a CAMLE System while the I-PLMN, i.e., the PLMN which performs location information query for this incoming call, doesn’t support CAMEL, The IPLMN may be the VPLMN of the calling mobile subscriber A or other tandem PLMN according to the routing configuration between PLMNs. 
6.3.2.3.3
Logical Architecture

The following diagram depicts the architecture for implementing the network’s routing policies. 
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Figure 6.3.2.3-1 VCC-SRF+CAMLE Based Dynamic Routing Architecture

The VCC-SRF, Signalling Relay Function for support of VCC, is responsible for heading off the SCCP messages originally towards the HLR, and depending on the analysis of received message in application level, the VCC-SRF picks out the MAP SRI message. determines whether the GMSC sending the SRI support CAMEL or not by means of checking the parameter of “Supported CAMEL Phases” is included in the SRI message or not. If the GMSC doesn’t support CAMEL, the SRI shall be handled by the VCC-SRF directly, the VCC-SRF responds a GMSC/gsmSSF address located in the HPLMN-B (HPLMN of the called mobile subscriber B) as a virtual MSRN to force the GMSC to route the call toward it, upon receipt the IAM from the GMSC, the GMSC/gsmSSF resumes the original MSISDN and initiates the SRI again, in this case, since the GMSC/gsmSSF has CAMEL capability, the SRI with “Supported CAMEL Phases” shall be relayed to the HLR by the VCC-SRF and the T-CSI shall be returned back to the GMSC/gsmSSF via VCC-SRF, then terminating CAMLE service is triggered. Otherwise, if the GMSC supports CAMEL, the SRI with “Supported CAMEL Phases” shall be relayed to the HLR by the VCC-SRF.
The operator could make the SS7 routing configuration in correlated nodes or configure the SS7 address of the VCC-SRF as the original address of HLR so that all SCCP messages towards the HLR could pass through the VCC-SRF.
The functionality of VCC-SRF is similar to the MNP-SRF, which is the entity defined in the MNP (Mobile Number Portability) service, the details of MNP please refer to the TS 23.066.

In the architecture above, an example service logic is executed as follows:

1.
An IAM or call setup arrives at a GMSC of IPLMN-A, which doesn’t support CAMLE.

2.
The SRI from the GMSC to the HLR is headed off by the VCC-SRF, and the VCC-SRF may send SRI_ack back to the GMSC and indicate the call shall be routed to a GMSC located in the HPLMN-B which support CAMEL, i.e. a GMSC/gsmSSF

3.
The GMSC/gsmSSF receives the IAM from the GMSC in IPLMN.

4.
Service Logic is invoked via a termination CAMEL trigger

5 and 6. The service logic causes queries to both the HLR and the HSS to obtain the current registration states for both CS and IMS domains.

7 or 8.
Depending upon the registration states and the operator policy, the MSC routes the call either towards the IMS system, or towards the UE in the CS domain. 

Similarly, in steps 9 through 14, an IAM or an invite entering the IMS system receives similar treatment, excepting that the DRF service logic is triggered via an IMS termination service trigger, as described in section 6.3.2.1.

6.3.2.3.4
Termination Routing Policy Execution Example in CS Domain

Figure 6.3.2.3-2 below provides an example of termination routing policy execution in CS domain, while an incoming call arriving at the GMSC for a CS IMS user who is currently being served in IMS, with his MSISDN homed in CS.
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Fig. 6.3.2.3-2 Termination Routing Policy Execution Example in CS Domain  

1. IAM message addressing the MSISDN comes into the GMSC.  

2. The GMSC sends an SRI query to the HLR to retrieve the routing information.  

3. The VCC-SRF heads off the SRI and determines whether the GMSC supports the CAMLE or not by means of checking whether the parameter of “Supported CAMEL Phases” is included in the SRI. If the GMSC doesn’t support CAMEL, the VCC-SRF returns SRI_ack back to the GMSC with a virtual MSRN to indicate the call route to the GMSC/gsmSSF, which located in the home network of destination subscriber. Otherwise, if the GMSC supports CAMEL, the procedure is continued as described in step 6.
Note: before checking the CAMEL capability of GMSC, the VCC-SRF may interact with HLR to check whether the user’s CB/ODB is inactivated and whether the user has a CAMEL subscription, if any one of the result is negative, the VCC-SRF may decide to act in simple DRF-SRF based solution as described in section 6.3.2.3.2. 

4. The IAM message addressing the virtual MSRN which point to the gsmSSF comes into the GMSC/gsmSSF.  

5. The GMSC/gsmSSF retrieves the called number from the virtual MSRN and sends SRI to HLR for routing information.

6. The HLR returns subscriber’s T-CSI (Terminating CAMEL Subscription Information).

7. The GMSC/gsmSSF continues the CAMEL processing by sending an Initial DP to the DRF act as a gsmSCF for routing instructions.

8. The DRF requests and receives the current user data from the HSS.

9. The DRF queries and receives the current user data from the HLR.

10. Based on these information and current routing policy, the DRF decides to route the incoming call to IMS domain, then allocates a call reference for the incoming call and creates an IMRN by appending the call reference to the DN associated with the DRF PSI for routing to IMS, and sends a CAMEL Connect message to cause the GMSC/gsmSSF to route the call to the user’s IMS network using the IMRN. 

11. GMSC/gsmSSF sends an IAM, addressing the IMRN, to the MGCF.

12. The MGCF processes the IAM and initiates an INVITE to the I-CSCF with Tel URI set to the IMRN.

13. I-CSCF performs location query to the HSS to retrieve application server name associated with the IMRN. The Application Server hosting the DRF is configured in the HSS against a range of PSIs wild carded to the DRF PSI.

14. I-CSCF forwards the INVITE to the Application Server hosting the DRF.

15. The DRF resumes the user’s URI from IMRN and frees the IMRN, then acts as a redirect server and sends the 302 Moved with the URI to the I-CSCF. By doing that , the DRF-AS will free itself from the route of subsequent messages. 
16. The I-CSCF sends the 302 moved to the MGCF.

17. The MGCF re-issues the invite, this time towards the UE URI

18. The I-CSCF sends an LIR to the HSS to find the S-CSCF for the UE.

19. The HSS returns the name of S-CSCF.

20. The I-CSCF sends the INVITE (URI) on to the S-CSCF.

21. The S-CSCF sends an INVITE toward the P-CSCF serving the terminator.

Note: In the step 15, the DRF can also act as a B2BUA and directly re-issue the INVITE to a changed Req-URI as described in 6.3.2.3.6
6.3.2.3.5
Termination Routing Policy Execution Example in IMS Domain 

Figure 6.3.2.3-3 below provides an example of termination routing policy execution in IMS domain, while an incoming call arriving at home IMS network for a CS IMS user who is currently being served in CS, with his MSISDN homed in IMS.
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 Fig. 6.3.2.3-3 Termination Routing Policy Execution Example in IMS Domain 

1. IAM arrives at the MGCF in the home IMS network, where the MSISDN is homed.

2. MGCF initiates an INVITE to an I-CSCF with the user’s URI in Tel-URI format, which is derived from the MSISDN.

3. I-CSCF sends a LIR (Location-Info-Request) to the HSS, used to obtain the name of the S-CSCF where the user is registered. Since the terminator is not registered in IMS for this scenario, the LIA (Location-Info-Answer) comes back with the S-CSCF attributes required for selection of the S-CSCF by the I-CSCF.  

4. The I-CSCF forwards the INVITE on to the selected S-CSCF

5. If needed, the S-CSCF sends a SAR (Server-Assignment-Request) to the HSS to download the subscriber profile and sets its name in the HSS in the mean time. 

6. Per the service filter criteria of the terminator, the INVITE is forwarded to the DRF for routing decisions.

7. The DRF queries the HSS for the current registration state.

8. The DRF checks for the terminator’s registration in the CS domain.

9. The DRF decides to route the call to the CS domain allocates a CSRN and sends a SIP 302 Moved Temporarily, addressing the CSRN, back to the S-CSCF. The DRF is acting as a redirect server for this scenario. 

10. The S-CSCF forwards the 302 Moved temporarily to the MGCF via I-CSCF.

11. Based on the analysis of the CSRN, the MGCF generates an IAM with the CSRN to direct the call to user’s home GMSC. Since it is a GMSC in the HPLMN, it can support CAMEL.
12. GMSC uses the CSRN in the incoming IAM message to discover user’s MSISDN via Intelligent Network service or translation techniques prior to performing SRI Query toward the HLR. 

13. The GMSC queries the HLR for subscriber information.

14. The HLR returns T-CSI in SRI_ack resulting in a CAP Initial DP to DRF. 

15. The DRF maintains session state for the user such that it does not require a UDR and ATI toward the HSS and the HLR respectively as for the case of initial query for the user. Also, it provides termination service coordination such that the terminating services executed during session processing in IMS for the user are not repeated in the CS domain.

16. DRF returns CAP Continue to the GMSC which continues with the normal CS routing procedure.

17. The GMSC performs SRI query with suppress T-CSI indication as normal to retrieve subscriber routing information. The HLR requests an MSRN from the VMSC currently serving the user.

18. The VMSC responds with an MSRN, which is then forwarded by the HLR to the GMSC.

19. The GMSC uses the MSRN to route the incoming call toward the VMSC.

Note: In the step 9, the DRF can also act as a B2BUA and directly re-issue the INVITE to a changed Req-URI as described in 6.3.2.3.6.
6.3.2.3.6
Combined Termination Routing Policy Execution Example in CS Domain and IMS Domain
Figure 6.3.2.3-4 below provides an example of combined termination routing policy execution in CS Domain and IMS domain, while an incoming call arriving at the GMSC for a CS IMS user who is currently being served in CS, with his MSISDN homed in CS, and before the call is transferred to the CS, an IMS service needs to be triggered, for example, a DTF needs to be inserted into the routing path in order to act as a anchor. 
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Fig. 6.3.2.3-4 Combined Termination Routing Policy Execution Example in CS Domain and IMS Domain
1~15. As same as step 1~15 in section 6.3.2.3.1.2, the DRF/DTF receives the INVITE (IMRN) from the I-CSCF.

16. The DRF frees the IMRN, allocates a CSRN for routing of call back to CS domain and invokes the embedded service logic of DTF function.

17. DTF enables a B2BUA for execution of 3pcc function to maintain session states for the originating and terminating legs of the call in order to control bearer upon Handover requests from the UE and passes the control of the incoming session back to the S-CSCF.

18. The S-CSCF forwards the session to the MGCF which in turn forwards it to the GMSC/gsmSSF for routing within the CS domain

19. GMSC/gsmSSF uses the CSRN in the incoming IAM message to discover user’s MSISDN via Intelligent Network service or translation techniques prior to performing SRI Query toward the HLR. 

20. The HLR returns user’s T-CSI in SRI_ack which results in a CAMEL Initial DP message to the gsmSCF function of the DRF for execution of appropriate service logic for the incoming session.

21. The gsmSCF function of DRF returns a CAMEL Continue message to the GMSC/gsmSSF to revert to normal processing to route the call to the user via the Visited MSC that the user is currently registered at.

6.3.2.3.7
Unreachable Scenarios

In scenarios, where the call was routed to a domain, and the UE was unreachable in that domain, routing triggers can also be applied. In the CS domain, the gsmSCF/DRF would configure the EDPs, e.g. DP13, 14, 15, 17, 18, by means of RRBE to the gsmSSF in order to monitor the subsequently call. When the configured EDP is detected and reported to the gsmSCF/DRF, the gsmSCF/DRF may route the call to another domain. In the IMS domain, standard redirect to the CS domain may apply. These are further described in the termination section.

6.3.2.3.8
Origination Routing Policy 

Besides termination routing policy control, particular origination routing control is needed for static anchoring IMS controlled solution. For originations in the IMS domain (UE sends invite in IMS) the call is automatically routed through the IMS domain, there is no additional consideration is necessary to the VCC-SRF+CAMEL based dynamic routing solution. For originations in the CS domain, the solution to route the call DTF in user’s home IMS network is as described in the section 6.3.4.2.

6.3.2.3.9
Conclusion

The VCC-SRF+CAMEL based solution is addressed on the scenario that for the incoming call, the HPLMN-B supports CAMLE but the IPLMN doesn’t, how the termination routing policy is decided. This solution bases on the standardized capability such that it is no impact on the current network node.
6.3.2.4
DRF-SRF Based Dynamic Routing
6.3.2.4.1
Inter-Domain Routing Policy Definition

The Inter-domain routing policy is that set of service logic functions available in CS Domain and IMS Domain which examine the current state of registration within the domains, and, based on that knowledge and operator and subscriber preferences, route the call for completion in the appropriate domain.
6.3.2.4.2
Scenarios

The DRF-SRF based Dynamic routing solution shall be applied to a incoming call in a non-CAMLE System, i.e. the HPLMN-B, which is the Home PLMN of called mobile subscriber B, doesn’t support CAMEL..
6.3.2.4.3
Logical Architecture

The following diagram depicts the architecture for implementing the network’s routing policies. 
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Figure 6.3.2.4-1 DRF-SRF Based Dynamic Routing Architecture

The DRF-SRF, Signalling Relay Function with a function of DRF, the SRF is responsible for heading off the SCCP messages originally towards the HLR, and depending on the analysis of received message in application level, the DRF-SRF picks out the MAP SRI message, invokes the embedded DRF service logic for routing policy decision, Base on routing decision, if the call shall be routed in the CS domain, the SRF relays the SRI to the HLR for CS routing information. Otherwise, if the call shall be routed in the IMS domain, the SRF responses the GMSC with the IMS routing information directly.

The operator could adjust the SS7 routing configuration in correlated nodes or configure the SS7 address of the DRF -SRF as the original address of HLR, so that all SCCP messages towards the HLR could pass through the DRF -SRF.
In the architecture above, an example service logic is executed as follows:
1.
An IAM or call setup arrives at an MSC or a GMSC from an external network or via an originating subscriber in the GSM network.

2.
The SRI from the MSC to the HLR is headed off by the DRF-SRF. Embedded Service Logic of DRF is invoked.
3 and 4. The DRF-SRF causes queries to both the HLR and the HSS to obtain the current registration states for both CS and IMS domains.

5 or 6.
Depending upon the registration states and the operator policy, the DRF-SRF either transfers the SRI to the HLR to get the MSRN and then return it to the GMSC to route the call towards the UE in the CS domain, or directly responds an IMRN to GMSC to route the call towards the IMS system. 

Similarly, in steps 7 through 12, an IAM or an invite entering the IMS system receives similar treatment, excepting that the DRF service logic is triggered via an IMS termination service trigger, as described in section 6.3.2.1.
6.3.2.4.4
Termination Routing Policy Execution Example in CS Domain 
Figure 6.3.2.4-2 below provides an example of termination routing policy execution in CS domain, while an incoming call arriving at the GMSC for a CS IMS user who is currently being served in IMS, with his MSISDN homed in CS.
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 Fig. 6.3.2.4-2 Termination Routing Policy Execution Example in CS Domain
1. IAM message addressing the MSISDN comes into the GMSC. GMSC sends SRI to HLR for location information. The DRF-SRF head off the SRI, trigger the embedded service logic of DRF and treat the SRI as Routing decision Query message.

2. The DRF-SRF requests and receives the current user data from the HLR.

3. The DRF-SRF queries and receives the current user data from the HSS.
4. Based on these information and current routing policy, the DRF-SRF decides to route the incoming call to IMS domain, then allocates a call reference for the incoming call and creates an IMRN by appending the call reference to the DN associated with the DRF PSI for routing to IMS, and sends a SRI_ack message to cause the GMSC to route the call to the user’s IMS network using the IMRN. 

5. GMSC sends an IAM, addressing the IMRN, to the MGCF.

6. The MGCF processes the IAM and initiates an INVITE to the I-CSCF with Tel URI set to the IMRN.

7. I-CSCF performs location query to the HSS to retrieve application server name associated with the IMRN. The Application Server hosting the DRF is configured in the HSS against a range of PSIs wild carded to the DRF PSI.

8. I-CSCF forwards the INVITE to the Application Server hosting the DRF.

9. The DRF resumes the user’s URI from IMRN and frees the IMRN, and then sends a SIP 302 Move Temporarily, addressing the URI, back to the I-CSCF. The DRF is acting as a redirect server for this scenario.  (Reference 23.218, section 9.1.1.1).

10. The I-CSCF sends the 302 moved to the MGCF, removing itself from the route header.

11. The MGCF re-issues the invite, this time towards the UE URI

12. The I-CSCF sends an LIR to the HSS to find the S-CSCF for the UE.

13. The I-CSCF sends the INVITE (URI) on to the S-CSCF.

14. The S-CSCF sends an INVITE (URI) toward the P-CSCF serving the terminator.

Notes: In the step 9, the DRF is acting as a redirect server for this scenario. It can also act as a B2BUA and directly re-issue the INVITE to a changed Req-URI as described in 6.3.2.4.6. 
6.3.2.4.5
Termination Routing Policy Execution Example in IMS Domain 

Figure 6.3.2.4-3 below provides an example of termination routing policy execution in IMS domain, while an incoming call arriving at home IMS network for a CS IMS user who is currently being served in CS, with his MSISDN homed in IMS.
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 Fig. 6.3.2.4-3 Termination Routing Policy Execution Example in IMS Domain 

1. IAM arrives at the MGCF in the home IMS network, where the MSISDN is homed.

2. MGCF initiates an INVITE to an I-CSCF with the user’s URI in Tel-URI format, which is derived from the MSISDN.

3. I-CSCF sends a LIR (Location-Info-Request) to the HSS, used to obtain the name of the S-CSCF where the user is registered. Since the terminator is not registered in IMS for this scenario, the LIA (Location-Info-Answer) comes back with the S-CSCF attributes required for selection of the S-CSCF by the I-CSCF.  

4. The I-CSCF forwards the INVITE on to the selected S-CSCF.
5. If needed, the S-CSCF sends a SAR (Server-Assignment-Request) to the HSS to download the subscriber profile and set its name in the HSS in the mean time. 

6. Per the service filter criteria of the terminator, the INVITE is forwarded to the DRF for routing decisions.

7. The DRF queries the HSS for the current registration state.

8. The DRF checks for the terminator’s registration in the CS domain.

9. The DRF decides to route the call to the CS domain, allocates a CSRN with a call reference for incoming call and DRF routing number, and sends a SIP 302 Moved Temporarily, addressing the CSRN, back to the S-CSCF. 

10. The S-CSCF forwards the 302 Moved Temporarily to the MGCF via I-CSCF.

11. Based on the analysis of the CSRN, the MGCF generates an IAM with the CSRN to direct the call to a GMSC.
12. Basing on the configuration of operator, the GMSC treats the CSRN as the MSISDN and sends SRI to HLR for routing information. The DRF-SRF heads off the SRI, examines the CSRN, maps it to the CS MSISDN and sends it to HLR for location information.

13. HLR sends PRN to current VMSC for MSRN, and then sends SRI_ack to GMSC with MSRN getting from PRN_ack. The GMSC route the call to VMSC based on the MSRN.

Notes: In the step 9, the DRF is acting as a redirect server for this scenario. It can also act as a B2BUA and directly re-issue the INVITE to a changed Req-URI as described in 6.3.2.4.6. 
6.3.2.4.6
Combined Termination Routing Policy Execution Example in CS Domain and IMS Domain
Figure 6.3.2.4-4 below provides an example of combined termination routing policy execution in CS Domain and IMS domain while an incoming call arriving at the GMSC for a CS IMS user who is currently being served in CS, with his MSISDN homed in CS, and before the call is transferred to the CS, an IMS service needs to be triggered, for example, a DTF is needed to be inserted into the routing path in order to act as a anchor. 
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Fig. 6.3.2.4-4Combined Termination Routing Policy Execution Example in CS Domain and IMS Domain

1. IAM message addressing the MSISDN comes into the GMSC. GMSC sends SRI to HLR for location information. The DRF-SRF head off the SRI and trigger the embedded service logic of DRF.

2. The DRF-SRF requests and receives the current user data from the HLR.

3. The DRF-SRF queries and receives the current user data from the HSS.
4. Based on these information and current routing policy, The DRF-SRF decides to route the incoming call to IMS domain, then allocates a call reference for the incoming call and creates an IMRN by appending the call reference to the DN associated with the DRF PSI for routing to IMS, and sends a SRI_ack message with the IMRN as a MSRN in order to cause the GMSC to route the call to the user’s IMS network. 

5. GMSC sends an IAM, addressing the IMRN, to the MGCF.

6. The MGCF processes the IAM and initiates an INVITE to the I-CSCF with Tel URI set to the IMRN.

7. I-CSCF performs location query to the HSS to retrieve application server name associated with the IMRN. The Application Server hosting the DRF is configured in the HSS against a range of PSIs wild carded to the DRF PSI.

8. I-CSCF forwards the INVITE to the Application Server hosting the DRF.
9. The DRF resumes the user’s URI from IMRN and frees the IMRN, allocates a CSRN for routing of call back to CS domain and invokes the embedded DTF function. DTF enables a B2BUA for execution of 3pcc function to maintain session states for the originating and terminating legs of the call in order to control bearer upon Handover requests from the UE and passes the control of the incoming session back to the S-CSCF.

10. The S-CSCF forwards the session to the MGCF which in turn forwards it to the GMSC for routing within the CS domain.
11. Basing on the configuration of operator, the GMSC treats the CSRN in the incoming IAM message as the MSISDN and sends SRI to HLR for location information. The DRF-SRF heads off the SRI, examines the CSRN, maps it to the CS MSISDN and sends it to HLR for location information.

12. HLR sends PRN to current VMSC for MSRN, and then sends SRI_ack to GMSC with MSRN getting from PRN_ack. The GMSC route the call to VMSC based on the MSRN.

6.3.2.4.7
Unreachable Scenarios

In the CS domain, if the user is detached but not purge in HLR, since the HLR can send PSI to the VLR on receiving ATI, the DRF can find that the user is not reachable in CS and make routing decision based on this accurate status information. If the user is attached but not reachable in CS, the network can only find it after a paging, so the handling of this case belong to exceptional handling on termination since the termination routing control shall be performed based on knowledge of network. If the routing policy does require the capability to perform routing control in this case, it can be achieved by inserting a CFNRc date synchronously when setting corresponding routing policy, or by performing a pre-paging if the VPLMN support it.

In the IMS domain, standard redirect to the CS domain may apply. These are further described in the termination section.

6.3.2.4.8
Origination Routing Policy 

Besides termination routing policy control, particular origination routing control is needed for static anchoring IMS controlled solution. For originations in the IMS domain (UE sends invite towards IMS) the call is automatically routed through the IMS domain, there is no additional consideration is necessary to the DRF-SRF based dynamic routing solution. For originations in the CS domain, the non-CAMEL based solution to route the call to the DTF in user’s home IMS network is described in the section 6.3.4.2, i.e. the solution of using DTF PSI to route the call to DTF and using USSD routed via USSD Gateway to DTF to invoke a CS origination static anchoring, the solution of using SIP Notify method to invoke CS origination static anchoring service at DTF, and the solution of using static routing techniques in the visited network to steer the call to user’s DTF in IMS,.

6.3.2.4.9
Conclusion

The DRF-SRF based solution is addressed on the scenario that for the incoming call, HPLMN-B do not support CAMLE phase 2, how the termination routing policy is decided. This solution bases on the standardized capability such that it is no impact on the current network node.
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