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Introduction
During SA2 #46, there was discussion on the ability to access 3GPP PS domain service via the internet in IWLAN. Currently the working assumption in CT4 and GSMA is that SA2 has allowed such access of 3GPP PS domain services via the internet. For example CT4 are either actively considering or have already agreed to have PDG’s address resolvable via the public DNS. While 23.234 does not say anything about it directly, the requirements section seems to imply exactly the opposite by explicitly including it in 3GPP IP Access and not mentioning such access at all in Direct IP Access (see text below). Without a clear statement in stage 2 about it, it is expected that such misinterpretation and misalignment across WGs will continue.
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5.1.3
Requirements for WLAN Direct IP Access

The following requirements should be satisfied by the WLAN 3GPP-WLAN Interworking function with regard to allowing direct access to the IP network to which the WLAN is connected (e.g. the Internet):

-
A WLAN supporting both WLAN Direct IP Access and WLAN 3GPP IP Access shall be able to support a WLAN UE operating in the WLAN Direct IP Access mode only, e.g. according to subscription.

5.1.4
Requirements for WLAN 3GPP IP Access

The following requirements should be satisfied by the WLAN 3GPP-WLAN Interworking function with regard to allowing access to a WLAN 3GPP IP network (e.g. the operator's intranet which allows IMS access):

-
Service Authorization for 3GPP services shall occur after successful Authentication.

-
It shall be possible to use Service Based Policy Control.

-
Access to 3GPP PS based services shall be provided via WLAN. The interworking architecture shall provide IP connectivity to be able to support all 3GPP PS based services. 3GPP PS based services which use more than IP connectivity (e.g. SMS, MMS, MBMS) could require additional entities and interfaces not specified in this document.

-
Quality of Service shall be supported when accessing these services via WLAN, although some limitations may exist because of the WLAN AN.

-
A combined access capable user with the subscription for both services should be able to choose between "WLAN Direct IP Access only" or "WLAN 3GPP IP Access".

The WLAN UE shall be able to detect if a 3GPP–WLAN does not support access to 3GPP PS based services.

-
Data flows must be able to be routed to the HPLMN or the VPLMN, e.g. according to subscription. The enforcement of this routing shall not rely on the WLAN UE client.

NOTE:
This routing enforcement may require additional functionality in the WLAN AN

-
End to End Authentication: WLAN Authentication signaling is executed between WLAN UE and 3GPP AAA Server for the purpose of authenticating the end-user and authorizing the access to the WLAN and 3GPP network. Details of End-to-End Authentication is covered in TS 33.234 [10].
-
Service Selection and Authorisation: The solution shall include means for securely delivering service selection information from the WLAN UE to the 3GPP AAA Server in the Home Network. If a user chooses to access the Internet directly using the local IP network, no service selection information is passed to the PLMN. In all other cases, where WLAN 3GPP IP Access is desired, the service selection information shall contain the name of the W-APN to which access is requested. The 3GPP AAA Server in the Home network shall verify the users subscription to the indicated W-APN against the subscriber profile retrieved from HSS. The 3GPP AAA Server selects a W-APN based on the requested W-APN and on the user's subscription/local policy.

-
The service request shall be indicated by a tunnel establishment request from the WLAN UE to the PDG. The PDG shall then seek authentication/authorisation from the 3GPP AAA Proxy or Server in the same network.

-
The results of the authorisation decision shall be communicated to the Visited Network. All subscription-based authorisation decisions are made in the Home network.

-
In the case of a request for access to services provided in the Visited Network, the 3GPP AAA Proxy shall also authorise access based on local policy.
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Conclusion
Stage 2 and stage 3 documents are not aligned and the source of misinterpretation. It is proposed that SA2 discuss this topic and
· Make appropriate changes in 23.234 to indicate support of 3GPP PS domain services via the internet using Direct IP Access maybe possible based on home operator policy.
If SA2 does not agree on making required changes to 23.234 to align stage 2 and stage 3 documents, then it is proposed that 
· SA2 send an LS to SA1 requesting requirements on support for 3GPP PS domain services via internet using Direct IP Access
· SA2 send an LS to CT4 informing them of the SA2 working assumption based on the current text in 23.234 
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