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1. Introduction
This paper proposes additional text describing a new dynamic anchoring option for section 6.3.6.3.3 of TR23.806.

6.3.6.3.3 General Description

In this alternative, 

· The Call Continuity Control Function (CCCF) acts as a SIP Application Server in the IMS domain interfacing to the S-CSCF via ISC interface.

· The CCCF also acts as a gsmSCF interfacing to HPLMN through MAP/CAP interface.

· VCC subscriber calls in CS mode are CAMEL triggered to the CCCF for routing decision. The CCCF provides routing direction for both incoming and outgoing calls to and from the CS mode of the UE/MS.

· The MS/UE signals the CCCF when it detects IMS coverage. The MS/UE monitors the received IMS signal strength and necessary QoS parameters. If it has not already done so, once the MS/UE determines that there is sufficient QoS to provide voice service the MS/UE signals the CCCF, e.g., using a NOTIFY.

· Anchoring :

· When the MS/UE is operating in CS mode and the other connected party is also in CS domain

· The call is anchored in the VMSC.

· On the first instance of roaming from CS domain to IMS, an additional anchor is introduced at the MGW.

· Once the call is anchored in the MGW the call remains anchored in the MGW for the remainder of the call.

· When the MS/UE is operating in IMS mode and the other party is in the CS domain the call remain anchored in the MGW when MS/UE roams across CS and IMS domains.

6.3.6.3.3.1 Origination

CS mode originated
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Figure 1 MS/UE in CS mode -to- PSTN termination

Walkthrough:

1. Dual mode MS/UE sends a call setup request to the VMSC

2. VMSC detects the CollectedInfo trigger which has been armed for the MS/UE with the CCCF point code; VMSC queries CCCF for further routing decision

3. CCCF sends a CAMEL Continue response to the VMSC; CCCF saves CallReferenceNumber for handover processing

4. VMSC routes to the PSTN network

5. PSTN connects the call to the called party

6. PSTN receives an Alerting indication from the called party

7. PSTN sends an ISUP ACM message back to the VMSC

8. VMSC sends an Alerting indication to the dual mode MS/UE
9. The called party answers the call and sends a Connect message to the PSTN

10. PSTN sends an ISUP ANM message to the VMSC

11. VMSC sends an Connect indication to the dual mode MS/UE
6.3.6.3.3.2 Termination

CS mode termination

Precondition: MS/UE registered in GSM HLR and the terminating CAMEL event armed in the VMSC.
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 Figure 2 PSTN -to- MS/UE in CS mode termination

Walkthrough:

1. PSTN (or PLMN) caller initiates a request to the MSISDN of the dual mode MS/UE
2. IAM sent to the gateway MSC in the HPLMN of the called dual mode MS/UE

3. Gateway MSC queries HLR for routing information

4. HLR response indicates further interrogation of CCCF
5. VMSC detects the TerminatingAttemptAuthorized trigger which has been armed for the MS/UE with the CCCF point code; VMSC queries CCCF for further routing decision

6. CCCF verifies whether the MS/UE is registered in IMS, either having a list of access network location for the subscribers list constructed from third party registration or Sh-Pull from the HSS. If CCCF determines that the MS/UE is not able to receive a call over IMS then it instructs the VMSC to continue termination to the CS mode.
7. Gateway MSC queries HLR for routing information (i.e. MSRN)

8. HLR queries the VLR (generally coexists with the VMSC) where the MS/UE is attached

9. VLR allocates a MSRN and responds to the HLR

10. HLR returns the MSRN to the gateway MSC

11. GMSC sends IAM towards the VMS where the MS/UE is attached

12. 
13. 
14. Through the radio access network VMSC completes the call in the CS mode.

IMS mode termination
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Figure 3 PSTN -to- MS/UE in IMS mode termination

Walkthrough:

1. PSTN (or PLMN) caller initiates a request to the MSISDN of the dual mode MS/UE
2. IAM sent to the gateway MSC in the HPLMN of the called dual mode MS/UE
3. Gateway MSC queries HLR for routing information

4. HLR response indicates further interrogation of CCCF 
5. VMSC detects the TerminatingAttemptAuthorized trigger which has been armed for the MS/UE with the CCCF point code; VMSC queries CCCF for further routing decision

6. CCCF verifies whether the MS/UE is registered in IMS, either having a list of access network location for the subscribers constructed from third party registration or Sh-Pull from the HSS. The CCCF determines that the MS/UE is registered in IMS and able to receive an IMS voice call and instructs the VMSC to route the call to IMS MGW by prefixing a routing code. This method requires no additional capability in the MSC

7. 
8. 
9. 
10. 
11. 
12. 
13. 
14. Gateway MSC routes the call to a MGW that is part of the home IMS

15. The MGCF in the home MSC sends INVITE to the I-CSCF; iFC is based on MSISDN, extracted after the prefix length. I-CSCF selects registered S-CSCF for the MSISDN and forwards the INVITE. 

Note: IMS elements other than CCCF do not need to know the prefix, only the length of the prefix is required for CSCF to route based on MSISDN

16. S-CSCF process the request as mobile terminating request, detects iFC based on MSISDN and forwards the INVITE to CCCF

17. CCCF correlates the INVITE with service context created previously during GSM interaction based on <prefix, TO and FROM headers>, strips the prefix and route the INVITE towards the S-CSCF

18. S-CSCF forwards the INVITE to the MS/UE in IMS mode using normal IMS procedures.

6.3.6.3.3.3 Domain Transfer Scenarios

MS/UE domain transfer from GSM CS domain to IMS
Precondition: Dual mode terminating subscriber is connected in GSM CS mode to the PSTN caller. CCCF is aware of the Call Reference of the CS terminated call.


[image: image6.emf]PSTN SSP G-MSC HLR V-MSC CCCF MS-B (CS mode) PSTN Phone -A

1. SIP:NOTIFY

3. SIP:NOTIFY

27. Disconnect

7. CAP: InitiateCallAttempt(CallReferenceNumber, JoinNumber)

9. CAP: Continue

5. SIP: INVITE(HandoffNumber)

INVITE 5 & 12 are joined using a back-to-back UAS in the CCCF. Only key call setup messages are shown, but assumed to complete successfully

TDM Bearer (1)

BGCF/MGCF I-CSCF S-CSCF

12. SIP:INVITE(JoinNumber)

11. SIP:INVITE(JoinNumber)

4. SIP: INVITE(HandoffNumber)

6. SIP: INVITE(HandoffNumber) Call-ID=b SDPb

13. SIP: INVITE(JoinNumber) Call-ID=a SDPa

RTP (5)

Call connected in CS domain, anchored in the VMSC

MS detects that the WLAN access 

is sufficient to handoff the call

MS-B (WLAN mode) P-CSCF

8. CAP: InitiateCallAttemptResponse

TDM Bearer (1) TDM Bearer (2)

A

d

d

i

t

i

o

n

a

l

 

a

n

c

h

o

r

 

a

d

d

e

d

 

i

n

 

t

h

e

 

M

G

W

14. SIP: 200 OK Call-ID=a SDPb'

15. SIP: 200 OK Call-ID=a SDPb'

16. SIP:200 OK Call-ID=a SDPb'

18. SIP: ACK

19. SIP: ACK

22. 200 OK Call-ID=b SDPa'

10. ISUP: IAM(CdPN=JoinNumber)

20. SIP: ACK

21. 200 OK Call-ID=b SDPa'

23. 200 OK Call-ID=b SDPa'

TDM Bearer (4)

24. SIP: ACK

25. SIP: ACK

26. SIP: ACK

17. ISUP: ANM

TDM Bearer (1) TDM Bearer (3)

TDM Bearer (3)

TDM Bearer (4)

TDM Bearer (4) RTP (5) TDM Bearer (1)

2. SIP:NOTIFY

TDM Bearer (2)

TDM Bearer (2)


Figure 4 Handover from CS mode to IMS mode

Walkthrough:

1. The MS/UE is connected in the CS mode. MS/UE detects IMS coverage and decides to domain transfer to IMS and continue the same conversation. If not already, the MS/UE registers in IMS mode. Dual mode MS/UE sends a NOTIFY to the CCCF

2. P-CSCF forwards the NOTIFY towards the S-CSCF selected previously during REGISTER processing

3. S-CSCF forwards the NOTIFY towards the CCCF. CCCF updates access network availability of the dual mode MS/UE 

4. 
5. 
6. MS/UE in IMS mode initiates a call to the predefined routing number called “Domain transfer number” towards P-CSCF. 

7. P-CSCF forwards to the request towards S-CSCF.

8. S-CSCF based on the iFC forwards the INVITE to the CCCF. 

9. CCCF sends a CAMEL InitiateCallAttempt request, which contains the corresponding call reference number, to the Gateway MSC where the dual mode MS/UE is attached.

10. Gateway MSC acknowledges the Initiate Call Attempt request and wait for the next set of instructions from the CCCF.

11. CCCF sends a Continue request to the Gateway MSC

12. Gateway MSC establishes an additional call leg to the existing call session by sending an ISUP IAM message towards the MGC.

13. MGCF translates the IAM into a SIP INVITE and send it to the I-CSCF

14. I-CSCF selects a S-CSCF for this subscriber based on the original dialled number, and forwards the INVTE to the selected S-CSCF

15. S-CSCF using iFC determines that CCCF is providing the voice call continuity service. S-CSCF forwards the INVITE to the CCCF for termination call handling

16. CCCF using its internal call leg correlation methods determines the INVITE in step 13 and step 6 need to be joined. The join process can be achieved in different ways, e.g. answering the first leg based on the offer SDP from the second request, and based on the answer from the first leg generate the answer SDP for the second leg. CCCF interrogates the SDP offer-answer protocol to synchronize the SDP and avoid infinite iterations. (steps 14-26)

27. When the MS/UE detects that the IMS call is connected, it releases the CS mode call.

MS/UE domain transfer to CS from IMS
Precondition: The terminating dual mode subscriber is connected to the CS caller.
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Figure 5 Handover from IMS to CS mode

Walkthrough:

1. Dual mode MS/UE detects that IMS signal degradation, and will send a NOTIFY to the CCCF

2. P-CSCF forwards the NOTIFY towards the S-CSCF selected previously during REGISTER processing

3. S-CSCF forwards the NOTIFY towards the CCCF. CCCF updates access network availability of the dual mode MS/UE 

4. MS/UE initiates a call in CS mode to a preconfigured domain transfer number

5. The VMSC detects a terminating CAMEL trigger and sends event notification to the CCCF

6. CCCF correlates the event notification to the existing call session to the MS/UE, provides a routing number that is prefixed the same way as in IMS termination

7. VMSC routes the call towards the IMS, IAM received at the MGCF

8. MGCF translates the IAM to INVITE and forwards to the I-CSCF

9. I-CSCF selects the S-CSCF based on mobile originated iFC and forwards the INVITE to the S-CSCF. The selected S-CSCF may be different from the one handling the IMS terminated call to the MS/UE.

10. S-CSCF process the INVITE as per mobile originated case and forwards the INVITE to the CCCF based on iFC

11. CCCF correlates the INVITE with an existing call session that is IMS terminated through the CCCF back-to-back UA. Releases the IMS leg of the call by sending BYE towards the S-CSCF

12. S-CSCF forwards the BYE towards the P-CSCF

13. P-CSCF forwards the BYE to the MS/UE. 200 OK propagation is not shown to conserve space. It is assumed processing of BYE as per RFC 3261.

14. CCCF refresh the caller leg by sending a re-INVITE towards the MGCF with the SDP received in step 10. This step and rest of the call completion messages causes the TDM bearer from caller and MS/UE in CS mode hair pinned through the MGW.

6.3.6.3.3.4 Evaluation of the model

This alternative has the following advantages:

1. Dynamic anchoring of the call in the CS domain provides resource efficiency in terms of MSC ports and MGW ports

2. Makes use existing standard based call setup procedure within IMS that requires no new method development for domain transfer
3. Existing call control capabilities of MS/UE on both CS and IP modes are used in this alternative makes no special hardware/firmware development. An application software making use of existing telephony functions on both GSM and IMS are made use of to create the domain transfer logic.

4. Voice continuity is preserved during handover without major interruption of voice path during domain transfer
The drawbacks:

1. ‘Break-before-make’ – this can be improved by standardizing MGW capability to create a three way port for a brief period during domain transfer. i.e. PCM->RTP<-PCM and RTP->PCM<-RTP. Once the subscriber is transferred to a new domain the three-way port can be reconfigured to become a cost effective two way port.
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