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	S2-051419
	CR
	Support of Topology Hiding and Access Network NAT traversal
	Ericsson
	23.228
	0498
	6
	Approved

	S2-051415
	CR
	User authentication for tunnel establishment
	NEC
	23.234
	0124r2
	6
	Approved

	S2-051437
	CR
	Clarification of PS and CS domain registration coordination
	Ericsson
	23.251
	0012r3
	6
	Hans (Ericsson) provided an update in tdoc rev1 that corrects cover sheet and an editorial.

Frank: another revision needed as CR rev number not incremented.

Hans (Ericsson) provided a correction in tdoc rev2.

Rev 2 Approved



	S2-051335
	CR
	MT-LR without HLR query - appropriate clarifications for EU
	Ericsson
	23.271
	0306r1
	7
	Approved

	S2-051336
	CR
	NI-LR - appropriate clarifications for EU
	Ericsson
	23.271
	0307r1
	7
	Gavin (Vodafone):

 The reason for change in S2-051336 states that a mechanism is needed to pass the Emergency client id to the GMLC. However, having looked through the ETSI SR 002 180 I cannot find any requirement for an emergency client id. I think that such a feature may be necessary in future, but will need co-ordination with TISPAN and hence believe it is too early to approve this part of the CR (changes in clause 9.1.5.3) at least until there is a clear requirement.

If S2-051336 is not to be approved then the changes in 9.1.5.1 should be moved to S2-051335 as these changes better suit the reason for change in that one. 

Ray Forbes (SC EMTEL Chairman):

SR 002 180 may be updated in the near future, by the ETSI Special Committee EMTEL, that I chair. The CLI supported in TDM and GSM is a requirement in SR 002 180. Is this analogous to the Emergency Client Id? 
Can SA2 provide SC EMTEL with a definition of the Emergency Client Id and we will consider the issue in the revision of the requirements. SR 002 180 was developed for TDM based 112 Speech, it may need to be revised to consider VoIP emergency services. 
A validated User Id is important. 
This may need to be coordinated with TISPAN and their NGN needs, but the revision of the requirements document is under the responsibility of Special Committee EMTEL.

Bob Beeson (Lucent):

The reason that an MSC would send the Emergency Client ID would be to allow a GMLC to filter location requests to the PSAP that actually took the call.  It would not necessarily have to appear in the SR 002 180.  

There is one other possible objection to S2-051336.  It seems that it references a specific protocol identifier.  I thought that was a no-no, and should be reworded to say "In the E.U. the MSC shall also include the identity of the PSAP client to which the call is made." or words to that effect.

Otherwise, that change is probably more appropriate to 29.002.

Gerassimos Flamiatos (Ericsson):

CR S2-051336 proposes the use of an existing parameter in MAP, in order to transfer towards GMLC the Emergency LCS Client ID. I think that this is characterized implementation issue, rather than a new requirement.

However, according to the Commission Recommendation 2003/558/EC, in point 4 it is stated: "For every emergency call made to the European emergency call number 112, public telephone network operators should, initiated by the network, forward (push) to public safety answering points the best information available as to the location of the caller, to the extent technically feasible. For the intermediate period up to the conclusion of the review as referred to in point 13 below, it is acceptable that operators make available location information on request only (pull)".

So, the issue here is how can "push" method work without GMLC having the Emergency Client's ID?

Moreover, as you can see below, EMTEL is going to update SR 002 180 and expects SA2 contribution regarding such issues. Therefore I think we need that CR to be approved as a first step.

Attached is the proposed rev1 of S2-051336 in which there is a correction to the MAP SLR name, in clause 9.1.5.3

Gavin (Vodafone):

Dear Ray, LCS Client IDs aren't an identification mechanism for subscriber/user id, but rather for the processor of the location information and in the emergency scenario, this would identify the PSAP which would use the location information to process the emergency call appropriately. The need for such functionality or identification would assume that there are multiple distinct PSAPs within a country with different jurisdictions, which I believe is a concept not yet documented in SR 002 180. This is why I have some reservations about putting in functionality that is currently not documented in SR 002 180 and labelling it as an EU requirement.

CLI / validated user ids has already been supported for a while now, although the identification of unauthenticated users (e.g. due to a lack of SIM) is awaiting further clarification.

Ray Forbes:

Gavin, I can agree that some consideration of the concept/requirement in SC EMTEL may be useful. I do not want as the SC EMTEL Chair to block CR approval in 3GPP. 
If 3GPP agrees with the concept; that may be a stimulus for us to add requirements to SR 002 180. Your argument is reasonable but as the LCS to multiple PSAP functionality does not your exist in each country. Approval or Delay of the CR is not yet regulatory driven. 
If there is the need to we could have a revision started on SR 002 180 in June. 

Åke Busin (Ericsson):

Dear Gavin, although it maybe is not stated "it SHALL be possible have several PSAPs associated to one MSC" I belive following quotes from TS 002 180 implies that it is needed. 

“4.1.6
Assignment of emergency calls to the appropriate emergency control centre

Nominated Emergency Control Centres of the emergency organisations deal with emergency calls from defined geographic areas. Emergency calls should be routed to, and handled within, the appropriate emergency control centre.

There should be an unambiguous mapping between the location of the caller and the emergency control centre responsible for the appropriate area. 

4.3
Handling of emergency calls between networks (Optional)

If the originating network is not connected directly to the PSAP, a transit network  is used between the two. To route the call towards the termination network a specific routing number(s) is used. This number  identifies the responsible emergency service for a specific area. 

4.4
Providing termination of emergency calls to the PSAP

Any network to which a PSAP is directly connected should deliver the emergency call to the PSAP together with any related data, without undue delay or modification.

If the appropriate PSAP is not reachable, the call must be forwarded to the alternative PSAP.

4.6.2
Diversion of emergency calls

If a network access to a PSAP or a PSAP is deactivated or out of order the network must be able to divert incoming emergency calls to back-up/alternate equipment, lines, network access or PSAPs. The network management organisation must inform the PSAP operations staff of these back-up facilities and any modifications made.”

Gavin (Vodafone):

Dear Ake, Thanks for the clarification, when you put the sections 4.1.6 and 4.4 together from SR 002 180, it becomes clear that the location information and emergency call need to be delivered to the same PSAP. I think it is this fact which should be made clear in the CR not the addressing information itself and how it is transported, i.e. following Bob's proposal. Therefore I propose the attached revision with the appropriate changes, it also includes an update to the abbreviations section to add PSAP.

 On the addressing information it is clear from section 4.3 that you quote, that the address used should be routeing number to the PSAP, however this I believe is out of scope of 23.271. 

 This then leaves an assumption that the same PSAP (for the emergency call and location information) is contactable by the GMLC attached to the MSC. I would hope that this is a safe assumption, although there is a short statement at the beginning of the step affected to this effect, and that we don't need routeing functionality like in MO-LR to get to the LCS client.

Gerassimos (Ericsson):

I can accept Bob's comment, regarding the unnecessary detail in IE level. Therefore, I have updated the S2-051336 to rev.2.

But, as the deadline for revisions is approaching, I would like to know if we all accept this revision or if there are still objections against this CR (in the latter case I have to move the first correction in 9.1.5.1 to S2-051335).

Bob Beeson (Lucent):

This version is acceptable. 

Thanks, Gerassimos.

Gerassimos (Ericsson):

I can accept the rev1 provided by Vodafone. My only concern is if this

assumption that Gavin mentions is clear enough in TS. I would prefer

Emergency LCS Client instead of PSAP, or something referring to the box in

figure 9.4, "LCS Client".

Holger Butscheidt (Regulatory Authority for Telecommunications and Posts):

Dear Gavin, I think, this is a good way forward, but shouldn't it be mentioned that in

the E.U. a request of UE location from a PSAP can only be obtain, if a

SIM/USIM (i.e. MSISDN) is available because you have to correlate the

location information and the emergency call unambiguously? This is not

possible for roaming or SIM-less UEs as far as I know. In N.A. they used the

NA-ESRD and NA-ESRK to solve this problem, but in the E.U. this mechanisms

do not exist yet.

Perhaps a note could be added saying: 

In the E.U. the mechanism to unambiguously correlate the location

information and the corresponding emergency call at the PSAP, if an user

cannot be authenticated (e.g. roaming or SIM-less UE), is ffs.

But anyway, I do not want to block any approval of the CR. It is just a thought.

Gavin (Vodafone):

Dear Gerassimos, No objection to the principle of the CR, but I would prefer to use my rev1 as it more accurately reflects what is implied in the ETSI SR 002 180. Your rev2 doesn't provide any indication that the same PSAP needs to be reached for both the location information and emergency call.  All it says is that the MAP Subscriber Location Report shall include information about Emergency services LCS client - given that the terminating PSAP is not deemed an LCS client from a CS call point of view. It is only an LCS Client when doing LCS related signalling.

Gavin (Vodafone):

Dear Holger, Having looked at ETSI SR 002 180 it suggests that for unauthenticated or SIM-less UEs the location information is only "pushed" to the PSAP and not "pulled" - section 4.2.1.2.2. The pull mechanism is reserved for authenticated UEs. So all that needs to be done is identify what to use as the correlation information so that the PSAP can determine that the location information is associated with an emergency call and update the message flows accordingly. This is what an Ericsson CR in S2-051155 attempted to do, but was not approved due to the fact that there needs to be agreement with PSAP operators and/or EMTEL that such a scheme is used. 

Anyway, this issue need not hinder approval of S2-051335 and S2-051336 or its revisions.

Bob Beeson (Lucent):

The requirement to be able to "push" the location has not yet been mandated.  Further, it was generally understood to be implementable by providing location information in the IAM at call setup time.  This solution has not really panned out well, although in some countries, the passing of cell id to the PSAP is sufficient.  

As a result, implementing the requirement by pushing the location via the GMLC, while technically feasible, still has a number of problems associated with it, not the least of which is that ETSI SR 002 180 does not support a push mechanism.

Therefore, it might be better to reduce the requirement to optionality, and use the word "may" instead of "shall".  Further, and I think the ball is in TISPAN's court, there should be a clear statement from them as to the requirement for Release 7, both for functionality and the related information requirements.  It would also help to see an updated SR that supported the push mechanism.

Gerassimos (Ericsson):

Dear Gavin, all, I have already accepted Rev1 from Vodafone.

However, maybe there is some delay in receiving emails from America, but Bob accepted my rev.2. I guess Bob can also accept rev1 by Vodafone, since it is closer to his comments, so we all have the same agreeable revision. Bob, can you please verify?

Bob (Lucent):

Gerassimos, I am currently having difficulty reconciling the requirement "shall" with the lack of a push mechanism in TS 102 164, Annex C, which states that the PUSH mechanism is FFS.  In my previous email, I erroneously referenced the SR, which I agree, calls for the push capability, but does not specify how it shall be pushed.  As I stated before, I believe that it was generally understood to be pushed via IAM, and not by the GMLC.  There are a number of issue involved with having the GMLC push the location separately from the call.

Notwithstanding, if TISPAN requests the capability for Release 7, I have no objections to the Vodafone version, either.

Gavin Wong (Vodafone):

Dear Bob, This CR doesn't make any changes to the push mechanism, just the information that is sent from the MSC to the GMLC. The GMLC then still has the option to decide whether to push or wait for a pull. I suggest we move further discussion on this topic to another email thread, so as not to confuse the email approval process.

Frank (vice chair):

All revisions of 1336 have CR rev#1. A corrected cover sheet is required for the finally accepted version.

Rev 1 Approved



	S2-051428
	P-CR
	Clarification of characteristics of feedback based solution
	Ericsson, Nortel
	23.802
	
	7
	Hans (Ericsson) provided the document.

Approved



	S2-051430
	P-CR
	IMS complex in the E2E QoS interconnection models
	Ericsson
	23.802
	
	7
	Arthur He (Huawei): In S2-051430 E2EQoS_IMS_core, the changed figures lead to misunderstand that only the in-between BGs’ QoS should be considered, but the E2EQoS should include IP_CCNs and BGs. It is suggested that all the figures should depict that. On the other hand, it is disagreement that the I-CSCF and AS/MRF is directly connected with the BG when QoS is involved. Maybe PDFs or other functional entities will be in-between those nodes for all the models. So this should be clarified in the figures. 

   Although the network is complex, the e2e QoS mechanism has already depicted in the old version figures. The modification in this doc is not clear and not necessary.

Susana (Ericsson):

Hi Arthur, Yes. I agree E2E involves more than the external IP-backbone network. That is precisely the intent of this contribution.
Regarding your first comment, I'm not sure why you understand from the new figures that only QoS between both BGs is to be studied. The external network has been repeatedly discussed as being outside the scope of the study and the figures show the different parts involved in the E2E without pointing out any particular segment.
I have expanded the explanatory text in the notes for your clarification to indicate that: Those parts of IP-CCN and BG contributing to E2E QoS would be within the scope of this study.
On your second comment, I tend to disagree. 3GPP has not defined any PDF in charge of deciding policies to be enforced by any BG. There is no existing specification, thus, pointing out the PDF as an entity deciding policies at the reference points you mention. In addition, there is no PDF specified for Mb, which is a user plane reference point.
During the plenary discussion, comments were given to add a note clearly stating that the signalling and media does not go through the same BG and another note was added to indicate that is FFS the policy enforcement character of the BG.
Lastly, during the discussion in the drafting session, it was already agreed that the old figures did not show the exact needs for this study and the relevant problem domain should be highlighted. We have added an aclaratory note on that in the attached rev1.

Juan (NEC):

Hola Susana, My only concern with the figures proposed in this contribution is that it

is not clear what interfaces are involved one QoS provision / signalling.

The current figures in the TR only show the interfaces affected. The new

figures show more interfaces and/or different ones to the existing

figures. This actually changes the functional meaning.

I have no problem to change the current pictures to the ones in S2-

051430rev1, assuming that the pictures are modified to clearly show which

interfaces are affected (e.g. only show name of relevant interfaces).

And the relevant interfaces should be the same in the new pictures as in

the existing ones.

Susana (Ericsson):

Hola Juan, The interfaces were modified to differentiate control signalling from QoS. QoS control interfaces are bold dashed whilst the rest are dotted.

In my understanding that was a comment given already during the plenary. 

Removal of the names of non-relevant interfaces should not be a problem for next meeting. We can bring that clarification.

Juan (NEC):

Hola Susana, Yes, I understand how QoS interfaces are differentiated in the pictures in this contribution, but this is not clear to anyone not directly involved on this work. I think that it should be explicitly mentioned somewhere, better inside the figures themselves.

Regarding names of non-relevant interfaces, I would rather remove them now and save discussion time for other things. It has not proven too easy to clarify contents in this TR so far, specially when the clarification means removal of text.

Juan (NEC):

Hello Frank, Regarding 1430. No objection from my side. I am happy to accept the latest revision sent and use it for further contributions.

Rev 1 Approved



	S2-051431
	P-CR
	Importance of QoS signaling
	Siemens
	23.802
	
	7
	Hans (Ericsson):

In S2-051431 it is proposed to introduce a new subclause which describe issues for all connection models. The first sentence in the proposed new subclause 5.3.2, ("In order to guarantee End-to-End QoS,  QoS signalling through the backbone IP network(s) plays an important role,...") is however not valid for all connection models, e.g. the connection model without QoS signalling.

We therefore propose to clarify the text as in the attached Rev1.

Arthur He (Huawei): 

Though S2-051431 is not valid for all connection models, it is the general issues for the scenarios in which the guaranteed e2e QoS is required. It points that if no QoS signalling, something maybe can not be solved well.  For those need not guaranteed QoS scenarios the QoS signalling may be neglected. The rev1 proposed adding the restriction of the solution, but if the QoS signalling has already used in some models, it is strange to emphasize the importance or usage of the QoS signalling again. So we think the siemens original revision is better and general.

Gyuri (Nokia):

I would like to support the revisions from Hans, since the original text can be interpreted in the way that no solution is acceptable without QoS signalling.

Frank (Siemens):

As Hans pointed out the importance of QoS signalling depends on the model. We would prefer model rather than solution for the TR text. The second sentence proposed in rev1 has some problems. A proposed rev2 is attached.

Hans (Ericsson):

We can not agree to rev2 as it favours signalling based methods over others when intermediate networks are involved. ("These models are especially important for scenarios in which the backbone IP network(s) is not owned or managed by the PLMN operators of the IP-CANs.") 

However we can agree to change "solution" to "model" in rev1. 

Frank (Siemens):

Hans, In rev1 you proposed sentence 2:

"For these solutions it is especially important for scenarios in which the backbone IP network(s) is not owned or managed by the PLMN operators of the IP-CANs."

Rev2 tried to make this sentence readable. In my understanding 1. sentence clarifies that QoS signalling is important for some models. And 2. sentence clarifies that these models are important for scenarios in which the backbone IP network(s) is not owned or managed by the PLMN operators of the IP-CANs.

What is your understanding of the 2. sentence in your proposed rev 1 ?

Hans (Ericsson):

Frank, Yes I agree the word "it" is perhaps a bit misleading in sentence 2, and should be replaced by "QoS signalling".

I think a text as in attached rev3 is clearer and would preserv the original intent of the text, but limiting it to signalling based methods. 

Frank (Siemens):

Hans, Thanks for rev3. I think we agreed earlier that model is the better term. I changed method to model in rev4.

Juan (NEC):

Hello Hans, all, I understood that Frank is proposing to use the word "models" instead of "methods". I also prefer "models", since that would automatically apply to solutions for the models. 

For the rest, I think that it is quite Ok.

Farooq (Cingular):

Dear All, I could not find a definition of QoS signalling in the TR. To me DiffServ or ECN is also a way of signaling QoS information to other nodes within the network using the IP header instead of a separate signaling protocol I asked this question during the SA2 meeting but did not get any clear answer.  I think we should clarify in this contribution what Siemens means by "QoS Signaling".

Juan Noguera (NEC):

Hello Farooq, all, You are right that there is no definition and we need to fix that. 

My understanding is that DiffServ is some sort of QoS signalling since it explicitly signals the QoS required by a packet. ECN is not formally QoS signalling since it does not convey information about QoS requirements of a packet, a flow or an agreegate. ECN only provides some information about the level of "QoS" that a packet would get if it were to follow that route. Anyway, that's only my view, and I do agree that some definition would help.

Frank (Siemens):

Dear Farooq, all, The text proposal in 1431 intends to clarify on usage of QoS signalling with regard to backbone IP network(s). It is proposed for chapter 5. Chapter 5 describes models. And, these models have obviously differences in type and usage of QoS signalling as described so far. 1431 adds a description about the usage of QoS signalling and clarifies it is relevant for some of the models. I don't think it is neccessary or useful to describe specific solutions in chapter 5 .

As QoS signalling is used to describe at least the models in the TR I would assume its meaning is clear. However it might be useful to add a definition to the TR. This can be a contribution for the next meeting.

Hans (Ericsson):

Hi Juan, Frank & all, "Models" is ok with me, so I'm happy with Franks rev4.

I also agree it would be beneficial to define the term QoS signalling in next meeting, even though it might prove rather tricky.

Farooq Bari (Cingular):

Dear Frank, The problem I am having is that the proposed text may not be applicable to mechanisms like DiffServ type mechanisms which as I indicated in my previous email I would consider under the general ways of QoS Signaling. I am attaching a revised version that hopefully will be acceptable to you.

Frank:

Dear Farooq, The deadline for revised version was yesterday 12:00 CEST.

So we cannot have any further revisions in this email approval.

Farooq Bari (Cingular):

Then maybe this document can be discussed during the next SA2 meeting .......

Not Approved



	S2-051402
	INFO
	Cover sheet for TR 23.804
	 
	23.804
	 
	7
	Shinichiro Aikawa (Fujitsu):

I have some comments on S2-051402 which includes the cover sheet

of SMSIP TR.

1. Looking at SMSIP TR, the 4th requirement in section 4 'Overall Requirements'

is on access network selection when user is CS/PS attached and connected via

WLAN access. However in my understanding, we haven't discussed any solution

on this requirement. I think a lot of study is required for this, therefore

this should be listed as outstanding issue in the coversheet?

2. Fujitsu has proposed an "Alerting" procedure in section 8.6 of TR.

In previous SA2 meetings, it was agreed that improvement of the

procedures, which is for network to detect that UE get recovered IP connection to

WLAN, was needed, but that has not been completed yet.

 (especially it is not clear that any flag is needed in IP-Message-GW)

3. In addition, SIP/IMS solution doesn't have any corresponding procedure in TR.

These should also be listed as outstanding issue in the coversheet.

Balazs (Nokia):

I do recognize and agree that we have several issues we have not completely resolved within the TR. 

However, I do not believe that these would be resolved within the context of the TR anymore, I would rather expect that these will be addressed in the upcoming normative specification phase.

In my opinion, the TR has served it's purpose: it has provided SA2 with the opportunity to look into this issue on a high stage-2 level in order to understand in which direction (if any) normative spec work is to be undertaken.

In this sense, I don't think it is important to list all the outstanding issues on the cover sheet of the TR. 

So I would propose to go with the original version of S2-051402, but note that the open issues Shinichiro lists are expected to be addressed during the upcoming normative specification phase.

Shinichiro Aikawa (Fujitsu):

Dear Balazs, I agree with you and I can accept current version of cover sheet on SMSIP TR.

Approved



	S2-051404
	P-CR
	Service authentication in IP-Message-GW
	Huawei
	23.804
	 
	7
	Approved



	S2-051395
	P-CR
	Selective Disabling Scaling Requirement
	RIM
	23.805
	
	7
	Gavin (Vodafone):

The requirement proposed to be added has a somewhat arbitrary figure of 100,000 for a large number of affected mobiles and seems a bit high for comfort. As selective disabling should really only be used as a last resort, the hope would be that other preventative mechanisms would restrict the number of infected devices to smaller numbers e.g. 100s -1000s. Even then, the detection process for a misbehaving mobile may have a significant impact on how scalable the mechanism needs to be. Therefore I propose to remove the parentheses with 100,000s in.  This can be seen in revision 1 attached.

Nicholas Alfano (RIM):

While I agree the number 100,000 is somewhat arbitrary in that it was not chosen based on empirical or other type of scientific data. But given the speed that viruses can infect PCs on the Internet it does not seem wildly unrealistic. I do take your point that maybe with other preventative measures in place the number of misbehaving UEs can be controlled. How effective those controls are will only be known when we encounter our first wide scale infection of mobiles. I would not want to argue today whether 100, 1000, or 100,000+ is the correct number, so I will accept your change.

Rev 1 Approved



	S2-051218
	P-CR
	Routing mechanism between the CS and IMS domain
	ZTE
	23.806
	
	7
	Jinguo (ZTE) indicated that the document is withdrawn.

Withdrawn



	S2-051440
	P-CR
	Anchored Call Control Model: IMS 2 CS Handover
	Bridgeport Networks, LG Electronics, Motorola
	23.806
	
	
	Bonnie (Motorola) provided the document.

Approved

	S2-051441
	INFO
	Cover sheet for TR 23.806
	
	23.806
	
	
	Andy (Lucent) provided the document.

Steve (Ericsson): While reading this and reflecting on the meeting, I think that it is appropriate to include two more outstanding issues:

1. "The supported operator scenarios need to be agreed upon"

2. "Impacts of the solutions on accounting needs to be elaborated".

Please find enclosed a r1 of 1441 capturing these additions.

Andy (Lucent):

Good thoughts. I do remember you raising the first at least in the closing plenary.

Bonnie Chen (Motorola):

Motorola supports your following proposals. [i.e. 1441r1]

Rev 1 Approved



	S2-051406
	P-CR
	QoS Architecture for 3GPP-WLAN Interworking
	ETRI, T-Mobile
	23.836
	 
	7
	Gyuri (Nokia) provided a rev1 of the document.

Kwang-hyun (ETRI):

Thanks for Gyuri's comment and I agree with it.

As Gyuri mentioned, I-WLAN Bearer Service provides confidential transport of signalling and user data between WLAN UE and PDG by using IP-sec tunneling and also, it is possible that null encryption is used between the WLAN UE and the PDG.

Therefore, it is reasonable to remove the word "confidential" in the 3rd paragraph under the figure.
Please find the attached S2-051406rev2. 
I think that some SA2 delegates have the Thursday evening version of the S2-051406.

After the Thursday meeting was closed, I had deleted the document for clarifying and uploaded it again to the server on Friday morning. I wish I had had to ask a new tdoc number for revision.

I'm so sorry for causing confusion.

So, I change the revision number as revision 2.

The attached S2-051406rev2 is the latest version in the meeting and the word "confidential" was removed.

Rev 2 Approved



	S2-051422
	P-CR
	Emergency location information in SGSN
	Nokia
	23.867
	
	7
	Approved



	S2-051358
	TR
	TR 23.882: 3GPP System Architecture Evolution; Report on Technical Options and Conclusions
	Vodafone
	23.882
	 
	 
	Approved



	S2-051433
	LS OUT
	LS on Capability exchange
	
	CSI
	 
	7
	Approved



	S2-051361
	LS OUT
	Reply LS on clarification for Public Service Identity
	
	IMS2
	
	6
	Andy (Nortel):

Apologies if you have already received this but it seems my first send wasn't a success. 

I'd like the raise the following points for clarification regarding the outgoing LS to CT4 on PSIs and the answers provided by SA2 (tdoc 1361)

1. In Question 2 SA2 answers that: 
SA2 believes that it should be possible to activate an already statically defined distinct PSI (e.g. via O&M) in the HSS via Sh interface 

This seems not to be the complete picture as in 23.228 5.4.12.2 we also state that: 
Distinct PSIs can also be created and deleted by users using the Ut interface using the means described in sub-clause 5.4.12.3 for subdomain-based PSIs. The distinct PSI may then

be created in the HSS by the AS using the Sh interface. 
So can an AS create a distinct PSI in the HSS (i.e. using Sh)? I am assuming here that create means something different than activate. In fact I'm not sure I understand the concept of activating a PSI. 

2. In question 5 I don't think SA2 is answering the CT4 question as I understand that CT4 are considering the case when a S-CSCF IS assigned for a PSI and has terminating unregistered filter criteria (in CT4 unregistered is different than not registered). In this case don't we need originating unregistered filter criteria? Alternatively we could mandate direct routing.

Steve (Orange):

Hi Andy, The concept of activating a distinct PSI is just that the distinct PSI would be pre-configured in the HSS, but then it won't be available at the beginning (i.e. present but it cannot be used by the HSS). The PSI will be activated (i.e. present and can be used by the HSS), once a user has decided to use the distinct PSI in the AS. The scenario is that the user would be able to choose among a limited choice of distinct PSIs in the AS, and those distinct PSIs would be pre-configured in the HSS and activated when needed.

I agree this is not a real "creation" of the distinct PSI, but this is what seemed reasonable for Release 6. Maybe we should reword the content of 23.228 on these aspects.

On the second point, I believe we didn't defined originating unregistered filter criteria. As you said, one alternative could be to use direct routing for Release 6. But I'm not sure this was the issue raised in CT4 question 5. I understand it was more about the behaviour of the S-CSCF when an invite comes from the AS hosting the PSI. In the section we refer to in 23.228, it is said that the S-CSCF should treat it as an authenticated request.

Andy (Nortel):

Steve, Thanks for the clarification but I still have some further questions in-line that I think we should answer in SA2 before sending the LS reply.

Andy (Nortel):

Frank, On 1361 I think I would like some clarifications before I would be happy with the LS and without the clarifications I would object to the current LS text at least on Question 2 and Question 5. I do not have strong opinions and so do not have revised text to propose. As CT4 next meeting is not until August perhaps it is OK to postpone the response until Montreal.

Not Approved



	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	S2-051435
	TS
	CSI TS 23.279 v1.2.0 
	
	23.279
	
	
	email review until 20.5.

Approved



	S2-051379
	TR
	PCC TR 23.803 v0.5.0 
	
	23.803
	
	
	email review until 20.5.

Gavin (Vodafone) provided a new TR version (v0.5.0) with editorial changes.

Krister (Ericsson):

Proposal: Remove Ry from the TR

- In section 4.0 we have Ry in the text. I thought we removed the Ry ref point at the last meeting

- In section 5.2.1 there is an Ry including in the figure 5.1.

- Section 4.2.3.2. Editorial. Space missing between "encompasses" and "policy".

Balazs (Nokia):

Thanks for the proposed editorials, they look good to me. 

I have applied 2 additional editorial changes to Figure 6.1 that were mentioned verbally by Mirko:

- Moved the "Authorization Token" text from the 2nd arrow to the third

- The sceond exchange between the AF and the PDF is changed to dotted line, because it is optional

Hope these are all OK with everyone.

I have attached v0.5.1 implementing all Gavin's and the above changes...

Krister (Ericsson):

I think we should also remove the reference to Ry as agreed per SA2#45 meeting (cf. S2-050847).

- Remove Ry references

Some editorial ones:

- Add space between "encompasses" and "policy" in section 4.2.3.2

- Amend the paragraph type for the header 6.1.5 to be "Header 3" format

- Continued the amendment of release references, there are right now many different formats. Should we perhaps use Rel-6/Rel-7 throughout the document?

- Update the Contents

Balazs (Nokia):

Dear Krister, all, Our previous mails seem to have crossed eachother in time - I agree with your proposed additional editorials. I have attached v0.5.2 below that includes these proposed editorial updates...

Version 0.5.2 Approved



	S2-051124
	TR
	E2E QoS TR 23.802 ver 0.6.0
	
	23.802
	
	
	email review until 25.5.; should be available after email approval of related P-CRs

Approved



	S2-051403
	TR
	SMSIP TR 23.804 ver 1.2.0
	
	23.804
	
	
	email review until 25.5.; should be available after email approval of related P-CRs

Approved



	No number
	TR
	VCC TR 23.806 ver 0.2.0
	
	23.806
	
	
	email review until 25.5.; should be available after email approval of related P-CRs 

Hai (Huawei) clarifies that text from Section 6.3.5 should move to section 6.3.2 as alternative B.

Sabine (T-Mobile) suggests an update of the table of content.

Approved with these updates


	No number
	TR
	IMS Emergency Call TR 23.867 ver 1.0.0
	
	23.867
	
	
	email review until 25.5.; should be available after email approval of related P-CRs

Approved
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