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4th SA 2 teleconference on ‘load balancing with Iu/A/Gb flex’

Thursday 9/6/05 0900-1200 Central European Time

1) Participation

Vodafone (Chris Pudney – convenor and note taker)

Siemens (Frank Mademann)

Nokia (Antti Pasanen)

NEC (Juan Noguera)

Nortel (Philippe Godin, Laurence Lautier)

Lucent (Sudeep Palat)

Alcatel (Nicolas Drevon)

Huawei (Zhou Sihong, Hua Huang)

Ericsson (Hans Ronneke, Martin Israelsson, and others)

2) Review/modify/agree agenda

It was agreed that this call would focus on Gb interface issues, the hope being, that it might reveal some key facts that could be used to break the stalemate between the “RAN trigger” and “CN trigger” camps.

3) Available documents 

The relevant documents were:

S2-051400 (Comparison table from Athens);

An email sent to the SA 2 list by Vodafone on 6/6/05 at 17:26; 

A response email from Nokia containing CR A108 to 03.60 (tdoc SMG3 3A99-104); and

A Huawei document on Load Balancing; 

R3-050606
4) Discussion

4.1
Huawei tdoc

This was presented and briefly discussed. It was mentioned that R3-050606 was also on a similar topic. It was agreed that these issues needed to be considered once we had made a decision on how to trigger the load balancing, and, that these documents were independent of the current key problem.

4.2
BSC based Triggering

With regard to RAN triggering of load re-distribution for the Gb interface, the email sent by Vodafone on 6/6/05 was reviewed:

Bullet (a): “the BSC can identify movement based RA Updates and Attaches from the Foreign and Random TLLIs. These can be routed to a new SGSN.” 

It was agreed that this bullet was not totally correct, in that, when a mobile is switched on in the same RA, it uses a Local TLLI for its Attach. 

Antti commented that if an SGSN sent an RA Update Accept with a fake RAI, then the BSC would see a Foreign TLLI for the subsequent RA Update Request.

It was agreed that the behaviour described by “bullet a” was just the normal R’5 Gb-flex behaviour, and, hence was inadequate for the load re-distribution of stationary users.

Bullet (b): “Periodic RA updates can 'frequently' be identified because they are sent in LLC frames on SAPI=1 and are sent unencrypted (assuming that the network is using encryption, this differentiates the PRUs from Session Managament signalling). However, subsequent GMM messages may be encrypted - but is this an issue if they are sent on the same TBF? Are all the PRU messages sent on the same (pair of uplink and downlink) TBF?”
Several vendors felt that it was unlikely to be safe to rely on the BSC implementation leading to the use of a single pair of TBFs. In particular it was felt unreliable for the case of older mobile versions that did not implement the [delayed release of the TBF].

It was agreed that we should not rely on this mechanism. 

Bullet (c), “Sections 4.5.2 and 7.2.2.11 of 04.64 (and 4.7.1.4 of 04.08) state that the SGSN should accept UI messages sent on SAPI=1 with unrecognized TLLIs (and hence the messages will get into the higher layers of the SGSN). User data packets sent with unrecognized TLLIs get discarded by the SGSN.”
It was agreed that this analysis was correct. 

With regard to the last sentence in bullet c, it was felt that the SGSN does not “positively act to discard the packets with unrecognized TLLIs”, but “the packets will get discarded because there is no GTP tunnel ID linked to that TLLI (+NSAPI)”.

Bullet (d), “section 13.6.2 of 03.60/13.8.2 of 23.060 describes the actions of the SGSN when receiving messages from unknown mobiles. It seems to contain an error because (following a restart) it states that all the SM messages (for an unknown UE) are discarded - whereas it seems to be much better if the SGSN were to send a Detach message (otherwise the mobile is locked up until it performs its next (P)RU.) How do SGSNs actually behave?”
Nokia pointed everyone to the R’99 CR in 3A99-104 (actually a mirror of a R’97 CR) which had introduced the requirement for the SGSN to discard SM messages from unknown mobiles.

This CR seems to have two main reasons for change:

i) that the BSC needs the classmark in order to send a detach message

ii) that the SGSN should not be flooded with signalling by responding to lots of data packets and/or signalling with Detach.

As to (i), it seems that 08.18 does not have a problem, and that a BSC should be able to systematically allocate one timeslot for downlink signalling (except for the case of DTM mobile involved in a CS call).

As to (ii), any specification change would have to be made carefully to ensure the specifications permitted implementation freedom and avoided overload.

It was also questioned whether unencrypted network initiated Detach messages would be accepted by GSM-GPRS mobiles which had been using encryption.

The consequence of this, is that, if all the GMM and SM signalling is cut over to a new SGSN, then unexpected SM messages will arrive at the SGSN and be discarded. The mobile will not get any PS domain service until the next PRU happens (the PRU transmission timer is probably restarted every time that the mobile or user re-attempts to activate a PDP context). There are also issues with “time based charging for PDP contexts” if the mobile is unable to get the Deactivate PDP Context Request message to the SGSN. 

Bullet (e). The email does not have a bullet (e), but, “how to treat mobiles that send small amounts of data regularly, with a periodicity < the PRU period” was discussed.

With the RAN triggered solution on the Gb interface, after a couple of PRU periods, the BSC switches all of the user data to the new SGSN. Devices that send “one packet every 15 minutes” will never do a PRU (if the PRU timer is greater than 15 minutes). For such devices, their packets will be accepted by the BSC (thus restarting the PRU timer) but (see bullet c above) their packets will be discarded by the SGSN. Without CN intervention, these devices will be denied service “for ever” / until they are power cycled.

It was suggested that the new SGSN could answer unrecognized packets with Detach messages, but this has several problems. E.g. signalling load following a SGSN restart; are unencrypted detach messages accepted?; and (very importantly) during a normal RA update, uplink user data packets may get sent before the RA update process has completed – and it will be disastrous if some % of mobiles get detached in the middle of their normal RA update procedures.

4.3
CN based Gb interface triggering

With CN based triggering, there seem to be 3 phases for load redistribution:

a)
offload periodic routeing area updates,

b)
(eg, after a couple of PRU periods), answer appropriate Session Management signalling with Detach (cause =re-attach required) messages. (This phase could have several subphases – eg rejecting only the first primary PDP context activation messages, then later, rejecting primary and secondary requests);

c)
(eg, after another PRU period) when mobiles send data, they are sent a Detach messge. At the end of this period, all the remaining mobiles are paged (several times) and if/when they respond they are sent a Detach message. Those mobiles that do not respond are assumed to have been switched off while out of coverage.

Step (a) involves the SGSN sending a fake RAI in an RA accept message, or, sending an RA accept message with a P-TMSI containing the “null-NRI” and a very short PRU timer value.

Steps (b) and (c) seem to work well when sent by the old-SGSN (and the old-SGSN can send the Detach message encrypted). Conversely it is these phases that appear difficult to achieve in the “new SGSN”.

It was felt that only the first of these 3 steps had been documented within the existing SA 2 documents.

4.4
 Hybrid approach

Siemens suggested that a hybrid approach might be possible where:

a) the BSC cut the GMM and SM messages to the new SGSN (and the new SGSN was modified to respond to the SM signalling with Detach), and

b) after a few PRU periods, the new SGSN started to respond to data packets with Detach messages.

Further investigation of this approach may occur.

4.5
Relevance of Gb issues to Iu-ps 

A 3G SGSN always receives SM signalling across an SCCP connection, and, the procedures for handling Service Request messages from unknown mobiles seem OK.

For long-lived Iu-PS connections, the 3G SGSN can send a Detach Request and release the Iu-PS (although the 3G SGSN does not know when radio activity is occuring).

For mobiles/networks with Iu-PS connections that are “shorter lived” than a mobiles heart beat data transmission, the Service Request message can be re-routed.

Fake RAI in RA accept, or, Short PRU timer in RA accept? With the Iu interface, it may be difficult to stop the mobile responding to a fake RAI on the same Iu connection.

4.6
Gs interface

No discussion during the call, but further analysis may still be needed.

5) Preparation for SA 2 in Montreal

Several people volunteered to prepare documents for the Montreal meeting, where, hopefully decisions can be made.

a)
update comparison table with Gb analysis (Chris)

b)
document on Hybrid triggering (Frank)

c)
update document on PS domain CN triggered load re-distribution showing “the 3 phases” (Hans)

d)
study whether mobiles accept unencrypted GSM network initiated detach messages (Laurance)

e)
how to handle mobiles doing “heartbeat transmissions” when an SGSN restarts. (Antti)

6) AoB

The convenor thanked the participants. Again good progress had been achieved in increasing understanding of the issues and the advantages/problems with different potential solutions.

