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1. Introduction

This contribution proposes text to the section 6.x.6.2 for the consolidated Original Domain Control Model alternative of TR 23.806 for Voice Call Continuity between CS and IMS.
2. Discussion

This contribution proposes handover procedures for the IMS to CS handover section of the consolidated Original Domain Control Model; which supports voice call continuity between the CS domain and the IMS domain:
Some highlights of the ACC handover concept:
· The CCCF emulates an anchor MSC to avoid changing the existing handover procedures.
· The handover solution does not require simultaneous radio operation.

· The procedures transfer security data from the I-WLAN to the target MSC without the need for authentication in the CS domain.

· The CCCF operates as a B2BUA within the IMS.
***** New Text Start *****

6.x.6.2
Basic IMS to CS Handover

The following two sections describe the basic handover scenarios for 2-party calls, one in which the B party is in IMS, and another in which the B party is a fixed subscriber.
Bearer path, if B party is in IMS
Before VCC Procedure: 



After VCC Procedure:
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Figure 6.x.6.2-1: VCC Procedure bearer path - IMS VoIP to CS Voice, B party in IMS
Bearer path, if B party is a fixed subscriber
Before handover: 



After handover:


[image: image2]Figure 6.X.6.2-2: VCC procedure bearer path - IMS VoIP to CS Voice, B party in PSTN
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Figure 6.x.6.2-3: VCC procedure - IMS VoIP to CS Voice, B party in IMS
1. UE1 has an ongoing 2-party call with UE2. 

2. The re-selection to GSM/UMTS criteria is fulfilled. UE1 requests handover to GSM/UMTS through a REFER method. The REFER request contains the target cell id within the GSM/UMTS system and the routing coordinates (NAI, W-APN) to the 3GPP AAA Server, which allows the CCCF to retrieve cipher and integrity keys.
Note: In case the target cell is in UMTS the UE sends also the Cell identity (see TS 25.331 section 10.3.2.2 and TS 25.413 section 9.2.1.61 Source Cell Identifier), which contains the RNC ID needed for the PREPARE_HANDOVER request.
3. The REFER request is forwarded to the CCCF based on initial filter criteria.

4. The CCCF responds with a 202 Accepted and creates a subscription.

5. The S-CSCF forwards the 202 Accepted to UE1.

6. Based on the Cell Global Identifier (CGI) the CCCF sends a MAP: PREPARE_HANDOVER request to the proper target MSC. The MAP: PREPARE_HANDOVER shall carry all information needed by the MSC for allocating a radio channel within the target GSM or UMTS cell. In the case of handover to UMTS and if the RNC ID is not provided in the REFER method, the CCCF has to map the CGI to the RNC ID.
7. The target MSC returns the MAP: PREPARE_HANDOVER response after retrieving a Handover Number from its associated VLR. The Handover Number (HO#) shall be used for routing the connection of the call from MGCF1/MGW1 to the target MSC. If a traffic channel is available in the target cell, a MAP: PREPARE_HANDOVER response containing the radio resource description of the target GSM or UMTS cell is sent back to the CCCF. Otherwise, the MAP: PREPARE_HANDOVER contains a handover failure indication and the CCCF stops the handover procedure.
8. The CCCF requests the MGCF1 to establish an outgoing call to the target MSC (HO#) by sending an INVITE request. The SDP within the INVITE request contains the address of UE2, which uses the MGW1 for verification purposes.

9. The request goes via the S-CSCF.

10. Request IMS and remote resource configurations.
11. Acknowledges resource configurations. 
12. Initiated by the INVITE request, the MGCF1 sends an Initial Address Message (IAM) to the target MSC addressed by the Handover Number (HO#) to establish a circuit connection between MGW1 and the target MSC.

13. The target MSC responds with the Address Complete Message towards the MGCF1 and waits for the capturing of the UE1 on the radio path in the target cell.

14. The MGCF1 receives the ACM and knows that a circuit link has been established to the target MSC. The Session Progress triggers sending the Handover Command to the UE1.
15. The Session Progress goes via the S-CSCF.

16. The CCCF requests for integrity and cipher keys by sending an Authentication Info request to the 3GPP AAA Server (Wm’). Note: The Diameter Authentication exchange has to be defined.
17. The 3GPP AAA Server responds with the current IK and CK.

18. The CCCF sends the radio channel description of the target cell via a NOTIFY to the CCCF. The NOTIFY is part of the Mobility Event Package subscription performed by the UE right after IMS registration. The radio channel description of the target cell was provided by the Prepare Handover response.
19. The NOTIFY request is forwarded towards UE1. From now on the UE is able to do the handover even if the WLAN connection breaks.
20. UE1 answers with a 200 OK.
21. The UE starts accessing the target cell establish a radio link.
22. The 200 OK is forwarded to the CCCF.
23. The MSC gets an HO detect from the access network and sends a MAP: Process Access Signalling request to the CCCF. 

24. As soon as the MSC receives the HO complete from the access network, it indicates the successful handover to the CCCF by the MAP: Send End Signal request.
25. The CCCF transfers the keys by sending an MAP: Forward Access Signalling request to the target MSC. The UE already has the keys from using EAP-AKA in I-WLAN.
26. The MSC starts security procedures with UE1 and acknowledges security on to the CCCF by a MAP: Process Access Signalling request. 
27. The MSC accepts the call establishment request by sending an ANSWER message.
28. MGCF activates voice processing.
29. The circuit switched connection between UE1 and MGW1 is now established.
30. The MGCF1 acknowledges (200 OK) the INVITE from step 8 and indicates the address of MGW1 for the re-INVITE (step 33).
31. The 200 OK is forwarded to the CCCF.
32. The CCCF sends a re-INVITE to link UE2 towards IP address of MGW1 (needed if B party is an IMS subscriber).
33. The re-INVITE goes via the S-CSCF (needed if B party in an IMS subscriber).
34. UE2 acknowledges the re-INVITE with a 200 OK (needed if B party is an IMS subscriber).
35. The 200 OK goes via the S-CSCF (needed if B party is an IMS subscriber).

36. S-CSCF sends an ACK (needed if B party is an IMS subscriber).
37. The VoIP link between UE2 and MGW1 is now re-established (needed if B party is IMS subscriber).
38. The CCCF sends a final ACK, which indicates to the MGCF that the voice connection between UE1 over the CS domain and UE2 can now be connected through.
39. The final ACK goes via the S-SCSF.
Editor Note: inconsistency of the CS to IMS vs IMS to CS
 call model
Editor Note: Confirm that handover to serving MSC function properly for a CS user, who already registered in the targeted MSC 
Editor Note: set matching cipher key in the UE and BSS
Editor Note: confirm MSC to MSC adhere to the existing security 
Editor Note: how does the UE and CCCF exchange supplementary services call control message via DTAP?

Editor Note: question in step 6 and 7 on prepare handover to previous registered IMS
***** New Text End *****

3. Proposal


To be replace Section 6.x.6.2 of TR 23.806.























































































































































































� EMBED Visio.Drawing.6  ���













































































GSM/UMTS





TDM





TDM





IMS





TDM





MSC





PSTN





IMS





PSTN





UE





MGW





UE





SWITCH





IP





TDM





UE





MGW





SWITCH





MGW2





UE2





TDM





TDM











IMS


























IP





MSC





IMS





IMS





IMS





UE1





MGW1





UE1





UE2





IP





UE1





MGW1





MGW2





GSM/UMTS




















�Contributors disagreed there is a problem on the inconsistency of the cal model


�Contributors will use the standard DTAP/ISDN call event message.
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