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1. Introduction

This contribution proposes to expand the description of the PCRF functional element regarding handling of QoS policy in the interface with the AF and in the interface with the GW.

2. Discussion

The PCRF receives service information from the AF and can check that the request from the AF is according operator defined policies and/or subscription information, for example subscription information indicates that the requested traffic class cannot be used or the service is allowed to be accessed at certain time of the day.

Besides TS 23.207 specifies that the PDF authorize QoS resources before storing session information:

“ When the PDF received service information from the AF, the PDF shall authorize the QoS resources if they are consistent with the operator policy rules defined in the PDF, and stores the SBLP for the AF session based on the service information received from the AF…”

Another discussion is to allow the PCRF to downgrade the QoS parameter received from the GW. PCRF takes the decision to downgrade the QoS that the GW enforces it. The PCRF decides to downgrade the QoS parameters if they exceed the maximum required for the service. This is in line with SBLP.
3. Proposal

The following amendments are proposed to be included in the TR 23.803

================== First Changed Section =================
4.2.3.1
Policy control and Charging Rules Function (PCRF)
The PCRF encompasses functionalities of the PDF and the CRF, and provides for a single point of control regarding QoS policy and charging towards the Gateway.  

When the PCRF receives service information from the AF, depending on the network operator’s configuration, the  PCRF may check whether the AF is allowed to pass the application/service information to the  PCRF.
The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information includes the authorized QoS for the service. The PCRF may reject the request received from the AF. The PCRF indicates in the response the session information that can be accepted by the PCRF.
The PCRF checks that the request received from the GW is according to the service information received from the AF. The PCRF can accept the requested QoS from the GW when it is consistent with the policies that applies to the service.  The PCRF may downgrade the requested QoS, if it exceeds the authorized QoS. The PCRF may reject the requested QoS, if downgrade is not possible.
================== End of First Changed Section =================
================== Second Changed Section =================
4.2.3.3 
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF is capable of communicating with the PCRF to transfer dynamic service information, which can then be used for selecting the appropriate charging rule and service based local policy by the PCRF. One example of an AF is the P-CSCF of the IM CN subsystem.
The AF may receive an indication that the session information is not be accepted by the PCRF and the reason indicating which session information is not accepted. Then, the AF rejects the session establishment towards the UE.
An AF may communicate with multiple PCRF. The AF contacts the appropriate PCRF for a user at any time based on UE identity information.
================== End of Second Changed Section =================
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