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1. Discussion

For TR 23.899, some agreed text proposals have not been implemented as follows.

	meeting #
	Tdoc #
	Source
	Result
	Comments

	#41
	S2-042696
	Siemens
	Approved
	Not implemented at all.

	#44
	S2-050421
	TIM
	Approved
	The sentence about no alerting has not been deleted.


2. Conclusion

Based on the discussion above, we reintroduce the following text proposal.

<Text Proposal>
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Editor’s Note: abbreviations which are not used will need to be deleted.

AS
Application Server

BG
Border Gateway

BGCF
Breakout Gateway Control Function

CBCF
Circuit Bearer Control Function
CBOF
Circuit Bearer Originating Function
CBTF
Circuit Bearer Terminating Function
CN
Core Network

CS
Circuit Switched

CSB
Circuit Switched Bearer
CSCF
Call Session Control Function 

DTM
Dual Transfer Mode

GGSN
Gateway GPRS Support Node

GERAN
GSM/EDGE Radio Access Network

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

MGW
Media Gateway

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RAN
Radio Access Network

S-CSCF
Serving-CSCF

SDP
Session Description Protocol

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway 

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

UTRAN
UMTS Terrestrial Radio Access Network
VoIP
Voice over IP
<Next Text Proposal>
5.1
Basic assumptions

-
Although the scope is mainly targeted at GERAN, the solution is (at least technically) assumed to be applicable to GERAN and UTRAN.

-
A CSB UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access) - see subclause 5.3 for the definition of a CSB UE;

-
IMS networks and IMS UEs without CSB support should not to be impacted;

-
CS core, PS core, GERAN, UTRAN (incl. TS 24.008) are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSB for IMS.

-
Protocols connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.

-
CS only UEs and PS only UEs are not to be impacted;

-
The use of CS bearers in the context of IMS should be transparent for the user.

-
CSB UE provides capabilities to bind the corresponding CS and IMS sessions for the user. Note that some network capability might also be required to achieve this.

-
Regardless of the bearer used for a session (CS bearer or voice over IP bearer), the same service logic and end-user service experience shall apply.

-
The coverage and voice quality provided by CS bearers in the context of IMS is assumed to be the same as the coverage and voice quality provided by GERAN (and/or UTRAN) CS voice coverage.

-
The use of CS bearers in association with an IMS session for a UE requires that the UE is CS attached and IMS registered.

-
There are no additional authentication mechanisms required.

5.3
Interworking between different terminals
When analyzing the different session scenarios and migration aspects, the following terminal types should be considered (strictly within the context of this TR) from interworking point of view:

-
IMS VoIP capable UE: an IMS terminal that supports both VoIP bearers and CS bearers for SIP/IMS voice, but prefers IMS VoIP for voice when originating sessions.

-
CSB UE: a terminal that is capable to use a CS bearer for the voice component of an IMS session. It can be either a UE capable of supporting services in a CS/CSB approach (CS/CSB UE) or a UE capable of supporting services in a IMS/CSB approach (IMS/CSB UE)
-
SIP/IMS VoIP only UE: a terminal that is capable of supporting SIP/IMS voice using VoIP bearers only.
-
CS Domain/PSTN endpoints.
<Next Text Proposal>
6
Architecture alternatives

Editor’s Note: This section will describe the considered alternatives

6.1
Alternative A

6.1.1
Architecture principles

This alternative supports two modes for establishment of the Circuit-switched bearer:

-
End-to-end, in which the bearer is established between two CSB UEs

-
End-to-Gateway, in which the bearer is established between a CSB UE and a Media Gateway

Significantly, the procedures for these two modes are the same at both UEs – the mode is determined by UE and network capabilities.

In the second case, then as far as the peer IMS client is concerned, the session may be a standard IMS session.

Some further principles are:

-
For end-to-gateway Circuit Switched Bearers, the call flows follow IMS Release 5. Where R5 IMS call flows include a PDP Context set-up, the CSB flows include a circuit switched bearer setup

-
The Circuit Switched bearer is considered to be a single media component within the SIP session. The use of CSB may be indicated in the Session Description (SDP). The indication must include enough information to establish and identify the Circuit Switched bearer associated with the session, both to the UEs and to other systems (e.g. billing systems). It is assumed this can be done using the Called and Calling Party Numbers.

-
No impacts to CSCF functionality – network control is provided by an Application Server; in this case initial filter criteria – possibly taking into account the media description - need to be in place to route the session to the AS.
-
No impacts to MGCF or Media Gateway functionality.
<Next Text Proposal>
6.1.4
Negotiation

The location of the various functions can be negotiated as session setup. Furthermore, if the UE does not provide the CBCF itself, it needs not be aware of whether the Circuit Bearer Control Function is provided by the network or by the peer client.

Negotiation is based on a new capability to indicate Circuit Bearers within the SIP messages. A possible place is the Media Component of a Session Description. This indication includes an E.164 address (possibly in the ‘c=’ line) and an indication of whether the sender wished to originate or terminate a Circuit Bearer (possibly using the “comedia” draft).
Note: While the SDP is a possible place for the indication within SIP signalling, this is a detail, which does not preclude a different solution by stage 3 protocol design, if alternative A is standardised. However, for simplicity, the SDP based solution is assumed in the remainder of the subclause.
A UE which is capable of supporting the Circuit Bearer Originating or Terminating Function indicates its support in an SDP offer. If the UE is also capable of supporting VoIP, it may offer this as well.

Furthermore, if the UE supports the CBCF itself, then it is capable of making a Circuit Bearer look to the peer like a VoIP session (End-to-Gateway mode with client control). In this case it may also offer a VoIP session.

The Circuit Bearer Control Function recognises the offer to use a Circuit Bearer. It will contact a Circuit Bearer Terminating or Originating Function (as appropriate) and obtain the required VoIP details. These are used to replace the CSB offer in the SDP before forwarding to the peer client.

On receipt of the answer from the peer client, the CBCF removes the VoIP SDP and passes this to the local CB(O/T)F. It replaces the VoIP SDP with a CSB reply before sending the answer back to the originating client. The CB(O/T)Fs are then in a position to establish the Circuit Bearer.

The originating client recognises that a CBCF is available by the presence of a valid CSB answer in the SDP. The originating client need not be aware of whether this CBCF is provided by the network (End-to-Gateway mode) or by the terminating client (End-to-End mode). Obviously, it will only be possible for the CBCF at the terminating client to be triggered if the network has allowed the CSB SDP to pass unchanged from end-to-end. Thus the network always has the option to trigger its own CBCF if it so wishes.

The negotiation between originating client, CBCF/CBTF, MGCF/MGW and terminating client is shown below. Remember that the CBCF/CBTF/MGCF/MGW may be in the terminating client, in which case the interactions between CBCF and terminating client are internal – there may be no actual VoIP parameters. However, from the originating client point of view, the interactions are the same.

Conversely, the CBCF/CBTF may be in the originating client, in which case the terminating client and MGCF/MGW do not see any difference in the interactions.

In this way a number of different deployment modes can be supported without introducing options into the protocols.
<Next Text Proposal>
6.1.13
Example call flows

6.1.13.1
General
This section presents a number of example call flows based on the above mechanism.

In all the call flows, we have assumed that the Circuit Bearer is initiated in the client to network direction for the End-to-Gateway cases. All the flows can be redrawn with Circuit Bearer establishment in the network to client direction.

For simplicity, the IMS and CS domain network elements (CSCFs, separation of MGCF/MGW, BGCF, MSCs etc.) are not shown, since these are not significantly impacted by the mechanism. Call flows including these additional elements are ffs. It is assumed that IMS routing and ISC mechanisms can be enhanced to support routing from the S-CSCF to the AS hosting the CBCF in the network control case.
In particular, leaving out the S-CSCF allows to take the same call flows apply for the “network control” (CBCF in an Application Server) and “client control” (CBCF in the terminal): Note that in the client control case, some of the procedures are implemented within the client, and so are not seen externally.
<Next Text Proposal>
6.1.7 Summary of Alternative A
This section presents an architectural option for use of CS bearers with IMS with the following properties:

-
A CS call may be associated with an IMS session to provide a real-time bearer. The CS call may be

-
established under control of a network-based Circuit Bearer Control Function as part of IMS session setup,

-
negotiated directly between two end-users (if permitted by the network),

-
a pre-existing CS call established in association with a previous IMS session 

-
a pre-existing CS domain call established between two endpoints,

-
In the first two cases, sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW functionality
-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end versus end-to-gateway CS bearers (with network control) is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution

Some further issues remain to be investigated:

-
Whether the whole solution or only certain options (e.g. network control, client control, end-to-end, end-to-gateway, client-to-network, network-to-client, …) should be considered for further consideration.

<Next Text Proposal>
6.3
Alternative C

6.3.1
 Architecture principles

The proposed architecture combines IMS sessions with an end to end CS bearer, instead of a PS bearer, to support a voice media.

The basic principle is the capability of the IMS AS in the HPLMN of the originating UE, to perform a 3rd Party Call Control towards both session end points over the CS bearer. 

3rd PCC can be invoked by an IMS AS via OSA API or via SIP signalling. An Interworking Function (IWF) in the network is used to map the 3rd PCC into two CS Call Setup (network to client direction). Based on the actual mechanism used for 3rd PCC (OSA API vs SIP signalling), the IWF may be an OSA SCS / MSC or a MGCF. In figure 6.3.1-1, a generic IWF function is used to show how the 3rd PCC is performed, regardless of the actual mechanism used. 

The IMS AS in the terminating HPLMN is not involved in the 3rd PCC, but it can still be invoked in order to check the SIP signalling for policy and charging purposes. 
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Figure 6.3.1-1  Architecture configuration overview 

The basic steps necessary to perform an IMS session setup requiring a Circuit Bearer are described hereafter. 

-
Negotiation is based on the capability to indicate Circuit Bearers within a Media Component of a Session Description: this indication includes an E.164 address (possibly in the ‘c=’ line). 

-
The Originating client that is capable of supporting IMS/CSB for voice services specifies in the SDP its E.164, as indicated above. The Originating client SIP signalling will be routed via a PSI introduced in the Request-URI towards the HPLMN IMS/CSB AS.

-
The IMS/CSB AS residing in UE1 HPLMN routes SIP signalling to UE2 HPLMN S-CSCF. 3rd PCC will be performed by the IMS/CSB AS, on receipt of the SIP answer from the UE2 client. IMS/CSB can decide from the UE1 and UE2 SDP whether a CS bearer is needed or not. 

-
if a CS bearer is needed, the IMS/CSB AS performs a 3rd Party Call Control towards the two CS endpoints of the IMS session (UE1 and UE2). E.164 number for UE1 is derived by SDP ‘c=’ line; UE2 E.164 can be derived: by the tel:URI included in SIP Signalling itself, if any; or by IMS/CSB AS interrogations to DNS/ENUM database; or by the SDP ‘c=’ line introduced in the 183 Session Progress by the UE2. 

-
an Interworking Function in the network will map the IMS/CSB AS 3rd PCC into two CS Call Setup (network to client direction), which will be through-connected at the MGW. The IWF may be an OSA SCS/MSC or a MGCF/MGW. 
-
on receipt of the SIP INVITE generated from the IMS/CSB AS 3rd PCC, the IWF will setup the two CS calls towards the UE1 and UE2 using the exchanged E.164 numbers as follows:

SETUP towards UE1: Calling Party Number = UE2 E.164 
SETUP towards UE2: Calling Party Number = UE1 E.164 

The UEs will use these information in order to correlate the CS and IMS bearers. 
-
In the following, we assume that the IWF is a MGCF and that the signaling between IMS/CSB and the IWF is SIP. 

-
Traditional ISUP CS signalling is used as bearer control protocol to establish a CS call towards each session end point.

Note that:

-
only one IMS/CSB AS need to be involved in the SIP signalling path to invoke a CS connection. Also a mechanism to ensure that terminating PLMNs’ AS do not invoke itself a 3rd PCC is to be defined (e.g. on the base of Request-URI value of the SIP INVITE and the CSB indication in the SDP). 

-
Note that no AS needs to be invoked in UE2 HPLMN for specific IMS/CSB purposes.The terminating PLMNs’ AS can still be invoked for other ISC interactions (e.g. policy,…). E.g. the terminating IMS PLMN will still have to be able to police IMS session initiations and modifications, in case it does not accept the CSB SDP.

-
Differently from Alternative A, SDP is not tampered with by any CSCF or AS.

-
In line with RFC 3725 “Best Current Practices for Third Party Call Control (3pcc) in the Session Initiation Protocol (SIP)”, the IMS/CSB AS originates two sessions and acts as a central point for signalling, having complete control over the SIP session and over the CS bearer legs.  The IMS/CSB AS is intended to be always “aware” of the service provided, i.e. the AS can handle IWF reports on the events which are occurring on the CS domain. 

-
The solution does not require modification to the CS domain nor to the CSCF/MGCF.
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