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Introduction

This contribution proposes an update of the section about the Authorization Token based binding. The description of the mechanism is slightly reworded to improve the understanding and to clarify the already specified aspects. Furthermore the impacts of the PCC architecture on the Authorization Token based binding mechanism are added. Finally, the figure is corrected by moving the Authorization Token generation from the AF to the PDF.

Proposed Changes

Start of modified section

6.1.1 Authorisation Token based binding

Authorisation Token based binding is the only binding mechanism supported for the Go interface. Rel-6 Gx interface does not support Authorisation Token based binding.

The Authorization Token is used by session based services for binding the bearer authorization request to the session specific service information. The Authorization token contains the fully qualified domain name of the PDF and a session id in the PDF, which allows the PDF to uniquely identify the AF session. 

In the Rel-6 policy control architecture the Authorisation Token is allocated by the PDF and transferred via Gq interface to the AF. The AF forwards the Authorisation Token in the AF session signalling to the UE and UE includes the Authorisation Token together with flow id(s) into the PDP Context Activation/Modification request of the media PDP context. The GGSN resolves the PDF address from the Authorisation Token and includes the Authorisation Token and flow id(s) to the request of bearer authorization from the PDF. 

The PDF can identify the AF session from the session id in the Authorisation token and the IP flow(s) within the session from the flow id(s). In case media flows from multiple sessions are associated to the same PDP context, multiple Authorisation Tokens are received in the same bearer authorization request allowing the PDF to combine the policy of multiple sessions. Figure 6.1 below shows the Authorization Token based binding concept:
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Figure 6.1.: Authorization token based binding
The Authorisation Token based binding is an optimised solution for binding the bearer related request to the session information allowing fast binding in the PDF as the token refers directly to the session information with session id. Drawback of the Authorisation Token based binding mechanism is that it requires terminal support, and application session signalling and bearer setup signalling where it is transported over the network(s). Thus it is possible to use only in GPRS access and with specific application services (e.g. real-time IMS applications).

Another drawback is that the current use of Authorization token assumes the use of a PDP context activated using the secondary PDP context activation procedure to carry the specific IMS media. For PCC the binding mechanism needs to work irrespective of whether there are single or multiple PDP contexts

Further, when SBLP and media grouping is applied a Rel 5 network/UE is not allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure. This may lead to a proliferation of PDP contexts as services get deployed if legacy Rel-5 entities are used. A Rel 6 network/UE is allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure.

For the PCC architecture, the Authorisation Token based binding mechanism is required to be supported for backwards compatibility reasons as the TFT based binding mechanism cannot be used alternatively if Authorisation Token is provided in the PDP context activation/modification signalling based on earlier release specifications. To make the Authorisation Token based binding mechanism work in the PCC architecture it is required that the same PCRF is selected by all AFs that use this binding mechanism and communicate with the same end user. Therefore, the AF of a session based service using the Authorization Token based binding shall select the appropriate PCRF based on the end user IP Address. This means that the same PCRF is selected as by AFs that communicate with the same end user and use any other binding mechanism.
End of modified section
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