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1. Introduction
This contribution provides a new path on QOS signalling negotiation between the PDF and BCF in the off-path mode. 

2. Discussions
In the present protocol, the architecture of the network in the off-path mode is shown as this:
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Figure 5.2.2.1: UE-UE connection via backbone IP networks with BCF

There are some problems difficult to solve according to this architecture, which are list in the following:

1) The PDF connects the BCF(s) via Gu reference point, so the PDF should be profiled with the information of the BCFs, such as the IP addresses of the BCFs. The PDF also should know the routing information to the peer PDF so that it can send the QoS Req to the appropriate BCF. All of the information should be provided and maintained in the PDF. This is the first difficulty.

2) In the off-path mode, the PDF maybe have different connections with the backbone IP networks, which should be connected with the PEP. How to keep the consistence in the connections between the PDF and the PEP is the second difficulty.

3) The establishment of Gu reference point in the reality network is the third difficulty for there should be some special lines or VPNs set up due to security factors between the PDF and the BCF, unless the Gu reference point is only a logic concept and would not be set up by actual lines. However, this Gu reference point is described not only for the logic aim.
4) Before sending DEC message to the PEP, the PDF should decide which mode (off-path or on-path) and backbone IP network should be selected to connect, because there are different process in different mode. This new function will bring more modifications to the PDF and it may be more appropriate if the PEP adopt this function. To realize this function in the PDF is the fourth difficulty.

According to above description, an improved method is presented here to avoid or decrease these difficulties as possible as it can. The Architecture of this method is shown as follows:
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The main idea of this method is that the signalling between the PDF and the BCF will not pass through the Gu reference point, but foreword by the PEP, because PEP connects the backbone IP networks and has the routing information to the peer PDF. And the decisions to selecting the modes and backbone IP networks are the responsibility of PEP rather than PDF. This means the Gu reference point will be useless and deleted. The negotiation process can be list in particularity as follows:
1) When the PDF needs to negotiate QoS resource with the BCF in the backbone IP network, it sends the bear resource request to the PEP.
2) PEP has been equipped with the routing information to the peer session ID, i.e. the peer PDF, and with some kinds of strategies of selecting direct-connected backbone IP networks, so it can know which backbone IP networks may be the appropriate next hop in the media path, and then forward the request signalling to BCF(s) in the network(s).
3) After negotiation of BCF(s), the response signalling would be forwarded to the PDF by PEP.
To complete the above process, some necessary principles are list here:

1) The Go interface should be impacted least. The request and response information or signalling passing through PEP and PDF will still adopt the Go interface protocols.
2) The PEP should be able to identify whether the signalling is used for negotiation with the backbone IP networks, and may need to profile the IP address of every BCF.

3) The PEP may have the protocol-transfer function when the BCF does not support the protocol in Go interface.
3. Proposals

This improvement is able to resolve all of the problems in the four difficulties, and will bring great advantages in the real establishment of networks. So we suggest:

1) Deleting the definition of Gu reference point

2) Changing the description of signalling via Gu into via the Go and forwarded by PEP.

3) Correcting the related procedure via Gu reference point.

Modifications in the present protocols are shown as follows:
5.2.2
UE-UE connection via backbone IP networks with off-path QoS signaling

UE served by IMS connects to peer UE via a backbone IP network with off-path QoS signaling. This signalling is red between policy decision points, i.e. between PDF and BCF. The backbone IP network is an abstraction that represents the set of inter-connecting network administrative domains between two IMS systems.
BCF performs QoS management within the backbone IP network, and would negotiate the bearer resource with the PDF via the PEP, which has connected with the BCF and PDF. 
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Figure 5.2.2.1: UE-UE connection via backbone IP networks with BCF
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This connection model is an extension of the IMS Rel-6 one to include a horizontal QoS signalling component interaction between the IMS PDF and an equivalent functional entity, named BCF, in the backbone inter-connecting IP network, by the way of forwarding the QoS signalling by the PEP and routers in the same network as the BCF.

Any vertical interface between the BCF in the backbone IP network and other nodes within this network are considered outside the scope of this TR.
The BCF negotiates QoS with the PDF of the IP-CAN. The way to provide QoS within the backbone IP network depends on the QoS policy of the backbone operator.
5.4.2
Description of functions

5.4.2.1 
QoS management functions for off-path end-to-end IP QoS in the UMTS network
Policy Decision Function (PDF) is as defined in 3GPP TS 23.207 [4]. In addition, it is responsible for communication with BCFs in interconnecting networks via the Go reference point and the interface between the PEP and router in the backbone IP network (i.e. Gi reference point in the GPRS case).

The PDF makes policy decisions based on information obtained from the AF and the result of interacting with the other related BCF.
One way in which the PDF can discover its adjacent BCF is by using a static configuration mechanism in the PDF. For example, the PDF can find the appropriate BCF through static configuration of the FQDN or IP address of the BCF which manages the external gateway router which interacts with the GGSN. For load sharing and redundancy, if the GGSN in the UMTS network is connected to redundant external gateway routers which are managed by redundant BCFs, the multiple BCFs’ addresses are configured in the PDF. The policy to select the appropriate BCF is decided by the operator’s redundancy policy and the equipment capabilities.
5.4.2.2
QoS management functions for off-path end-to-end IP QoS in the external network
Bearer Control Function (BCF) is the alias of a logical function element in external network which performs QoS control within the external IP network. 

For loadsharing and redundancy reasons multiple BCFs may be provided in each external IP network. In general case, the PEP is always equipped with some kinds of strategies of selecting an external network based on the routing information, network situation, or the operator’s policies etc. So the PEP may apply these given strategies to select an appropriate BCF to forward and negotiate the QoS signalling. 

5.4.2.3 
Interaction between UMTS network and external networks
Within the UMTS network, there is resource management performed by various nodes in the admission control decision. The resources considered here are under the direct control of the UMTS network.

In the external networks, it is also necessary to perform resource management to ensure that resources required for a service are available. Where the resources for the IP Bearer Service to be managed are not owned by the UMTS network, the resource management of those resources would be performed through an interaction between the UMTS network and that external network.

When interaction is needed between the UMTS network and the external network, resource requirements are explicitly requested and either granted, negotiated or rejected through the exchange of signalling messages between PDF and BCFs in the external network. The interaction between PDF and the BCF element passing through the PEP and routers in the external network is used to forward and negotiate QoS and other information which can be used for policy decisions.

Before sending the QOS request, the PDF shall choose the connected external network by which the media data can be transferred to the terminating nodes. So the PDF should be profiled at least with the following information:

-  A list of external networks to different terminating IMS domains

-  A list of alternative external networks to the same IMS domain. 

-  The property of any external network in the list, which may include:

-   On-path or off-path QOS management architecture;

-   The IP address of BCF to access if in off-path;
Editor's Note:
It is FFS How are these links negotiated among the different networks?

5.4.3
Enhanced capabilities of functional elements

This section provides functional descriptions of enhanced capabilities in GGSN, PDF, and AF.

5.4.3.1
GGSN
The functionality is the same as defined in 3GPP TS 23.207 [4].
5.4.3.2
PDF

Service-based Local Policy Decision Point

-
The PDF shall exchange the QoS information with the other related BCF via the Go and Gi interface.
5.4.3.3
Information exchanged between PDF and BCF

Service information:

The service information below is derived from Gq reference point, which may include:
-
session Id (to uniquely identify the the session).

-
information defining the IP flows of the media stream. E.g.

-
direction (bi-directional, uplink / downlink);

-
5-tuple (source/destination address and port number, protocol Id);

-
indication of the maximum and/or mean bandwidth required.

-
an indication of the requested type of service information per service-flow.
Operator/network information:

This information is used to identify whether the request or response signalling is from the agreement subscribers, which may include:

· PDF IP address, or PDF fully qualified domain name (in the signalling from PDF to BCF );

· BCF IP address (in the signalling from BCF to PDF).

Editor's Note:
There may be other information required to negotiate resources in the external IP networks, which is FFS. 

The result of Session Admission Control (SAC):

The result of SAC by PDF and BCF should be included in the response signalling after the negotiation. 
5.4.4
Reference points between functional elements

5.4.4.1
Go reference point (PDF - GGSN)
The functionality is the same as defined in 3GPP TS 23.207 [4].
5.4.4.2
Gq reference point (PDF - AF)
The functionality is the same as defined in 3GPP TS 23.207 [4].
5.4.4.3
Gi reference point (GGSN - PDN)
In the GPRS case, the PEP (i.e. GGSN) uses the Gi interface to forward the QoS signalling to the BCF in the external network for resource negotiation. And the response signalling after negotiation from the BCF would still pass through Gi interface to the GGSN and then PDF.














· 
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5.6.3
Characteristics of off-path signalling
Off-path signalling usually involves an independent resource management system, which communicates via standardized interfaces (COPS, SNMP, or other protocols) with the IP layer. It provides unified operation, maintenance and administration of the resources. 
BCF is a critical node in the network since it holds information about the network logical topology and controls the service resources.
6.1.2
Procedures in the off-path model
6.1.2.1
Procedures in the PDF

When the PDF received the bearer authorization request from the GGSN, the PDF shall authorize the bearer resources by checking the stored SBLP for the session. 

After this, for some services with strict end-to-end QoS requirement, it is necessary for the PDF to check if there are enough resources.  The PDF shall send the authorized QoS request signalling to the BCF when interacting with the external IP network. 
The PDF receives the response from the BCF, containing the information that the requested QoS can be guaranteed, that only lower QoS can be guaranteed, or that no QoS can be guaranteed.

Finally, the PDF shall send the authorization decision to the GGSN containing the QoS negotiated with the external IP network. This informs the UE about the QoS available on the end-to-end path for the concerned flow(s).

Editor's Note:
It is FFS how to signal to the UE that no QoS can be guaranteed, e.g. the QoS class could be reduced to the lowest value indicating best effort.
If, during the established session, the BCF detects that the negotiated QoS cannot be maintained in the external IP network (link failure, congestion …) for some of the media flows, the BCF reports the information to the PDF. The PDF sends an unsolicited authorization decision to the GGSN that triggers a GGSN initiated bearer modification. This informs the UE about the fact that the QoS is decreased or even no more guaranteed for the concerned flow(s).

When the PDF received update or revoke request from the AF, the PDF shall send the appropriate update and revoke request to the GGSN and the BCF if needed. The original resource may be modified or released.

7.1.2
Authorize QoS resources, bearer establishment

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and external network inter-working.
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 7.1.2.1: Authorize QoS resources, bearer establishment

1)
The GGSN sends a REQ message with the Binding Information to the PDF in order to obtain relevant policy information. 

2)
A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include service information, the PDF sends an authorisation request to that Application Function.

3)
The AF sends the service information to the PDF. 
4)
The PDF shall authorize the required QoS resources for the AF session if the session description is consistent with the operator policy rules defined in the PDF, and install the IP bearer level policy in its internal database. This is based on information from the Application Function.



5）The PDF sends a request for QoS resources of the external IP network in the BCF-DEC message to the PEP. The request may include the session description information based on the AF session signalling.
6 )  The PEP selects an direct-connected backbone IP network based on the selection strategy in the PEP and gets the IP address of BCF in the network, then forewords the message to the BCF. If the BCF doesn’t support the protocol used in the request from the PDF, the PEP should transfer the protocol into the one BCF can support.
7 )  The PEP receives the response message from the BCF.

8 ) The PEP forwards the response to the PDF.
9)
The PDF sends a DEC message back to the PEP.

10)
The PEP sends a RPT message back to the PDF, which may also trigger a report message to be sent from the PDF to the AF.
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