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1. Introduction

In the SA meeting #27, the work item “Voice call continuity between CS and IMS (incl. I-WLAN)” was approved. This paper proposes an architectural alternative, which introduces a Mobility Management Application Server allowing roaming and support of service continuity (voice call handover) between the CS domain and the IMS.

The whole architectural alternative is introduced by five contributions; this paper describes the proposed architecture and addresses registration and roaming between GSM/UMTS and IMS.
2. Proposal


To be added to Section 6 of TR 23.8bc.

6.2.1
IMS-GSM/UMTS Inter-working Network Architecture

The Mobility Management Application Server (MM-AS) defines a logical entity that enables roaming and handover functionality between the CS domain and the IMS. 

The MM-AS acts as a “virtual” MSC/VLR to the GSM/UMTS domain, when a UE is registered in IMS.


[image: image1]
Figure 1: IMS-GSM/UMTS Inter-working Network Architecture

The proposed alternative concept does not require any changes to deployed CS domain infrastructure (HLR, MSC, etc.).

Editor’s note: Alignment with the reference architecture model required.
6.2.2
Roaming

When a dual mode terminal is switched on, it attempts to register with the GSM/UMTS network (including authentication). After GSM/UMTS registration is successful or if certain network selection settings within the terminal indicate to search for I-WLAN access first, the terminal searches for I-WLAN and attempts for IMS registration.

6.2.2.1
Roaming between GSM/UMTS and IMS

A dual mode terminal periodically polls for I-WLAN signal and attempts to register with I-WLAN, if all selection criteria are fulfilled. When I-WLAN access registration is successful, the dual mode terminal attempts IMS registration.

The MM-AS is configured in the HSS user profile to receive REGISTER requests through the ISC interface.

The Figure 2 shows the roaming scenario for a dual mode handset moving from GSM/UMTS access to I-WLAN access.


[image: image2]
Figure 2. Roaming from GSM/UMTS to IMS
1. Initial condition: A dual mode UE is attached to the CS domain in GSM/UMTS
2. A dual mode UE enters a WLAN coverage area. The selection criteria for WLAN access are fulfilled. The UE performs WLAN access authentication and authorization and establishes a connection to the serving network (e.g. tunnel to the PDG in the HPLMN).

3. The UE sends a REGISTER request to the user’s home IMS network to perform SIP registration (SIP: +49-89-636-12345@siemens.com, user = phone).

4. The MM-AS receives the REGISTER request.

5. The MM-AS maps the user’s SIP URI (received in the REGISTER request) to MSISDN from its User Profile Database.
6. The MM-AS performs Global Title Translation on the MSISDN to determine the HLR and sends a MAP: UPDATE_LOCATION to the HLR.
7. The HLR sends MAP: CANCEL_LOCATION to the previous attached VLR/MSC.
Editor’s note: It is for further study if the UE can be CS attached too. 

8. The HLR sends the user’s profile data through MAP: INSERT_SUBSCRIBER_DATA request(s).

9. The HLR acknowledges the MAP: UPDATE_LOCATION to the MM-AS.

10. Finally, the MM-AS accepts the registration with a 200 OK.

Now the user is registered successfully in the IMS and detaches from GSM/UMTS.
6.2.2.2 Roaming from IMS to GSM/UMTS

When a dual mode terminal is registered in IMS, it periodically checks the WLAN signal strength. When the UE senses drop of WLAN signal or because of certain network selection settings, it attempts to register to GSM/UMTS.

The figure 3 shows the roaming scenario for a dual mode handset moving from WLAN (IMS) access to GSM/UMTS access to support voice call continuity.


[image: image3]
Figure 3. Roaming from IMS to GSM/UMTS
1. Initial condition: A dual mode UE is registered in IMS e.g. over WLAN.
2. UE detects drop of WLAN signal strength or got the order to change access; it starts searching for GSM/UMTS cells.
3. If the UE finds a suitable GSM/UMTS cell, it performs IMSI attach by sending a LOCATION_UPDATE_REQUEST.

4. The HLR informs the MM-AS about the IMSI attach by sending a MAP: UPDATE_LOCATION towards the MM-AS.
5. The MM-AS initiates IMS de-registration for this user. During this “Network Initiated De-registration by Service Platform” procedure, the UE is informed by S-CSCF about the De-registration.

6. The MM-AS acknowledges the HLR by a MAP: CANCEL_LOCATION_RESULT. The user receives the LOCATION_UPDATE_ACCEPT.

7. UE performs IMS de-registration if WLAN signal is still available.

3. Conclusion

The concept using a Mobility Management Application Server acting as a MSC/VLR is one alternative architectural solution to support CS to IMS service continuity. We propose to add, this solution should be added to section 6 of the TR 23.8bc.
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