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1. Introduction

The current section on RSVP on-path signalling requires definition of how existing elements are impacted. Here we propose text to describe how an RSVP approach will operate.
2
5.5.2.1 Description of functions

5.5.2.1.1 
QoS management functions for RSVP based on-path end-to-end IP QoS in the IP-CAN 
IP-CAN Gateway (GGSN) is responsible for transmitting and receiving RSVP messages to be used for on-path signalling with the external network. To that end, it may operate either as:

· An RSVP node on the end-to-end RSVP signalling path. This may be the case, for example, when the UE supports the initiation and termination of RSVP signalling, as defined in 3GPP TS 23.207 [4]. The IP-CAN Gateway behaves as an RSVP node which receives, processes and transmits RSVP messages.  RSVP reservations handled by the IP-CAN Gateway are per-flow reservations; 
or
· An RSVP aggregation node on the end-to-end RSVP signalling path. This may be the case, for example, when the UE supports the initiation and termination of RSVP signalling, as defined in3GPP TS 23.207  [4]. The IP-CAN Gateway behaves as a RSVP Aggregator/Deaggregator node [16]. The IP-CAN Gateway handles per-flow reservation on the IP-CAN side and handles aggregate reservation on the external network side.
And/or operate as:
· An RSVP Proxy. This is the case when RSVP signalling is not initiated/terminated by the UE. The IP-CAN Gateway acts as the RSVP signalling end-system and initiates/terminates RSVP signalling on behalf of the Policy Decision Function. The IP-CAN Gateway may initiate/manage per-flow reservations or may initiate/manage aggregate reservations. Initiation/Maintenance/Tear-down of reservations is based on resource requests received from the Policy Decision Function. 
According to the exchanged signalling with the external IP network, the IP-CAN gateway may communicate with the Policy Decision Function that resources cannot be committed. 

5.5.2.1.2
QoS management functions for RSVP based on-path end-to-end IP QoS in the external network
IP Backbone Edge Router is the function which exchange RSVP signalling with the IP-CAN gateway.
5.5.2.1.3 
Interaction between the IP-CAN and external networks
Within the IP-CAN, there is resource management performed by various nodes for end-to-end QoS support. The resources considered here are under the direct control of the IP-CAN operator.

When interaction is needed between the IP-CAN network and the IP Backbone network, resource requirements are determined by the IP-CAN gateway and explicitly requested and either granted, negotiated or rejected through the exchange of RSVP signalling messages between IP-CAN gateway and IP Backbone Edge Router. In the case of GPRS, the interface between the GGSN and the Provider Edge element in backbone IP network is the Gi reference point.
5.5.2.2
Enhanced capabilities of functional elements

This section provides functional descriptions of enhanced capabilities in GGSN.
5.5.2.2.1
GGSN
The functionality is as defined in 3GPP TS 23.207 [4] and in section 5.5.2.1.1 above. 
5.5.2.3
Reference points between functional elements

5.5.2.3.1
Go reference point (PDF - GGSN)
The functionality is the same as defined in 3GPP TS 23.207 [4].

5.5.2.4.2
Gq reference point (PDF - AF)
The functionality is the same as defined in 3GPP TS 23.207 [4].

5.5.2.4.3
Gi reference point (GGSN - PE)

This functionality is as defined in 3GPP TS 23.207 [4]. 

5.5.2.4.3.1 
Gi functional requirements

The Gi reference point is used for exchange of QoS information between GGSN and IP Backbone Edge Router.
5.5.2.4.3.2
Information exchanged via Gi reference point

Service information:
The information exchanged via the Gi reference point includes:

· Information characterising the set of packets benefiting from the RSVP reservation. In the case of per-flow reservation, this will effectively be the 5-tuple (source/destination address, source/address port number, protocol Id) encoded over the RSVP IPv4/IPv6 Session object and the RSVP IPv4/IPv6 Filter-Spec/Sender-Template objects. In the case of aggregate reservation as per RFC 3175 [16] this will be the 3-tuple (source/destination address, DSCP) encoded over the RSVP-Aggregate-IPv4/IPv6 Session object and the RSVP-Aggregate-IPv4/IPv6 Filter-Spec/Sender-Template objects.

· Information characterising the QoS requirement (Intserv service type, bandwidth)
· Optional, credentials which can be used by the IP Backbone to identify the network generating the RSVP reservation request as a party authorised to make such RSVP reservations.
3. Proposal
Here it is proposed to insert the text of section 2  in section 5  of the TR.
























































































































