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1. Introduction

The current version of TR 23.802 includes references that are not used, references that are not defined, and figures that are not titled. This contribution attempts to resolve these issues.

2. Summary
Unused references 2, 10, 13 are deleted. Cross-references are added for references 3, 4, 5, 7, 9, 11. Unused references 24, 25, 26 are left alone for the time-being (assuming that future contributions will make use of them). The versions of Internet drafts 17, 18, 19, 20, 21, 22, 23 are updated to the most recent drafts. New references and cross-references are added for RFC 2925 and draft-ietf-tsvwg-diffserv-service-classes-00. Titles are added to figures in 7.1.5, 7.1.6, 7.1.7, 7.1.9.
3. Proposal
Accept the following changes to TR 23.802 v0.5.0.

********************************* 1st CHANGE *********************************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
Void.

[3]
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture".

[4]
3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".

[5] 
RFC 1633: "Integrated Services in the Internet Architecture: an Overview".

[6]
RFC 2205: "Resource ReSerVation Protocol (RSVP)".

[7]
RFC 2209: "Resource ReSerVation Protocol (RSVP) Message Processing Rules".

[8]
RFC 2210: "The Use of RSVP with IETF Integrated Services".

[9]
RFC 2475: "An Architecture for Differentiated Services".

[10]
Void.

[11]
RFC 2748: "The COPS (Common Open Policy Service) Protocol".

[12]
RFC 2750: "RSVP Extensions for Policy Control".

[13]
Void.

[14]
RFC 3168: "The Addition of Explicit Congestion Notification (ECN) to IP".

[15]
RFC 2208: "Resource ReSerVation Protocol (RSVP) Version 1 Applicability Statement. Some Guidelines on Deployment".

[16]
RFC 3175: "Aggregation of RSVP for IPv4 and IPv6 Reservations".

[17]
Internet Draft: draft-lefaucheur-rsvp-dste-02.txt, "Aggregation of RSVP Reservations over MPLS TE/DS-TE Tunnels, February 2005". 

[18]
Internet Draft: draft-babiarz-tsvwg-rtecn-03.txt, "Congestion Notification Process for Real-Time Traffic, February 18, 2005". 

[19]
dccpInternet Draft: draft-ietf-nsis-fw-07.txt, "Next Steps in Signaling: Framework, Next Step in Signalling working group draft; November 1, 2004".

[20]
Internet Draft: draft-ietf-nsis-qos-nslp-06.txt, "NSLP for Quality-of-Service signaling, Next Step in Signalling working group draft; February 20, 2005".

[21]
Internet Draft: draft-ietf-nsis-ntlp-05.txt, "GIMPS: General Internet Messaging Protocol for Signaling, Next Step in Signalling working group draft; February 21, 2005".

[22]
Internet Draft: draft-ietf-nsis-qspec-03.txt, "QoS-NSLP QSpec Template, Next Step in Signalling working group draft; February 2005".

[23]
Internet Draft: draft-ietf-dccp-spec-11.txt, "Datagram Congestion Control Protocol (DCCP); March 10, 2005".

[24]
ITU-T Y.1291: "An architectural framework for support of quality of service (QoS) in packet networks".
[25]
ITU-T H.360: "An architecture for end-to-end QoS control and signalling".

[26]
MSF MSF-TR-QoS-001-FINAL: "Quality of Service for Next Generation Voice Over IP Networks".

[27]
RFC 2747: "RSVP Cryptographic Authentication".

[28]
RFC 3260: "New Terminology and Clarifications for Diffserv".
[29]
RFC 2752: "Identity Representation for RSVP".

[30]
RFC 2872: "Application and Sub Application Identity Policy Element for Use with RSVP".

[31]
Internet Draft: draft-ietf-nsis-rmd-01.txt, "RMD-QOSM - The Resource Management in Diffserv QoS model, Next Step in Signaling working group draft; February 15, 2005".

[32]
RFC 3346: "Applicability Statement for Traffic Engineering with MPLS".
[x1]
RFC 2925: "Definitions of Managed Objects for Remote Ping, Traceroute, and Lookup Operations".
 [x2]
Internet Draft: draft-ietf-tsvwg-diffserv-service-classes-00, " Configuration Guidelines for DiffServ Service Classes, Transport Area working group draft; February 11, 2005".
Editor's Note:
References may need to be removed if not required and other references may need to be added if required.

********************************* 2nd CHANGE *********************************

5.5.4
Feedback based call admission control

End-to-end QoS provisioning in the current 3GPP standard as specified in 3GPP TS 23.107 [3]and 3GPP TS 23.207 [4] uses Diffserv mechanisms on the IP bearer level, for example Service Level Agreements (SLAs), to ensure QoS. The involved networks are assumed to be at least statically dimensioned to cope with the agreed traffic volumes, but this is not limited to static SLAs, when dynamic SLAs are used, this mechanism will continue to function without modification in the more dynamic environment. Traffic exceeding these agreed limits is expected to be handled using normal Diffserv traffic shaping functions, e.g. dropping of random packets. Such mechanisms is however not always very friendly to real-time traffic e.g. flows used to carry IMS IP telephony calls. Instead a mechanism capable of either blocking a real-time flow completely or letting it through completely would be a more appropriate mechanism to control the traffic volumes. The feedback based call admission control (CAC) function described below has such a characteristic. 

A solution which can prevent overload situations of real-time traffic in intermediate networks employs a CAC function in the PLMN, e.g. in the GGSN or in a node in the IMS Core. The CAC function is queried at session activation. The CAC function must also be made aware of the congestion situation in any intermediate networks along the end-to-end path. A method to provide the CAC function with such information is by feedback from the intermediate networks. Congestion or bandwidth limitations in these networks are indicated by a remarking of either the DS-field or the ECN-field, in the TOS byte (for IPv4), in IP headers of packets forwarded through congested points of these networks. Remarking in a node should start when bandwidth resources get close to its limit, i.e. before actual congestion occurs. 

For the remarking solution there is only a logical or implicit relation between the control planes in the application nodes and the nodes in intermediate IP backbones, i.e. there is no specific signalling protocol used. 
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Figure 5.5.3.1: Feedback based QoS provisioning

The CAC function uses feedback information to check for congestion based on an operator-specific threshold. When sessions for outgoing calls are established, the current congestion conditions for the path to the destination network is checked before the session is finalized. In case of resource constraints, the call can be blocked depending on policy. This mechanism can also be used to allow more urgent sessions to be established in place of the normal sessions, this decision depends on the policy in place at the decision points.
Diffserv remarking can be applied locally within domains and between domains (within SLAs) if operators agree, but having end-to-end usage of Diffserv marking will be beneficial, as recommended by Diffserv Service Classes [x2]. ECN has end-to-end semantics, since ECN’s function is to indicate congestion, the segments of the end-to-end bearer path that wants to have its network congestion information be used will need to support ECN functionality.  For each network segment Iit is possible to document in the SLA between adjacent administration domains, whether ECN indication is used. Network segments that do not use ECN indications will need to guarantee that congestion will not occur when the offered traffic conforms to the SLA. For further description of Diffserv remarking see RFC 2475 [9] and RFC 3260 [28].

When Feedback based Call Admission Control is used, the Call Admission Control can be done using information from the bearer path network layer. 
********************************* 3rd CHANGE *********************************

5.6.3
Characteristics of off-path signalling using Gu interface
Off-path signalling usually involves an independent resource management system, which communicates via standardized interfaces (COPS [11], SNMP, or other protocols) with the IP layer. It provides unified operation, maintenance and administration of the resources. 
BCF is a critical node in the network since it holds information about the network logical topology and controls the service resources.

It can be implemented within a single administrative domain and multi-domain as well. The standardization of the protocol to support inter-domain solutions is depending on the progress in other standardization body (IETF, ITU-T or others).

With this solution there is no need to implement a scalable reservation protocol in each router. 

This solution complements existing IP networks with QoS control functions without affecting traditional services. It adopts a layered network structure consisting of the logic bearer layer, bearer control layer and service control layer. Logic bearer layer can be e.g. an MPLS-based bearer layer that is separated from traditional IP services in terms of resources.
It requests resources before the use of services, guarantees the resources during the use and releases of resources after the use.
It fulfils the QoS requirements as long the resource management server reflects the real logical topology information (routing and link loads). 
If the backbone is based on MPLS, only the edge routers need to provide flow classification functions. 
********************************* 4th CHANGE *********************************

5.6.4
Characteristics of on-path signalled QoS solution

In on-path QoS signalling methods (RSVP and future NSIS QoS application), the signalling messages follow the data path and make reservations for the data flow or aggregate in each network element along the path. RSVP and NSIS are able to inter-work with general routing protocols; therefore additional signalling is not needed. 

The resource management is simple: based on Intserv [5] or Diffserv [9], advanced resource management may be implemented in some nodes, e.g. edge nodes. Both RSVP and NSIS utilize soft state principle. This results in more robust design than hard states, ensuring that abandoned reservations are removed automatically after time-out. Both RSVP and NSIS are able to give fast and automatic response to changing network topology, e.g. reservations are automatically moved in the new data-path after rerouting. 

On-path signalling methods have distributed architectures, which is very desirable from network resilience and robustness point of view. Intserv requires storing per flow reservation state in each router, which can cause scalability issues. This can be avoided by RSVP extensions for aggregated reservation, summary refresh, which are supported also by NSIS. 

********************************* 5th CHANGE *********************************

6.1.3.2.4
Monitoring support in inter-mediate domains

Support of this method should not be monitored on a per-call basis. Monitoring on a per-route basis (i.e. route in the transit part of the end-to-end path) is sufficient, that should be done in the management layer.

Whether or not inter-mediate domains convey feedback information can be monitored by sending EF’ marked packets regularly but at a very low rate. In that case, a completely zero rate of EF’ packets means that inter-mediate networks do not convey remarking information.

Another means to check this capability is to send ping packets with EF’ field (to be configured via pingCtlDSField management object, see RFC 2925 [x1]).

********************************* 6th CHANGE *********************************

7.1.5
Revoke authorization for GPRS and IP resources
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Figure 7.1.5.1: Revoke authorization for GPRS and IP resources
1)
AF session signaling message exchanges for e.g. AF session release or internal action at the AF triggers the need to revoke the authorization.

2)
The Application Function sends a message to the PDF to indicate the revocation.

Note: Steps 3 and 5 may be initiated in parallel.
3)
The PDF sends a bearer resource release request message to the BCF to release the resources of the external network.

4)
The BCF responses with a bearer resource release ack message to the PDF.
5)
The PDF shall send a DEC (Decision) message containing revoke command to the GGSN.
6)
The GGSN receives the DEC message, and disables the use of the authorized QoS resources.
7)
The GGSN initiates deactivation of the PDP context used for the AF session, in case the UE has not done it before.
8)
Upon deactivation of the PDP Context, the GGSN sends a DRQ (Delete Request State) message back to the PDF.

9)
The PDF indicates the successful execution of the revoke indication.
********************************* 7th CHANGE *********************************

7.1.6
Indication of PDP context release

[image: image3]
Figure 7.1.6.1: Indication of PDP context release
1)
The GGSN receives a Delete PDP Context request for the PDP context related to the media flow.
2)
The GGSN sends a DRQ message to the PDF.
Note: Steps 3 and 5 may be initiated in parallel.
3)
The PDF sends a bearer resource release request message to the BCF to release the resources of the external network.

4)
The BCF responses with a bearer resource release ack message to the PDF.
5)
The PDF indicates the bearer removal to the AF.

6)
The GGSN sends the Delete PDP Context Response message to the SGSN to acknowledge the PDP context deletion.

********************************* 8th CHANGE *********************************

7.1.7
Authorization of PDP context modification
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Figure 7.1.7.1: Authorization of PDP context modification
1)
A request to modify the PDP context related to the media flow is indicated by sending the Update PDP Context Request message to the GGSN.

2)
The GGSN sends a REQ message to the PDF. If the GGSN has sufficient information to authorize this PDP context modification request, then the GGSN does not send a REQ message to the PDF.
3)
The PDF may send an authorization request to the Application Function. This may be the case if this was requested from the AF at initial authorisation, and if PDF requires more information from the AF before authorising the network resources modification.

4)
The AF shall send service information for authorization of the bearer modification.
5)   The PDF sends a bearer resource update request message to the BCF to update the resources of the external network if necessary.

6)   The BCF responses with a bearer resource update ack message to the PDF.
7)
The PDF receives the REQ message, notes the requested modification and informs the GGSN of the authorization decision.
8)
The GGSN sends a RPT message back to the PDF.
9)
In case the PDF had contacted the AF in step 3), then the successful installation of the decision is reported to the AF.
10)
If the PDF accepted the modification, the GGSN sends the Update PDP Context Response message to the SGSN to acknowledge the PDP context modification.

********************************* 9th CHANGE *********************************

7.1.9
Update authorization procedure


[image: image5]
Figure 7.1.9.1: Update authorization procedure
1)
The AF is triggered to give updated service information to the PDF (e.g. as a result of the modification of the session at session control level).
2)
The AF gives the updated service information to the PDF.
3)
The PDF updates the authorization for the session if the session description is consistent with the operator policy rules defined in the PDF. In case the session modification requires enhancing the reserved resources, the PDF may decide not to send an updated decision authorizing the enhanced QoS to the GGSN, but would rather wait for a new authorization request from the GGSN.

4)
In case the session modification affects the authorized resources, the PDF sends the resource update request message to the BCF if necessary.

5)
The BCF responses with a resource update ack message to the PDF.

6)
In case the session modification affects the authorized resources, the PDF sends a DEC message to the GGSN to enforce authorization according to the session modification. The GGSN updates the authorization. If the QoS of the PDP context exceeds the updated authorized QoS and the UE does not modify the PDP context accordingly, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorized level. The GGSN sends a RPT message back to the PDF.

7)
The PDF sends an acknowledgement to the AF.
********************************* 10th CHANGE *********************************

B.1.7
Signalled provisioning
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Figure B.1.7.1: Signalled provisioning

Signalled provisioning uses the connection model described in subclause 5.2.4.

A dynamic and protocol driven admission control in the backbone network is the provisioning scheme showed in figure B.1.7.1 above. In inter-domain case, all domains have to support the applied signaling protocol. 

The well known signalling protocol RSVP is for example described in RFC 2205 [6], RFC 2209 [7] and RFC 2210 [8]. There have been several areas of concern about the wide-scale deployment of RSVP. This is discussed in RFC 2208 [15]. A way to try to overcome these issues by using a single RSVP reservation to aggregate other RSVP reservations across a backbone IP network or transit routing region is described in RFC 3175 [16]. There is also work in progress on RSVP aggregation over MPLS TE Tunnels [17]. 

A recent initiative within IETF is NSIS (Next Steps in Signaling). Intention is to standardize an IP signaling protocol with QoS signaling as the first use case. Focus will be on a two-layer signaling paradigm and re-use, where appropriate,
the protocol mechanisms of RSVP, while at the same time simplifying it and applying a more general signaling model. For the latest output from the working group see [19], [20], [21] and [22].
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