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Discussion

TS 23.228 allows a mobile to indicate its User Agent Capabilities when it registers with the IMS core. A CSI capable mobile may register its CSI capability during registration. In the case of multiple device registration for the same public identity, registering the CSI capability of a UE, could help the core IMS network in selection of devices to fork INVITE and OPTION messages to if the caller has indicated preference for CSI capability in these messages. For example, if the OPTIONS request from UE-A contains CSI capability indication, the IMS core can sequentially fork the OPTIONS request first to that device of user B that has registered its CSI capability. This is for Phase 2 of CSI when functionality to the IMS core can be added to support CSI. 

Proposal

It is proposed to add the following text to TR 23.899

*** FIRST CHANGE ***
7.2.2
Alternative 2
7.2.2.1

General

At any time (e.g., during an existing CS call, or prior to any other interaction with the remote UE), the UE can find out thecommon services that can be supported. The mechanism is based on SIP message exchanges with the remote UE. To reduce usage of radio bearer resources, the capability information may be cached in the UE for a predefined time-period.

It should be noted that caching of such information may result in the information becoming out-of-date. This could be for the following reasons:

-
The device reachable through a given SIP Address of Record has changed, due to the operation of services such as time-of-day routing, presence-based routing or other advanced personalised routing services

-
The user may simply have switched to using a different device

-
The user’s preferences may have changed: the user may have manually changed configuration, or automatic changes may be triggered e.g. by presence or location services (e.g. “disable video when in pub” service).

-
Connectivity changes

-
Software or hardware updates

-
Denied IMS service requests

Once a UE has detected that the cached information is out-of-date then the UE will exchange the capability information in order to refresh its cache.

The problem of out-of-date cached information can be mitigated as follows:

-
When communication is established between two UEs, each UE checks its internal cache of the capability information from the other UE. This information includes a record of the point in time at which it was obtained.

-
If the UEs own capabilities have changed since that time, then a capability exchange is initiated.

There are three different mechanisms identified that could be used: Presence-based mechanism, SIP OPTIONS based mechanism, and SIP INVITE based solution. Presence is described in 3GPP TS 23.141[z], whilst use of the SIP OPTIONS method and pre-negotiation of services using an INVITE exchange is described by the following sub-clauses. It should be noted that irrespective of the SIP mechanism used for capability exchange, it should be possible to apply operator-desired charging for such exchanges.

An INVITE or OPTIONS request may carry capability information in the sense of caller preferences, as per RFC3841. 

Editor’s note: It is FFS how caller preferences information would be used to indicate capabilities used by CS/IMS combinational services.
During registration, a CSI capable UE may register this capability using RF3840 as specified in TS 23.338 Section 5.2. Registration of CSI capability could help the core IMS network in selection of devices to fork INVITE and OPTION messages to when the caller is a CSI capable UE and indicates its CSI preference in these messages.
7.2.2.2
OPTIONS

*** END OF CHANGES ***
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