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1.
Introduction

Several binding mechanisms are described in TR 23.803. This discussion paper focuses on the UE IP address (+TFT) binding mechanism. As a consequence of further analysis of this binding mechanism and the evolution of Gx reference point, it is desirable to support existing R6 SBLP functionality to allow PDP context activation without authorisation tokens for non-real time QoS on an APN where SBLP is to be applied whilst also applying FBC. However, as currently stated in R6 TS 23.125, it is not expected that FBC and SBLP should co-exist within one implementation. Therefore an additional requirement is needed. The UE IP address + TFT binding mechanism can satisfy this, but further details are needed.
2.
Proposal.

Vodafone proposes to add a new requirement to support access to services that need not have SBLP applied, but still have flow based charging applied. It is also proposed to add a definition of default PDP context such that there is no confusion in GPRS between primary and secondary PDP contexts in the context of this TR as TS 23.060 has been updated to allow secondary activation without TFT. Additionally, further details are provided on how the UE IP address + TFT based binding mechanism.

************* FIRST MODIFIED SECTION ***********

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

<defined term>: <definition>.
default PDP context:
In GPRS, the default PDP context is the PDP context, if any, with no TFT associated for a particular PDP address and APN pair. This may be either a primary or secondary PDP context.

Gateway: 
For the purposes of this document, “Gateway” refers to the gateway element of the IP-CAN, e.g. the GGSN in case of GPRS, or the PDG in case of WLAN Interworking. The Gateway contains functionalities of the Traffic Plane Function defined in 3GPP TS 23.125, and of the 3GPP Policy Enforcement Point defined in 3GPP TS 23.207.
Policy and Charging Control architecture: 

An architecture based on functionality provided by both service based local policy, see TS 23.207 [2], and flow based charging, see 23.125 [3].

Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

************* NEXT MODIFIED SECTION ***********

4.1
Functional requirements

4.1.1
Overall functional requirements

The migration towards a PCC architecture should be simple. The migration may be from any possible combination of implementations e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures towards a PCC architecture.

It shall be possible for the PCRF to base decisions upon Subscription information

It shall be possible to apply the PCC model to any kind of bearer (e.g. for GPRS to any PDP Context).

The PCC architecture shall allow for service data flows to have only FBC applied without associated policy related control concurrently with service data flows that have both FBC and policy related functions applied to one bearer. The architecture shall have a binding method that allows the unique association between AF IP flows and their bearer (for GPRS the PDP context).

The PCRF shall provide a single set of filters for policy control and flow based charging.
To ensure that the architecture is not too complex there shall be a single reference point

1. between the PCRF and the AF, and

2. between the PCRF and the GW.

4.1.2
Policy related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (e.g. for GPRS a PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer. It shall be possible to grant, deny or change the “Authorised QoS” of a bearer by using criteria such as the QoS subscription information.

Editor’s note: Separate IP-flow-level QoS and minimum QoS authorization are FFS. 

The QoS policies can be service-based, subscription-based, or default policies. The PCRF communicates with Application Functions to determine the proper authorized resources for the session-based services.

QoS policies may be dynamically provisioned by the PCRF or predefined as a default policy in the GW.

QoS enforcement: QoS enforcement shall be supported in line with PEP capabilities defined for SBLP. QoS enforcement can include downgrading of the requested bearer QoS by the Gateway.as part of bearer establishment. The Gateway shall also enforce unsolicited changes in the “Authorised QoS” that arrives through the Gx+ interface.

Editor’s note: the ability to upgrade the requested bearer QoS by the Gateway as part of bearer establishment is FFS.

The presence of complete Rel-6 style binding information (Token and Flow Identifier(s)), in the GW request to the PCRF indicates that bearer authorization from an AF is required for the specific bearer

The alternatives to the Token based binding do not inherently convey any information to the PCRF whether a bearer authorization from an AF is required for the specific bearer. If the AF provides the authorization to the PCRF prior to signalling that service is granted to the terminal the PCRF already has the authorization when the GW makes the request. However, if a terminal requests a bearer, corresponding to a service requiring authorization, prior to the AF providing the authorization to the PCRF or where no AF interaction is expected, the PCRF must make a decision based on other information, available locally at the PCRF.

Editor’s note: The details on how the PCRF shall behave when a request for a bearer, lacking from the corresponding authorization, is received is F.F.S. The PCRF procedures shall be specified in such a way that PDP contexts, without any active charging rule, are not allowed.

************* NEXT MODIFIED SECTION ***********

6.1.1 Authorisation Token based binding

Authorisation Token based binding is the only binding mechanism supported in the Go interface. Rel-6 Gx interface does not support Authorisation Token based binding.

Authorization Token is used in the session based services for binding the bearer authorization request to the session specific service information. The Authorization token contains the fully qualified domain name of the PDF and a session id in the PDF, which allows the PDF to uniquely identify the AF session. 

In the Rel-6 policy control architecture the Authorisation Token is allocated by the PDF and transferred via Gq interface to the AF. The AF forwards the Authorisation Token in the AF session signalling to the UE and UE includes the Authorisation Token together with flow id(s) into the PDP Context Activation/Modification request of the media PDP context. The GGSN resolves the PDF address from the Authorisation Token and includes the Authorisation Token and flow id(s) to the request of bearer policy/charging rules from the PDF/CRF. 

The PDF/CRF can identify the AF session from the session id in the Authorisation token and the IP flow(s) within the session from the flow id(s). In case of media flows from multiple sessions are associated to the same PDP context, multiple Authorisation Tokens are received in the same policy/charging rules request allowing PDF to combine the policy/charging rules from multiple sources. Figure 6.1 below shows the Authorization based binding concept:
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Figure 6.1.: Authorization token based binding
The Authorisation Token based binding is optimised solution for binding the bearer related request to the session information allowing fast binding in the PDF as the token refers directly to the session information with session id. Drawback of the Authorisation Token based binding mechanism is that it requires terminal support, and application session signalling and bearer setup signalling where is transported over the network(s). Thus it is possible to use only in GPRS access and with specific application services (e.g. real-time IMS applications).

Another drawback is that the current use of Authorization token assumes the use of a PDP context activated using the secondary PDP context activation procedure to carry the specific IMS media. For PCC the binding mechanism needs to work irrespective of whether there are single or multiple PDP contexts. Therefore by using this mechanism alone, it is not possible to apply flow based charging or policy control to the default PDP context. 
Further, when SBLP and media grouping is applied a Rel 5 network/UE is not allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure. This may lead to a proliferation of PDP contexts as services get deployed if legacy Rel-5 entities are used. A Rel 6 network/UE is allowed to convey media belonging to different IMS sessions onto the same PDP context established using Secondary PDP context activation procedure.

Authorisation Token based binding mechanism is required to be supported for backwards compatibility reasons as the TFT based binding mechanism cannot be used alternatively if Authorisation Token is provided in the PDP context activation/modification signalling based on earlier release specifications.

6.1.2 UE IP address based binding
UE IP address based binding is supported by Rel-6 Gx interface.

The use of UE IP address for binding the bearer request for the service information in PCRF is access and service independent solution. This binding mechanism does not  require any special support from other interfaces like Authorisation Token passing does. However, the UE IP address alone cannot be used for PDP context specific policy/charging rules control and thus some more GPRS access specific information is needed in addition. For access systems that do not use simultaneous bearers, UE IP address based binding may be sufficient.
6.1.3 UE IP address + TFT based binding
UE IP address + TFT based binding is supported by Rel-6 Gx interface.

In case of GPRS access the TFT filter information may be used in addition to UE IP address to select policy/charging rules for the specific secondary PDP context. As a consequence, for a token-less binding mechanism to apply to all PDP contexts, the UE IP address + TFT based binding must be combined with simple UE IP address based binding.
Figure 6.x below shows an example flow where TFT is included in PDP context activations or modifications.
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Figure 6.x: Example flow for UE IP address + TFT based binding mechanism

The TFT filter is not included into the PDP context activation/modification request by the UE if it receives Authorisation Token from the AF and includes it in the PDP context activation/modification request. Thus it is not possible to use this binding mechanism if the Authorization Token is provided and the UE supports the use of Authorization Tokens. If there exist UEs that support and UEs that do not support Authorization Tokens, then this binding mechanism can co-exist with the token-based mechanism.
The use of TFT presents some limitations; The TFT is only interpreted as downlink filters. Therefore the use of TFT, as currently defined, as binding may not work in case of unidirectional media with direction send only, since the UE does not indicate any uplink IP filter for the PDP context. As result the PCRF cannot know to which PDP context the applicable rules/policies shall be sent. However as a general issue in IMS, SDP negotiation does not provide any information about the source of media (IP address and port number) and therefore it may not be possible to well define charging rules from SDP information (i.e. the full IP 5-tuple in both directions).  
The decision on the mapping of flows to appropriate bearers resides at the UE. A benefit of this is that the UE can multiplex PCC controlled service data flows with flows not subject to full PCC control (e.g. where no AF interaction is required) onto the same bearer. Therefore in GPRS, the PCRF will require flexibility to provide charging rules and authorisation information in an unsolicited manner to the GW to e.g. a default PDP context if no PDP context activation or modification occurs that can be bound to received AF information. If subsequently, a PDP context activation or modification, which can be bound to AF information, occurs then charging rules and authorisation information needs to be moved from the default PDP context to the PDP context that is being activated or modified. Such a push mechanism is already required for gating control (opening and closing of gates). An example of this can be found in figure 6.y
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Figure 6.y: Example flow where PDP context activation/modification occurs after session setup
******* END OF CHANGES ******
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