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1.
Introduction

In the System Architecture Evolution work, global mobility mechanism that does support inter-system mobility is one of the requirements. There have been some discussions during the last SA2 meeting to promote Mobile IP as a solution for Mobility Management. The proposal here is to enhance the Mobile IP solution to improve Mobility Management and seamless mobility: network controlled mobility and session adaptation based on the access network where the user is located, the type of subscription the user has, the QoS and the network resource.
This is aligned with the requirements just approved in SA1 TS 22.258:

"An AIPN shall be capable of providing seamless terminal mobility.

An AIPN shall be capable of maintaining a service during a change in access system, with no perceivable interruption from a user perspective.

An AIPN shall support adaptation of services to the capabilities provided by the access systems during terminal mobility. 
An AIPN shall support terminal mobility based on criteria including radio conditions, service requirements, user preferences and operator policies. 
In cases when there is a degradation in service quality due to terminal mobility it shall be possible to notify end users of the degradation."
2.

Mobility Management Architecture
2.1 Mobility Management components

The Mobility Architecture supposes that there is a Mobile IP network and adds other functionalities that will bring support for complete seamless mobility. For simplicity, the Mobile IP architecture is not presented here.

1. Figure 2: IPMM functional architecture

2.1.1 Resource Manager

This entity handles access resources monitoring. Additionally it should be able to manage resources in the access network (e.g. allocate resources to user). Actually mainly the WLAN network would need to be monitored. this component is able to fetch information from the access network (Access points…).
· It sends Access Network Monitoring messages to the Mobility Manager to give information about the load, resources and QoS achievable in the access network.
2.1.2 Mobile Terminal (MT)
This component is the end-user multi-interface terminal which is able to move between access networks. The MT is involved in the three IPMM use-cases. This component is not classified in IPMM use-cases because it does not belong to the network operator. Nevertheless the MT is an IPMM specific component.
· Terminal information sending: sends access networks radio and QoS measurements from the terminal to the MM through management messages (to be defined)
· Terminal location information: the terminal informs the network of its current location (e.g. WLAN, GRPS…).
2.1.2 Mobility Manager (MM)
This is the central component in Mobility Management architecture, responsible for the mobility management It can be seen as an extensionMobile IP solution including handover policy rules. The functionalities handled by the MM are:

· Access Network monitoring: allows the network to have an abstract view of the QoS achievable by each access network. Typically this function allows collecting QoS information from the access network gateway through monitoring messages.
· Terminal information collect: collects access networks QoS measurement from the terminal through management messages. Measurements are complementary from the information issued from the previous function.
· Access Network selection: Allows selecting the best access network according to a selection algorithm based on operator policy, information collected from the network accesses monitoring and terminal information collect, and a handover policy management.
· Handover execution: Allows the core network to trigger a handover through handover management messages (to be defined) sent to the terminal that would execute the handover.

· Sends information related to the mobile terminal and the access network to the AS for application adaptation.
2.1.3 Mobility Manager (MM) Register
This database stores user context (user profile, radio environment, session parameters) and access network context. Those are static information (e.g. subscription based) and also information collected from the terminal and Access gateway (through management messages).
· User context management: Updates the user context according to terminal's movement.
· User location management: Location information of the user (i.e. in which access network he is in).
2.1.4 The application server (AS)
The application handles the following functionalities related to the Mobility Management Architecture:
· Authentication and authorisation function: authentication and authorisation at the service level in addition to the access network authentication (if necessary)
· Session notification: informs the end-users (i.e. mobile terminal) involved in a session about an incoming data transmission or a modification of the characteristics of an ongoing session. Typically, contents may contain different coded multimedia components, the notification procedure transmit information allowing the terminal to trigger local resource activation and also about the content itself like a short description. A same terminal may handle several sessions.
· Session initiation: can be triggered either by the end-user, the correspondent or the Service Provider. It includes the mean to find the address of the participants to the session. The Service Provider will fetch information on the capacities of the access networks seen by participants in order to choose the initial parameters of the session. Following the session initiation mechanism, the session is started and user data can be exchanged between the participants of the session.
· Session termination: can be triggered either by the end-user, the network or the Service Provider. The Service Provider should make sure that all the resources used by the session have been properly released and that all the participants have been aware of the session termination. 
· Application adaptation: allows to adapt the content and format of the service according to the terminal capabilities and the network access capabilities (available bandwidth). Service profile of the user may also be taken into account
2.1.4 Correspondent Node (CN)
This component is a common used terminal or server communicating with the Mobile Terminal.
4.
Conclusions and recommendations
Add the text above into section 6 "Mobility and scenarios".
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