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1.
INTRODUCTION
As per the WI: Voice Call Continuity between CS and IMS (including I-WLAN), seamless voice service should be guaranteed when intersystem handover (HO) happens. This contribution proposes text to be included in the chapter 6 “Architecture Alternatives” of the TR as a general architecture description for Voice Call Continuity between CS and IMS (including I-WLAN).

2.
DISCUSSION

The present document is to discuss IMS based control models for bidirectional handover between IMS and CS, including system model, control mode, direction of session establishment. As all models shown below general, actual service control is executed by the AS or by the S-CSCF assigned to the UE performing HO.
3.
PROPOSAL

Include the following proposal to replace corresponding sections of TR 23.806.

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

I-WLAN

Interworking WLAN

WLAN

Wireless Local Area Network
HO


HandOver
HOSF


HandOver Source Function

HODF


HandOver Destination Function

HOAF


HandOver Anchor Function

HOCF


HandOver Control Function

CP


control plane

UP


user plane
6
Architecture Alternatives 

This clause documents the set of proposed solution architectures.

6.1
Architecture Reference Model 

In this chapter, some approaches for bidirectional CS2IMS handover were introduced. In case the HO from IMS to CS, all approaches based on the IMS and the HO anchor stay in the IMS domain. In case the HO from CS to IMS, different ways were introduced. 
In the following section, a reference model of IMS based HO control is provided, and 4 general HO control modes and two directions of new session establishment mechanism during handover procedure was described and discussed based on it.  
6.1.1
System Model

For the flexibilities from IMS network, handover from IMS to CS may be provided in many ways, so in present paper an abstract system model is provided. Based on this abstract system model, different control modes can be analysed and so help to determine a preferred one. 

A system model to support IMS controlled bidirectional CS2IMS handover is proposed shown in the figure 1.
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Figure 1: system model

In the figure, HOCF, HOSF, HODF and HOAF are logical functional units and shall be mapped onto actual IMS entities and/or CS entities. Some brief introduction below:

HOSF (HandOver Source Function): HOSF is the functional unit, by which the user establishes session to the remote UE side before handover, including control connection at control plane to HOAF-CP and media connection at user plane to HOAF-UP. 

HODF (HandOver Destination Function): HODF is the functional unit, by which the handover user establishes session to the remote UE side after handover, including control connection at control plane to HOAF-CP and media connection at user plane to HOAF-UP. The new session between HODF and HOAF will replace the old session between HOSF and HOAF after handover. 
HOAF (HandOver Anchor Function): The HOAF acts as an anchor in handover procedure. It establishes the connection with HOSF before handover and with HODF after handover. HOAF consists of two parts: HOAF-CP (for control plane) and HOAF-UP (for user plane), which may reside in the same entity or in the different entities.

· HOAF-CP: HOAF-CP acts as an anchor in control plane in handover procedure, establishes control connection at control plane with HOSF and HODF separately before/after handover. During the course of handover, HOAF-CP is able to establish new session control connection with HODF while maintaining the old control connection with HOSF, and when new control session with HODF is established successfully, the old control connection can be replaced with new-established control connection.

· HOAF-UP: HOAF-CP acts as an anchor in user plane in handover procedure, establishes media connection at user plane with HOSF and HODF separately before/after handover. During the course of handover, under the control of HOAF-CP, the old media connection can be replaced with new-established media connection.

HOCF (HandOver Control Function): HOCF is an optional unit and is to enable:

· Authenticating handover request

· Allocating and Controlling HOAF-CP

As we discuss on IMS based control modes, it was benefiting to think the handover as interaction between three SIP UAs. As shown in figure 1, the remote SIP UA (i.e. HOAF) connects with local SIP UA (i.e. HOSF) by dashed before handover. The same remote SIP UA (i.e. HOAF) connects with another local SIP UA (i.e. HODF) by real line after handover. 
The figure 2 and 3 below show the session connection scenarios when user equipment switches between IMS-controlled VoIP call and CS call.
To unify different terminals in SIP UA mode, we need using the MGCF/MGW to convert the CS mode terminal to SIP mode terminal. That is to say: in case of the UE is in CS domain, the combination of CS terminal and MGCF/IM-MGW is to perform the function of HOSF/HODF as shown in figure 2 and 3. 
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Figure 2: handover from IMS-controlled VoIP call and CS call
(Notes: if the remote user is an IMS user, the MGCF/IM-MGW is not needed in the figure)
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Figure 3: handover from CS call to IMS-controlled VoIP call
(Notes: if the remote user is an IMS user, the MGCF/IM-MGW is not needed in the figure)
Notes: for simplicity, old or original session indicates the session before HO, and new session indicates the session after HO. Meanwhile HO UE means the UE performing handover.

6.1.2
Control Mode

Based on the above system model, four different control modes may be adopted. In this section these four control modes will be introduced in detail:

· End-to-end mode, including terminal-controlled mode and network-controlled mode

· Segmented mode, including CP-segmented (control-plane-segmented) mode and CP&UP-segmented (control-plane & user-plane segmented) mode

1.
End-to-end/Terminal-controlled Mode
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Figure 4: Terminal-controlled Mode
In this mode HOAF resides in the remote UE side (inside the remote SIP UE in case of it is in IMS, or in MGCF/IM-MGW which performing IMS-CS interworking for the remote UE in case of the remote UE is in CS/PSTN). During HO procedure, the HO UE indicates the HOAF in remote UE side to replace the old session with the new session. Detailed behaviour includes:

· Original session establishment (before HO): HOSF establishes session with HOAF. HOSF may be either the calling part or the called part.
· Handover procedure, including handover detection, handover initiation and handover execution.

· Handover detection is executed by HOSF

· Handover initiation: HOSF indicates to HODF or HOAF to perform handover

· Handover execution: either HODF or HOAF may be the master controller of handover, means to initiates the establishment of the new session. The old session between HOSF and HOAF is replaced with the new session between HODF and HOAF in this step.

Pros.

i This scheme is the simplest one 

ii Network resource utilised to implemented this scheme is the smallest in all modes (only need to support corresponding session establishment)
Cons.

i Increase more requirements for the remote SIP UE or MGCF/IM-MGW (in case of the remote UE is in CS/PSTN), e.g. support to establish new session with HODF while maintaining the old session with HOSF, and perform session replacement when finish the establishment of new session.

ii A network can not control any of the handover procedure. 
iii In the view of the network, session before HO is completely different from the one after HO, so the service control upon old session can not be maintained on the new session
iv From charging aspect, the old session and new one are regarded as different sessions. This is not reasonable, especially for the remote side.

2.
End-to-end/Network-controlled Mode
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Figure 5: Network-controlled Mode
In this mode HOAF resides in the remote UE side (inside the remote SIP UE in case of it is in IMS, or in MGCF/IM-MGW which performing IMS-CS interworking for the remote UE in case of the remote UE is in CS/PSTN). The HO UE establishes sessions with HOAF through HOSF before HO and HODF after HO, and indicates the remote UE side to replace the old session with the new session. Different to the previous mode, HOCF is included which resides generally in home IMS networks serving the HO UE. Detailed behaviour includes:

· Original session establishment (before HO): HOSF establishes session with HOAF. During the session establishment HOCF is triggered.

· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection is executed by HOSF

· Handover authentication: HOSF sends handover request to HOCF and HOCF authenticates the request. 

· Handover initiation: After completion of handover authentication, HOCF may either indicate directly to HOAF/HODF to perform handover, or return authentication acknowledgement to HOSF and then HOSF sends handover indication. 

· Handover execution: the old session between HOAF and HOSF is replaced by the new session between HOAF and HODF, which may be initiated by HOAF or HODF. 

Pros.

i This scheme is similar as End-to-End/Terminal-Controlled Mode and utilised resource is also small
ii A network can control the procedure at a certain extent and the handling of HOCF is simple
Cons.

i Similar as the End-to-End/Terminal-Controlled Mode, it increase more requirements for the remote SIP UE or MGCF (in case of the remote UE is in CS/PSTN).
ii A network can only control part of the handover procedure, i.e. Authentication. 
iii In the view of the network, session before HO is a completely different one to the session after HO, then service control upon old session can not be maintained on the new session
iv From charging aspect, the old session and new one are regarded as different sessions, which is not reasonable.

3.
CP-segmented Mode
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Figure 6: CP-segmented Mode
In this mode HOCF is included and HOAF-CP and HOAF-UP are located in different entities. HOAF-CP and HOCF are in the home IMS network serving the HO UE. The HOAF-UP reside in the remote UE side (inside the remote SIP UE in case of it is in IMS, or in IM-MGW which performing IMS-CS interworking for the remote UE in case of the remote UE is in CS/PSTN). Under control of HOCF, HOAF-CP terminates the session with HOSF, and re-establishes the session with the remote UE side at original session establishment. At control plane HOAF-CP splits the control session between the HO UE and the remote UE side into two segments and controls these two sessions in 3PCC mode. Since HOAF-UP still resides in the remote UE side, media exchange between the HO UE and the remote UE side still works in end-to-end mode. Detailed behaviour:

· Original session establishment (before HO): 

· HOSF establishes session with HOAF.

· HOCF is triggered during the initial session establishment procedure.

· HOCF allocates the control instance to perform the function of HOAF-CP for present session. Under the control of HOCF, HOAF-CP splits the control session between UE performing HO and the remote UE side into two segments and controls these two sessions in 3PCC mode. Media flow between HOSF and HOAF-UP communicates directly.

· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection, handover authentication, handover initiation and handover execution procedure is the same as that in End-to-End/Network-controlled mode.

· During the handover procedure, connection at control plane between HOAF-CP and the remote UE side remains unchanged excepting re-negotiation to change the media exchange direction and the exchanged media attributes if the media capabilities of HOSF and HODF are different, IMS service control relationship upon this session is not affected by handover
Pros.

i During handover procedure, the session between HOAF and the remote UE side is only need to perform re-negotiation. Service control and charging handling upon this session segment is not affected. 

ii Requirements for the remote UE side is low: the remote UE side is only needed to support re-negotiation
iii Utilised network resource is also small comparing with CP&UP-Segmented Mode
Cons.

i. More complicated and 3PCC capability need to be supported by AS comparing with End-to-end Mode
4.
CP&UP-segmented Mode
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Figure 7: CP&UP-segmented Mode
In this mode HOCF is included and HOAF-CP and HOAF-UP/CP are all located in the home IMS network serving the HO UE. Under control of HOCF, HOAF-CP terminates the session between HOSF and HOAF-CP, and re-establishes the session with the remote UE side at original session establishment. At control plane HOAF-CP splits the session between HO UE and the remote UE side into two segments and controls these two segments of session in 3PCC mode. Meanwhile, under the control of HOAF-CP, IMS network allocates media resource performing the function of HOAF-UP for present session, and then media exchange at user plane between HO UE and the remote UE side is also split into two segmented, too. Detailed behaviour:

· Original session establishment (before HO): 

· HOSF sets up session with HOAF.

· HOCF is triggered during the initial session establishment procedure.

· HOCF allocates the control instance to perform the function of HOAF-CP for present session. Under the control of HOCF, HOAF-CP splits the control session between HO UE and the remote UE side into two segments and controls these two sessions in 3PCC mode. 

· HOCF/HOAF-CP applies media resource in network as HOAF-UP, establishes two media flows: one between HOSF and HOAF-UP, another between HOAF-UP and the remote UE side, and through connect these two media flows in HOAF-UP.

· Handover procedure, including handover detection, handover authentication, handover initiation and handover execution.

· Handover detection, handover authentication, handover initiation and handover execution procedure is the same as that in End-to-End/Network-controlled mode. When finish the establishment of new session with the HODF (and the re-negotiation procedure with the remote UE if needed), the HOAF-UP will change the connection of the segmented media flows.
· During the handover procedure, connection at control plane and user plane between HOAF-CP/UP and the remote UE side remains changeless excepting re-negotiation to change the exchanged media attributes in case of that the media capability of HOSF and HODF is different, and IMS service control relation upon this session is not be affected by handover..
To provide a better service continuity in view of media exchange, the HOAF-UP can provide some optional function, such as media duplication and filtering, that means, during the handover procedure, the HOAF-UP duplicates the media flow from the remote side and sends it to the HOSF and HODF simultaneously, and filters the media flow from HOSF and HODF to send to the remote side (in case of it is implemented in the network) or present to the remote user (in case of it is located inside the remote UE). 

Pros.

i During handover procedure, the session between HOAF and the remote UE side is needed to perform re-negotiation only if the media capabilities of HOSF and HODF are different. Service control and charging handling upon this session segment are not be affected 

ii Requirements for the remote UE side is low: The remote UE side is only needed to support re-negotiation
iii Users’ feeling is best in view of media exchange continuity when MRF provides media duplication/filtering function
Cons.

i More complicated and 3PCC capability is needed to be supported by AS and AS needs to control MRF
ii Need more network resource, especially media resource to perform HOAF-UP function
5.
Brief summary

From the discussion above, in segmented mode, session between HOAF-CP and the remote UE side is only needed to support re-negotiation, and other aspects will not be affected, e.g. IMS service control and charging for the remote user. In segmented mode the remote UE side is not required to maintain the old session while establishing new session and support session replacement.

While in End-to-End mode, the HOAF function is located in the remote UE side and the remote UE side is asked to support session replacement. It is difficult to ask all of current SIP UEs to support it, and in case of the remote UE is in CS/PSTN, it will have some special requirements for MGCF to support session replacement.

As for the network-controlled models (including Segmented modes and End-to-end/Network-controlled Mode), the HO control point (HOCF, may be include HOAF-CP) is implemented in an AS (HO-AS) located in IMS network serving the HO user, which will be triggered when original session established.
6.1.3
Direction of Session Establishment during HO

During HO, new session between HODF and HOAF-UP is established to replace the old one for service continuity. There are two directions to establish the new session: HODF-initiated session establishment and HOAF-initiated session establishment. Two directions stated here can be supported by the all control models showing above.
6.1.3.1
HODF-initiated new session establishment

HODF sends new session establishment Req. to HOAF-CP through CS and CS/IMS IW gateway in case of handover from IMS to CS, or directly from IMS in case of handover from CS to IMS. In request message HO indication and old session-related information are delivered. HO indication is used to indicate HOAF to perform session replacement. Old session-related information is used to indicate the session should be replaced. According to the information receiving in the request message, HOAF sets up new session to replace the old one. 
According to the information receiving in the request message, entities involved in HO between HOAF and HODF can perform some specific operations, e.g. avoid of duplicated service trigger, specific charging handling. HOAF can also perform some specific operations, e.g. avoid of ringing or responding 180.
Pros.

i. It’s easy to avoid affecting ongoing services (*1)

ii. It’s easy to realize the CS routing optimization (*2)

iii. In segmented mode, CS CDR may be picked out to be handled distinguishingly based on the special called party number, i.e. the E.164 number assigned to the HOAF (corresponding to HO PSI)

iv. In segmented mode, HOAF-CP is implemented in network, so it is easy to avoid ringing/responding 180 when new session is establishing, which can provide better service feeling
v. It has low dependency to the old session since it is unnecessary for HOSF to send REFER to indicate the HOAF-CP to initiate new session establishment through the old session
Cons.

In case of IMS to CS handover: 
i Specific E.164 number (e.g. E.164 number corresponding to HO PSI) or prefix need to be allocated to control the routing of new session to HOAF-CP via IMS.

ii Routing information need to be configured to this specific E.164 number.
6.1.3.2
HOAF-initiated new session establishment

HOAF sends new session establishment Req. to HODF through CS/IMS IW gateway and CS domain to set up an IMS-CS IW call in case of handover from IMS to CS, or directly through IMS domain in case of handover from CS to IMS. In the new session establishment request message, HO indication and/or HOSF-related information may be optionally included. HO indication is used to indicate the requested session is a handover-related session. HOSF-related information is used to check the validation of the request by HODF. On receiving the session establishment request, HODF establishes new session with HOAF. 

If the request message for establishing new session includes the optional HO indication and/or HOSF-related information, HODF and entities involved in HO between HOAF and HODF can also perform some specific operations based on it, e.g. avoid of ringing for HODF, avoid of duplicated service trigger, and/or perform specific charging handling for corresponding network entities. 
Pros.

In case of IMS to CS handover:

i A user’s MSISDN can be used to address the user during new session establishment, and no special routing info. is needed to be configured in CS domain

ii An operator can determine whether provides E.164 number or not to HOAF-CP. If the HOAF is assigned the E.164 number, CS CDR may be picked out to be handled distinguishingly based on the special calling party number for HOAF.

Cons.

i It’s not easy to avoid affecting ongoing services (*1)
ii It’s not easy to realize the CS routing optimization (*2)

iii It is not easy to avoid ringing/ responding 180  when new session is establishing.

iv In this case, it is HOSF needs to send HO indication to HOAF and provides HODF-related info through the old session. In environment where attenuation of signalling is rapid, e.g. in a WLAN, the steady connection is not easy to be guaranteed.
Notes:

(*1)
Avoid the effects from other services

To insure establishment of new session, it should be avoided the effects from some services which may result in call transfer or call reject. In IMS domain, benefiting from the flexibilities of SIP and powerful service control capabilities of IMS network, effects from these services can be avoided with configuration of iFC or minor modifications to network entities. But in CS domain, the modification on network entities should be as little as possible, and the extensibility of CS signalling is limited. In CS domain, to meet such requirements, the mechanism of elusion of originating side of services based on the called number is mature (just as been adopted in the CS domain to avoid the impact of originating side supplementary service to the emergency service and special number service (for example, 800)). On the contrary, for elusion of terminating side of services, no appropriate mechanism is available. So when handover happens, it is easy for HODF-initiation new session establishment to provide elusion of effects from other services.

(*2)
Routing optimisation in CS domain (avoiding utilisation of long distance trunk)

In segmented mode, if a user handover from IMS to CS, HOSF resides in the user’s home network, so:

· If the new session is initiated by HOAF and the call usually will be routed from MGCF in home network to CS domain no matter whether the user is roaming, then resource of long distance trunk is utilised unnecessarily.
· If the new session is initiated by HODF, according to the routing information configuration of the specific E.164 number, CS domain is able to select an IW gateway locally to route the call to IMS, unnecessary utilisation of long distance trunk/toll can be avoided.
So based on the discussion above, HODF-initiated session establishment procedure can avoid utilization of long distance trunk.
 Annex <X>:
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