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1. 
Introduction

One of the objectives of the 3GPP System Architecture Evolution (SAE) WI is to address architecture aspects of supporting mobility and service continuity between heterogeneous access networks. The draft TR 23.882 includes a few particular areas to be addressed, including how to maintain and support the same capabilities of access control (authentication, authorization), privacy and charging when moving between different radio access technologies. 

Before starting stage 3 work on a mobility protocol it is therefore useful to discuss the requirements and logical network architecture that a mobility solution should fulfill and how a mobility solution for heterogeneous access technologies fits together with and can in a beneficial way re-use existing 3GPP functionality. 

This contribution aims at identifying issues that should be addressed when selecting mobility architecture and eventually a mobility protocol. 

The scope of this contribution is to discuss inter-access mobility, i.e. a mobility solution for handovers between heterogeneous networks. Whenever the term “mobility” is used below, it refers to heterogeneous access system mobility. The mobility and handover mechanisms used within the specific access networks are not addressed by this contribution.

2. 
Criteria on heterogeneous access system mobility architecture

7.x Inter-Access Mobility

7.x.1 Description of issues related to Inter-Access Mobility

This section elaborates some aspects related to inter-access mobility, i.e. a mobility solution for handovers between heterogeneous networks. Whenever the term “mobility” is used below, it refers to heterogeneous access system mobility. The mobility and handover mechanisms used within the specific access networks are not addressed in this section.

1. Terminal impacts. What are the terminal impacts? Is there a need for multiple mobility clients for each access technology? Does the mobility solution require different mobility clients for IPv4 and IPv6? 

2. Overhead. How much protocol overhead does the mobility solution introduces on existing access technologies? What is the impact of the overhead on the radio interface? Is the overhead related to signaling, user data or both?

3. Anchor point entity. Where is the mobility anchor point located, i.e. IP point of presence? To what extent should existing 3GPP functions close to the 3GPP mobility anchor (GGSN) be re-used for other access types? 

4. Moving anchor point. Shall it be possible to move the mobility anchor point, i.e. IP point of presence, for a given user during a session?

5. Charging. Does the mobility solution put any restrictions on the 3GPP charging methods that can be used? What 3GPP charging methods should be re-usable together with the mobility architecture when connecting over different access network?

6. Policy and Charging Control. Should exiting functions such as FBC and policy control (e.g. PCC) be supported when the mobility solution is introduced? Should the mobility solution enable use of these functions also over other access networks?

7. Network vs. terminal controlled scheme. Should the mobility solution use a network or terminal controlled mobility scheme (or a combination)?

8. Access awareness. Should the mobility solution be access aware? Should the mobility solution take any considerations to radio and network conditions?

9. Roaming. Should the mobility solution allow session continuity during inter-operator handovers?

10. Optimized Routing. Should optimized routing, i.e. the possibility to bypass the mobility anchor, be possible? Should the operator be able to control the potential use of optimized routing, reasons may be enforcement of policies and stateful packet inspection.
a. Optimized routing can be solved by local breakout. Shall local breakout for all traffic be supported (dependent on operator SLA and policies)?

b. On movement from one access technology to another, shall local breakout sessions be maintained?

11. Complexity. Does the mobility solution increase the number of logical network nodes and interfaces and/or the complexity of the network?

12. Security. Should the mobility solution relate to or be independent of access authentication? How secure is the mobility solution? 

13. Privacy. How much information about the user location does the mobility solution reveal?

14. User identity and credentials. Does the mobility solution require user identities in addition to the identities used for each access network? Does the mobility solution require additional credentials to be provisioned in the terminal and/or the network?

15. Performance. Does the mobility solution allow efficient handover times to support seamless handovers of real-time traffic such as voice?

16. QoS. Does the mobility solution allow an efficient way to set up or transfer QoS resources at new access during handover? 

17. QoS resource control. Should the mobility solution allow control and enforcement of QoS resources for the access similar to today? 

18. Corporate access. Should the mobility solution be able to support and/or co-exist with VPN’s to corporate networks.

3. 
Conclusion and proposal

It is proposed to include text based on Section 2 of this document in the section 7.1 by introducing it as a Key Issue of the baseline TR 23.882.
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