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1 Introduction

It is currently listed as FFS how the PCCN handles conflicting resource requests from the application function compared with bearer authorization retrieved from the per subscriber policy repository.

2 Application Authorization in the home network 

IMS defines per subscriber authorization based on SDP in the home network, e.g., see 24.229, sec 6.3

“When the S-CSCF receives any SIP request containing an SDP offer, the S-CSCF shall examine the media parameters in the received SDP. If the S-CSCF finds any media parameters which are not allowed based on either local policy or the subscription, the S-CSCF shall return a 488 (Not Acceptable Here) response containing SDP payload.”

Furthermore, the IMS-AS can include authorization functionality. Specifically, IMS allows an operator to use transparent data stored in the HSS which an IMS-AS is able to recover and interpret. This transparent data can include per subscriber IMS-AS specific authorization information.

3 Identifying authorized application resource request

Authorized application resource requests requires an architecture which includes per subscriber application level authentication (e.g., IMS with Digest AKA). For those applications without user authorization, it will not be possible to identify the application based request as corresponding to an authorized request. 

The policy server should be able to down negotiate such un-authorized application requests based on the per-subscriber bearer level information.

4 Proposal

/**************  START OF FIRST MODIFICATION *******************/ 

5.2.2.1
Sp reference point

The Sp reference point allows the Subscription Profile Repository to provide subscription-based input to policy and charging control.

The Sp reference point allows PCCN to request subscription information related to bearer level policies from the SPR based on subscriber ID. The subscriber ID can be e.g. IMSI.. The interface allows the SPR to notify the PCCN when the subscription information has been changed if the PCCN has requested such notifications. 
Authorization of service usage at the application level may also be undertaken based on subscription information. 
Service indicated as being authorized at the application level shall take precedence over per subscriber bearer level policies.


/**************  END OF FIRST MODIFICATION *******************/

/**************  START OF SECOND MODIFICATION *******************/

4.2.2.1 Rx+ reference point
The Rx+ reference point enables transport of dynamic service information from the AF to the PDF. An example of such information is IP filter information to identify the service data flow for gating control and media/application information with bandwidth requirements for QoS control. The Rx+ reference point is also used to transport Authorisation information between PDF to AF. Authorization information may include the token transport from PDF to AF together with an indication from the AF as to whether media components have been authorized at the application level.. The Rx reference point enables transport of dynamic service information from the AF to the CRF. An example of such information is IP filter information to identify the service data flow for differentiated charging.

Rx+ reference point can be realized combining Rx together with Gq reference points with a single protocol, as most of the information transferred between the AF and the CRF/PDF are common.

/**************  END OF SECOND MODIFICATION *******************/

5. Recommendation:

It is recommended this text be included in the TR






































































































