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Introduction

According to the section 5.1.1.13 TR 22.978, the following service requirements for “Terminal and User identification” within an AIPN are identified in SA1. This is not exact requirements for subscriber identification in SAE but should be taken into account.

· Terminal identification in an AIPN should be scalable enough to cover a very large population of diverse terminals (e.g. huge number of mobile terminals which main purpose is to include a sensor or an RF tag, as well as more conventional mobile terminals).
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Figure 3:
Terminal and User identification within an AIPN

· It should be possible to identify and address terminals, subscriptions, and users.   

· It should be possible that more than one user can have active sessions on a single terminal at the same time (e.g. in the case of an ad-hoc network, several users may use a single terminal to gain access to the AIPN).

Note: 
It is for further study which of these identities are routable identities.
On the other hands, in the last SA2 meeting, the following issue related to identity was identified and listed to the annex A in TS 23.882.

· How many identities and temporary identities has a UE/subscriber? For every Access System another identity? In case of multiple identities: is user context transfer and identity translation required at a change of the Access System to avoid re-authentication?

Proposal

This paper proposes to define the Subscriber identification for SAE. The following updates are proposed to add to the TR 23.822.  Once this updates would be accepted, the identified issue in Annex A (one bullet item) should be eliminated.
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3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Subscriber identification: This identification can uniquely identify a subscriber within the SAE network who has engaged in a subscription with a 3GPP operator.
5
Requirements on the Architecture

[Editors Note: This clause identifies the major requirements on the architecture that guide the architecture evolution.]

High-level principles

· 3GPP and non 3GPP access systems shall be supported.

· Shall provide scalable system architecture and solutions without compromising the system capacity, e.g. by separating the control plane and the transport plane.
· Interworking with release 6 3GPP systems (i.e. 3GPP-PS core, 3GPP-IP access and IMS) shall be supported

 [Editor’s note: Initial list to be completed]
5.X
Subscriber identification
This chapter describes the requirements on Subscriber identification to be handled in SAE network. 
· A subscriber shall be uniquely identified and addressed in SAE network based on the IP technology standard.
· Subscriber identifier shall be scalable enough to cover a very large population of subscriber.
· A subscriber identifier should be hided as much as possible against any security threats. Especially, when transmitted over the air. 
· Any identifiers or addresses which may be conceivable his location shall be invisible to peer end.
6
Scenarios and Solutions

[Editors Note: This clause identifies potential scenarios based on drivers such as social and new emerging technologies that have an impact on the existing reference architecture. The identified scenarios are used to explore the architecture options and as a base for identifying the key architectural issues. The scenarios may be based on the outcome from AIPN in SA1 and the TSG-RAN’s Study Item on Radio Evolution (see SP-040915). The scenarios should identify how migration and/or evolution from current systems occur.]
6.X
Subscriber identification
This chapter describes the identifiers to be used in the SAE network. The subscriber identification shall be categorized into the following three kinds within the SAE network based on its purposes.

Subscriber identifier: This identifier is mainly used for subscriber authentication and subscriber management purpose (including charging).

Routing address(es): This address is used to route to subscriber within SAE network.
User identifier(s): This identifier is used by the service (application) level. (Ex. IMS, E-mail service)
The following table defines the format for subscriber identification.
Table X: Formats of subscriber identification
	Identity
	Format
	Used for:
	Notes

	Subscriber identifier
	NAI
(Encrypted NAI. FFS for detail)
	Subscriber authentication and other subscriber management purpose.
	· One ID per subscription.

· This ID is not used for user services.
· This ID may be used to address AAA server.
· For UTRAN access, NAI is constructed from IMSI.

	Routing address(es)
	IPv4, IPv6
	Route to subscriber in SAE network.
	· This address should be invisible for peer end user.

· Several addresses may be assigned in case subscriber wish to use multiple access networks. (Note 1. for use case)

	User identifier(s)
	SIP-URI, 
E-mail address
Etc.
	To address subscriber for communication.
	· User identifiers are assigned to subscriber.(per subscriber identifier)
· Mapping from user identifier to routing address is done by SAE network.


The following figure illustrates an example use case. Based on the conversation over UTRAN, a UTRAN-WLAN dual mode UE (both attached) started data download over the WLAN since bulk data needs to be transferred. This proposed solution makes it possible the simultaneous multi-access identified in 3GPP TR 22.978 [X].
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Figure X: Multiple IP addresses (Multi homing)
Annex A: 
Open Issues
· How do UEs discover Access Systems and corresponding radio cells ? Autonomous per Access System and the UEs scans/monitors any supported Access System to discover Systems and cells. Or, do Access Systems advertise other Access Systems to support UEs in discovering alternative Access Systems ? How is such advertising performed (e.g. system broadcast, requested by UE, …) ? How do these procedures impact battery lifetime ?

· In case Access Systems advertise other Access Systems: will any Access System provide seamless coverage (avoiding loss of network/network search), or is a hierarchy of Access Systems needed  to  provide seamless coverage for continuous advertisement ?

· Is user access control/authentication per access system or more centralized for multiple access systems ?

· How are Access Systems, PLMNs and operators discovered and selected ? Can a UE access/attach multiple PLMN/operator in parallel ? If yes, how many ? Or, has a UE to select the same PLMN/operator for each Access System in case the UE accesses/attaches multiple Access systems in parallel?

· 
· In case a UE accesses/attaches multiple Access Systems in parallel: how does reservation of guaranteed resources work? Are multiple reservations in parallel required (same resource on every Access System) to allow for fast change between Access Systems ? Or, does a mobility/handover mechanism reserve resources during the mobility/handover process ?

· Shall inter Access System mechanisms and signaling for load sharing and mobility be generic for all Access Systems or peer-to-peer between Access Systems ?

· Will any Access Systems have an idle or paging mode ? And, shall the wake-up work over multiple Access Systems (e.g. paging in multiple Access Systems in parallel) ?

· Are User or UE access and service rights specific per Access Systems or common for all or multiple Access Systems ?

· How many network nodes are between UE and top level mobility anchor ? And is there only one set traffic plane functions for user data (policing and charging) ? Or, may the traffic plane functions change during an ongoing service because of an Access System change?

· Are there layers of multiple Access Systems in same physical location required ? And how dynamic do UEs change between different Access Systems in the same location in idle and in connected mode? What signaling traffic is acceptable during such mobility (e.g. signaling via HPLMN) and how does it influence system performance and QoS (e.g. packet loss / service interruption during change of Access System)?

· May functions be transferred to application/services level (e.g. mobility supported by IMS services) ? If yes, to which extent is this feasible for application/services ?

· Does every Access System provide its own security mechanisms (encryption, integrity) ? Is a parameter mapping between different security mechanisms possible? Or, can security associations be established in parallel to ongoing services ?

· How is data compression provided for the different access systems ? And how re-synchronizes compression when the access system changes ?
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