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Introduction

Ericsson proposes that SA2 agrees on the suggested requirements below.

Proposal

The following requirements are proposed to be included in the TR 23.803

================== First Changed Section =================

4.1.1
Overall functional requirements

The migration towards a PCC architecture should be simple. The migration may be from any possible combination of implementations e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures towards a PCC architecture.
It shall be possible for the PCCN to base decisions upon Subscription information

It shall be possible to apply the PCC model to any kind of bearer (e.g. for GPRS to any PDP Context).
The PCC architecture shall have a binding method that allows the unique association between AF IP flows and the bearer (for GPRS the pdp context).

The PCCN shall provide a single set of filters for policy control and flow based charging. 
To ensure that the architecture is not too complex there shall be single interface
1. between the PCCN and the AF.
2. between the PCCN and the GW.
4.1.2
Policy related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".


QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer.

Editor’s note: Separate IP-flow-level QoS and minimum QoS authorization is FFS. 

The QoS policies can be service-based, subscription-based, or default policies. The PCCN communicates with Application Functions to determine the proper authorized resources for the session-based services.

Bearer authorization: It shall be possible to grant, deny or change QoS of a bearer by using criteria such as the QoS, subscription information etc.

Policies may be dynamically provisioned by the PCCN or predefined as a default policy in the GW.
4.1.3
Charging related functional requirements
Charging correlation: Charging correlation, between application level and bearer level, shall be supported, although the use of charging identifiers should be avoided.

Charging Control: IP Flows are identified based on the charging rules defined in TS 23.125 [3] (although it is expected that the rules are evolved in a release 7 context) by using a charging key. Subscription data could be taking into account in this process. A (evolved) charging rule may be predefined in the GW or dynamically provisioned by the PCCN.

================== Next Changed Section =================

4.2.2.1 Gx+ reference point

The Rel-6 Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging. The Rel-5/6 Go reference point enables service-based local policy and QoS inter-working information to be transferred from the PDF to the PEP. In the PCC architecture the Go reference point can be realized together with Gx reference point with single protocol, using single message sequence to communicate both SBLP decisions and charging rules. Adding some new information elements to the existing Rel-6 Gx protocol to fulfil also SBLP requirements described in the chapter 4.1.2 can do this.

Gx+ shall evolve the charging rules defined in TS 23.125 [3] to support gating functionality (uplink and downlink). 
Editor’s note-i: The amount of Go functionality to be inherited by Gx+ needs to be further studied.

Editor’s note-ii: “Gx+” shall be considered as a temporary working name only, and will be changed to a proper reference point name once the work enters normative specification stage.

================== End of Changes =================
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