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8.1
1. Introduction

It is proposed in this contribution that work in E2E QoS WI should be taken into account in PCC.  Since the Gu interface in the off-line signalling has been defined in TR23.802, it is proposed that the interface should be added to PCCN. 
2. Discussion

In the WID of PCC, it is proposed to complete harmonization and merger of the policy control and flow based charging architecture and procedures. 
In the WI of E2E QoS, off-path signalling is defined as a solution to enhance end-to-end QoS. In this mechanism, the interface of Gu is added to the PDF to transport service information to BCFs (the funcitonallity elements in core network, whose function is similar to tha of PDF) and receive the information whether or not there is enough resource in the external network.  
Since the PCCNis the merger of PDF and CRF, it is proposed in this contribution that the interface of Gu should be considered to be added to the PCCN, as shown in the following picture. Also the function and procudure of  PCCN should be revised. 
3. Proposal

If the SA2 group agrees with the above analysis, the Gu interface should be added to PCCN.
========== Start of Proposed Change ===========

4
Migration of FBC and SBLP => PCC

4.0

General

3GPP TS 23.207 [2] specifies the Service Based Local Policy architecture, and 3GPP TS 23.125 [3] specifies the Flow Based Charging architecture. This clause studies the possibility to merge these architectures in order to provide more efficient real time control of the service flows in the GGSN (and other IP-CAN gateways, like the PDG).

The PCC architecture should build on the work achieved in rel6 Flow Based Charging which includes how policy can be provided with the Rel6 FBC reference points (Gx, Gy, Rx, Ry) in the context of multiple service data flows on one single bearer. PCC should continue the rel6 work by enhancing the rel6 interface specifications of the relevant FBC reference points.

4.1
Functional requirements

4.1.1
Overall functional requirements

The migration to a PCC architecture should be simple. The migration may be from any possible combination of implementations e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures towards a PCC architecture.

4.1.2
SBLP related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Charging correlation: Charging correlation, between application level and bearer level, shall be supported. Although the use of charging identifiers should be avoided.

QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer.

Editor’s note: Separate IP-flow-level QoS authorization is FFS. 

The QoS policies can be service-based, subscription-based, or default policies. The PDF communicates with Application Functions to determine the proper authorized resources for the session-based services.

4.2
Architectural concepts 

4.2.0
General

The SBLP and FBC architectures each provide a set of data flow filters, and associated rules / instructions to the Gateway (e.g. to the GGSN). The Gateway then uses these filters to perform policy control and flow-based charging functions, respectively. To optimize the handling of IP packet filters in the Gateway, it shall be possible for the PCC architecture to provide a single set of filters to the Gateway that would be used both for policy control and flow-based charging.

The SBLP and FBC architectures each provide an interface for Application Functions so that AFs can provide service related information that serve as input for policy control and flow based charging, respectively. To optimize the handling of service related information in the network, it shall be possible to use a single interface for AFs to provide this information.

For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers. The Flow Based Charging architecture ensures that both the TPF and an AF, which requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.
The PCC shall re-use of the AF -> CRF addressing mechanism of Flow Based Charging for AF -> PCCN addressing. As the Flow Based Charging solves the problem of TPF finding the same CRF as the AF contacts, the GW shall use the same addressing mechanism as the TPF uses finding the CRF in Flow Based Charging Rel-6.
If off-paht signalling is used to guarantee end-to-end QoS, PCCN should be able to exchange information with external networks. 
4.2.1
Reference Model 

The reference model of the PCC architecture is described in Figure 4.1 below:
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Figure 4.1:
Overall architecture for combined policy and charging control
Editor’s note-i: Standalone Go interface may be supported for backwards compatibility reasons although it is not shown in the figure.

Editor’s note-ii: Support for the existing Rel6 Gq and Rx interfaces is FFS.

4.2.2
Reference Points

4.2.2.0 General

The reference points for the PCC architecture use and enhance the interfaces used in rel6 FBC.
4.2.2.1 
Gq/Rx reference point
The Gq reference point enables transport of dynamic service information from the AF to the PDF. An example of such information is IP filter information to identify the service data flow for gating control and media/application information with bandwidth requirements for QoS control. The Gq reference point is also used to transport Authorisation Token from PDF to AF. The Rx reference point enables transport of dynamic service information from the AF to the CRF. An example of such information is IP filter information to identify the service data flow for differentiated charging.

Rx reference point can be realized together with Gq reference point with single protocol, as most of the information transferred between the AF and the CRF/PDF are common.

Editor’s note: “Gq/Rx” shall be considered as a temporary working name only, and will be changed to a proper reference point name once the work enters normative specification stage.

4.2.2.2 Gx+ reference point
The Rel-6 Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging. The Rel-5/6 Go reference point enables service-based local policy and QoS inter-working information to be transferred from the PDF to the PEP. In the PCC architecture the Go reference point can be realized together with Gx reference point with single protocol, using single message sequence to communicate both SBLP decisions and charging rules. Adding some new information elements to the existing Rel-6 Gx protocol to fulfil also SBLP requirements described in the chapter 4.1.2 can do this.

Editor’s note-i: The amount of Go functionality to be inherited by Gx+ needs to be further studied.

Editor’s note-ii: “Gx+” shall be considered as a temporary working name only, and will be changed to a proper reference point name once the work enters normative specification stage.
4.2.2.3 Gu reference point
The Gu reference point is used for exchange of QoS information between PDF and BCF element in backbone IP network. The information exchanged via Gu interface include 
· Service information:

The service information below is derived from Gq reference point, which may include:
-
session Id (to uniquely identify the the session).

-
information defining the IP flows of the media stream. E.g.

-
direction (bi-directional, uplink / downlink);

-
5-tuple (source/destination address and port number, protocol Id);

-
indication of the maximum and/or mean bandwidth required.

-
an indication of the requested type of service information per service-flow.

· The result of Session Admission Control (SAC):

The result of SAC by PDF and BCF should be sent via the Gu interfac
4.2.3

Functional elements

4.2.3.1
Policy and Charging Control Node (PCCN)

The PCCN encompasses functionalities of the PDF and the CRF, and provides for a single point of control regarding QoS policy and charging towards the Gateway.  

When the PCCN receives service information from the AF, depending on the network operator’s configuration, the PCCN may check whether the AF is allowed to pass the application/service information to the PCCN.
The PDF should exchange the QoS information with the other related BCF via the Gu interface.
4.2.3.2 Gateway (GW)

The Gateway encompasses functionalities of the PEP and the TPF. It provides QoS control of the traffic, and provides flow-based packet counting functionalities along with online and offline charging interactions.

4.2.3.3 

Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources. The AF is capable of communicating with the PCCN to transfer dynamic service information, which can then be used for selecting the appropriate charging rule and service based local policy by the PCCN. One example of an AF is the P-CSCF of the IM CN subsystem.

An AF may communicate with multiple PCCNs. The AF contacts the appropriate PCCN for a user at any time based on UE identity information.

4.2.4 Relationship between functional elements

The AF and the PCCN need not exist within the same operator’s network. The Gq/Rx interface may be intra- or inter-domain and shall support the relevant protection mechanisms for an inter-operator or third party interface.

Editor’s note:
It is for further study how to handle the scenario where the GW is in th
========== End of Proposed Change ============
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