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1 Introduction

This paper addresses the open issues with the UE capability exchange procedure in TS 23.279.

2 Discussion

2.1
CN1 LS

A couple of the CN1 answers to the LS SA2 sent regarding CSI related protocol aspects are related to the UE capability exchange:

SA2 question: Is the SIP OPTIONS request and/or response able to carry (end-to-end between UEs) both an IMS Public User Identity in the form of an SIP URI and the MSISDN of the UE in the form of a TEL URI simultaneously?

CN1 answer: An OPTIONS request/response can contain multiple Contact headers, but currently there is no way to indicate whether a number is MSISDN or to be used with SIP. Also note that if the OPTIONS request is forked in the network the calling UE will receive only one response, i.e. it will get aware of the capabilities of only one of the UEs which received the OPTIONS request.
This means that the requirement to include MSISDN in the OPTIONS exchange is possible to implement without any protocol changes, but stage 2 requirements on routing of the OPTIONS needs to be considered.
SA2 question: If yes, how would a Rel-6 UE interpret a TEL URI in e.g. the contact header of an OPTIONS request and response?

CN1 answer: TEL URI indicates a point of contact, but doesn't state which protocol to use. Also, while Contact can be used in OPTIONS, it has no defined meaning, and the meaning could be different whether the OPTIONS is sent within or outside an existing dialog.
While a TEL URI in the OPTIONS would indicate a point of contact and the UE could use it as input to the check whether there is an associated CS call, it probably shouldn’t be used as the trigger to do the check. If the OPTIONS request/response contains more than one contact header, the receiving end will not necessarily be aware that the calling UE is sending the MSISDN to use just for CSI information, only for SIP routing, or both.  Therefore it is required to also include some CSI indication in the OPTIONs request/response. Alternatively another mechanism could be used or developed such as providing MSISDN as part of the existing P-asserted-Identity or in a new CSI P-header. A mechanism for exchanging MSISDNs that could also be used with a SIP INVITE would be preferable. 

SA2 question: For optimisation reasons SA2 are considering whether it is possible to include an SDP body in an SIP OPTIONS request. If included, what type of behaviour can be expected from a UAS receiving such a request?

CN1 answer: An options request may contain a body, however the use of an SDP body with an options request is undefined. SIP must use the offer answer model with SDP as specified in RFC3264. It is hard to see how the semantics of OPTIONS fit with the semantics of offer answer especially since the response to an OPTIONS request is specified to contain SDP representing the full set of media capabilities if the Accept header contains an “Application/SDP” value.
It seems like it is possible to include an SDP in the OPTIONS request, but that the offer/answer model probably couldn’t be used in that case. Indeed, a discussion on the SIP WG mail list concluded that an offer/answer model shouldn’t be used in such a case. However, probably SA2 should request CN1 to perform the proper analysis whether the optimized OPTIONS procedure could be used, or not.

SA2 question: SA2 would like to understand the practicalities, process, and timeframe for defining new 3GPP-specific Caller Preference feature tags. SA2 would welcome CN1’s clarification on this matter. 

CN1 answer: CN1 has no experience from defining a Caller Preference feature tag, but assumes that if IANA registration is needed, this is possible within weeks. It should be considered whether such feature tag would require an IETF RFC to be defined, or if proprietary tag can be used. See RFC 2506 Media Feature Tag Registration Procedure
See chapter 2.3 “CSI and non-CSI related UE capabilities”.

SA2 question: SA2 would like to ask whether an implicit mechanism could be used to indicate whether a UE supports a specific service such as CS and IMS combinational services?

CN1 answer: Implicit indication may always cause problems (e.g. due to forking) and explicit indications are safer but have currently not been specified for the services mentioned above, whatever they may be.
SA2 should agree to use an explicit indication for support of the CSI capability.

Summary

The requirement to include MSISDN in the OPTIONS exchange is possible to implement without any protocol changes, but stage 3 should decide on the details.

The answer indicates that OPTIONS have a different treatment with regards to forking. Additional requirements on the routing of the OPTIONS is required to cover scenarios were the OPTIONS is required to be routed to a specific UAS. For example, when an OPTIONS is sent during a CS call, a response from a UE not involved in the CS call is of no interest.

SA2 should request CN1 to study whether the optimized UE capability exchange procedure could be used, or not. The capability is indicated as optional in the proposal below.

2.2
CSI and non-CSI related UE capabilities

The RFC 3840 describes how additional UA capabilities can be expressed. When advertised to another UA the capabilities are listed as an extension to the contact header, which means that there is no issue of a complex mixing of capabilities from different applications in the UE, as is the case for SDP. There is a possibility to register additional capabilities in IANA or use a vendor specific extension mechanism. 

It is proposed to add the “CSI” and the non-CSI related capabilities “CS video” and “MMS version” as 3GPP specific capabilities and then let stage 3 decide on which extension mechanism to use. However, RFC 2506 describes the procedure how an organization could register additional capabilities in a global tree, (excerpts from RFC 2506):

“3.1.2 Global tree

   Tags in the global tree will be distinguished by the leading facet

   "g.".  An organization may propose either a designation indicative of

   the feature, (e.g., "g.blinktags") or a faceted designation including

   the organization name (e.g., "g.organization.blinktags").

   Organizations which have registered media types under the MIME vendor

   tree should use the same organizational name for media feature tags

   if they propose a faceted designation. The acceptance of the proposed

   designation is at the discretion of the IANA. If the IANA believes

   that a designation needs clarification it may request a new proposal

   from the proposing organization or otherwise coordinate the

   development of an appropriate designation.

   Registrations of feature tags in the global tree must meet the

   "Expert Review" policies described in [5].  In this case, a

   designated area expert will review the proposed tag, consulting with

   the members of a related mailing list.  A registration may be

   proposed for the global tree by anyone who has the need to allow for

   communication on a particular capability or preference.”

2.3
MSISDN not included by the UE

TS 24.229 describe how the S-CCSF adds a TEL URI to the P-Asserted-Identity (in addition to the existing SIP URI). Similar approach could be used for the UE capability exchange with OPTIONS. It is left to stage 3 to decide whether the TEL URI is added to the contact address or as an additional P-Asserted-Identity, or both. The stage 2 is changed to reflect that IMS Core may add the MSISDN if not included by the UE.

3 Proposal

It is proposed to add and change the following in the TS 23.279.

*** FIRST CHANGE ***

7
Capability Exchange

7.1
General

It is highly advantageous if the set of services that can be supported between two endpoints is known to the endpoints when (or shortly after) communication is established. This information can be used to provide an indication to the user of the additional services that are available. This can encourage use of available services and avoid invocation of unavailable services, thereby avoiding customer dissatisfaction and unnecessary resource and bearer establishment attempts. Two types of capability information are described: information about the current radio environment, and UE capability information.

7.2
Capability Information

7.2.1
Information about the current radio environment

The purpose of the information about the current radio environment is to use it as input to the UE’s and/or the user’s decision whether to initiate further CSI procedures (e.g. whether to start UE capability exchange, or an IMS session, etc…)  

Editor’s Note: The information could include:

-
Simultaneous CS and PS capability, taking both UE and current RAN environment into account

-
Whether the UE is capable of supporting CS Video in the current RAN environment

-
Additional information e.g. whether the above should be divided into UE and RAN capabilities

Editor’s Note: What type of information and the benefit of exchanging this information need to be further motivated before it can be inserted in the current specification.

7.2.2
UE Capability Information

The UE capability information provides the means to determine the set of services that can be successfully invoked between two users.  
The following UE capabilities shall be provided, if available, and subject to privacy controls.
Release 5 specifications already provide the capability for UEs to use IMS to exchange information about:

-
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

-
Media format parameters for supported IMS media types (codecs, media file formats etc.).

-
MSISDN and preferred SIP URI for the UE sending the UE capability information
Editor’s Note:
Implications when a UE support multiple applications e.g. restrictions on CS and IMS services (e.g. for media types and formats) imposed by using them in combination is FFS. Whether CSI is an application or not is FFS. 

The current version of the specifications provide the capability for UEs to use IMS to exchange information about





-
CS video telephony capability
-
CS voice capability

-
MMS version supported
-
Support for other IMS based capabilities or services e.g. PoC
Editor’s note: the above list may need to be refined/re-aligned when the stage 3 work is complete.

The UE capability information is exchanged between the calling party and the called party. The UE may cache the retrieved capabilities for a certain amount of time, and may refresh its cache in a periodic manner. 

Note: 
due to varying radio environments (e.g. DTM/non-DTM, etc…) a UE capability exchange has the best success rate when performed outside of any other service, i.e. when no other CS/PS/IMS service is currently invoked.

The information flows for exchanging UE capabilities are shown in subclause 8.2.

8
Information Flows

8.1
Exchange of Capability Information at CS Call Setup

If supported, the following end-to-end information exchange about current radio environment shall be used during CS call setup. The current radio environment information exchange procedure shall include the information as outlined in subclause 7.1. 

Note:
There will exist UEs, which do not support the current radio environment exchange procedure, but do support parallel CS calls and IMS sessions, e.g. Rel-5 IMS-capable UMTS UEs. Thus lack of an answer in the radio capability exchange procedure does not mean that the remote UE cannot handle a parallel IMS session or the SIP based capability exchange.

The sequence diagram in figure 8-1 outlines the exchange of the current radio environment, at CS call setup. The diagram shows only an example of actual messages that can be used to transport this information. For this procedure to be successful, the network must handle the radio capability information transparently. 
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Figure 8-1:
Exchange of current radio environment information “at” CS call setup

1)
The UE-A initiates a CS call by sending a SETUP message towards UE-B, including the current radio environment information.

2)
The CS domain of the originating network sends an IAM message including the current radio environment information of UE-A to the CS domain of the terminating network.

3)
The CS domain of the terminating network sends a SETUP message IAM including the current radio environment information of UE-A to the UE-B. 

4)
The UE-B stores the current radio environment information of UE-A and sends the current radio environment information of UE-B in the response that sets up the CS call, in this case the CONNECT message.

5)
The CS domain of the terminating network sends a CON message including the current radio environment information of UE-B to the CS domain of the originating network.

6)
The CS domain of the originating network sends an CONNECT message including the current radio environment information of UE-B to the UE-A

7)
The UE-A takes the current radio environment information of UE-B into account when deciding what options to present to the user and/or whether to initiate a UE capability information exchange, see subclause 8.2.

8.2
Exchange of UE Capability Information
The following sequence diagram outlines the exchange of UE related capability and user preference information. When the exchange occurs at any time other than at IMS session initiation, the use of the SIP OPTIONS request minimizes the amount of network signalling and resource usage as well as the number of failed SIP INVITE requests. It also allows an up-to-date indication to the user which capabilities he could add to the ongoing call. UE capability information exchange at IMS session initiation is specified in subclause 8.4.
It shall be possible for a UE to request the OPTIONS request to be sent to any other registered UE. E.g. in case there is an ongoing CS call between UE-A and UE-B, the requirement would make it possible for UE-A to retrieve the UE capability information from UE-B.
As the SIP OPTIONS request include both the IMS Public User Identity in the form of an SIP URI and the MSISDN the procedure enables both UE-A and UE-B to correlate the IMS session with the CS call and within one context inform the user what capabilities the user is able to use.

Note:
If the UICC is not provisioned with the MSISDN the UE may get it during the IMS registration as an associated identity.

The execution of this SIP OPTIONS request procedure is recommended when UE-A’s cache does not contain up-to-date information for UE‑B.
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Figure 8-2:
Exchange of UE capability information

1)
UE-A sends an SIP OPTIONS request towards UE-B preferably using a SIP URI of UE-B, or a TEL URI, if no valid SIP URI is available. Subject to privacy controls, in UE-A the SIP OPTIONS request shall contain MSISDN of UE-A, if available, and contains the information outlined in subclause 7.2.2.

2)
The IMS Core (A) performs the normal security procedures and forwards the SIP OPTIONS request towards IMS Core (B). If the destination address is in the format of a TEL URI, IMS Core (A) performs MSISDN to SIP URI translation as per subclause 4.3.5 in TS 23.228 [2], before forwarding the OPTIONS request to IMS Core (B).

The IMS Core (A) should add the MSISDN of UE-A to the OPTIONS request, if not included by UE-A. 

3)
The IMS Core (B) forwards the SIP OPTIONS request to UE-B. If privacy is requested, IMS Core (B) shall remove the MSISDN of UE-A.
4)
The UE-B caches the UE-A capability information if received and, if not already available, stores the address information of UE-A.

5)
The UE-B sends a 200 OK that, subject to UE-B’s privacy settings contain the information outlined in subclause 7.2.2.

6)
The IMS Core (B) forwards the 200 OK to IMS Core (A).

The IMS Core (B)  should add the MSISDN of UE-B to the 200 OK, if not included by UE-B. 

7)
The IMS Core (A) forwards the 200 OK to UEA-A. If privacy is requested, IMS Core (A) shall remove the MSISDN of UE-B.
8)
The UE-A caches the UE capability information received and if not already available stores the address information of UE-B.

For the capability exchange procedure to work properly UE-B should send an SIP OPTIONS request towards UE-A if the following conditions are met:

-
An OPTIONS or INVITE request is received from UE-A, and

-
The OPTIONS or INVITE request received from UE-A did not include any UE capability information, and

-
The cache of UE-B does not contain up-to-date information for UE‑A
-
UE-B is in a CS call, and
-
UE-B has not received the OPTIONS request from UE-A within a certain time period after the CS call setup, and

-
The cache of UE-B does not contain up-to-date information for UE‑A, and

-
If received, the current radio environment information indicates that UE-A is capable of operating in class A mode of operation or UE-A has not received enough information to give an appropriate indication.













_1168795920.vsd

_1171653274.vsd

