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1. Introduction
One of the goals of TR 23.803 is to study the complete harmonization and merger of the policy control and flow based charging architecture and procedures;

Service Based Local Policy since Rel5 allows network enforcement of the QoS authorised for resources to be linked to a session instance. 

2. Discussion

Thanks to the Gx+ binding mechanisms, there is a deterministic assignment by the PCCN of the right rules to the right PDP that contains the concerned flow. Likewise, the exact same binding procedures should support that the PCCN authorisation of the QoS be applied on any PDP context, at PDP creation and modifications, similar to SBLP capabilities that operated over Go. The PCCM sends back to GGSN in Gx+ the Authorised QoS.

Gx+ should enable unsolicited QoS change down from the PCCN to the GGSN, similar to the CRF pushing an unsolicited gating change to the GGSN. All this based on the Gx+ binding and in line with Go functions

3. Proposal

It is proposed to amend TR 23.803 as shown below.

4.1.2
SBLP related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Charging correlation: Charging correlation, between application level and bearer level, shall be supported. Although the use of charging identifiers should be avoided.

QoS authorisation: The "Authorised QoS" specifies the maximum QoS that is authorised for IP flow(s). In case of an aggregation of multiple IP flows within one bearer (PDP context), the combination of the "Authorised QoS" information of the individual IP flows is provided as the "Authorised QoS" for the bearer.

Editor’s note: Separate IP-flow-level QoS authorization is FFS. 

The QoS policies can be service-based, subscription-based, or default policies. The PDF communicates with Application Functions to determine the proper authorized resources for the session-based services.  
QoS enforcement: QoS enforcement shall be supported in line with Go capabilities. After the PCCN has indicated an “authorised QoS” over the Gx+ interface to the Gateway, the Gateway shall be able to modify the UE requested QoS at PDP context creation or modification. If the requested UMTS QoS is not within the authorized QoS, the IPC/GGSN downgrades the requested UMTS QoS parameters. Also the Gateway shall enforce unsolicited changes in the “Authorised QoS” that arrives through the Gx+ interface.
…[SKIPED TEXT]…
4.2.2.2 Gx+ reference point

The Rel-6 Gx reference point enables the use of service data flow based charging rules such as counting number of packets belonging to a rate category in the IP-Connectivity Network. This functionality is required for both offline and online charging. The Rel-5/6 Go reference point enables service-based local policy and QoS inter-working information to be transferred from the PDF to the PEP. In the PCC architecture the Go reference point can be realized together with Gx reference point with single protocol, using single message sequence to communicate both SBLP decisions and charging rules. Adding some new information elements to the existing Rel-6 Gx protocol to fulfil also SBLP requirements described in the chapter 4.1.2 can do this.

One of the enhancements to be made to R6 Gx is to include the “Authorised QoS” information from PCCN to Gateway, so the Gateway can enforce the Authorised QoS at any time.
Editor’s note-i: The amount of Go functionality to be inherited by Gx+ needs to be further studied.

Editor’s note-ii: “Gx+” shall be considered as a temporary working name only, and will be changed to a proper reference point name once the work enters normative specification stage.

…[SKIPED TEXT]…
4.2.3.2 Gateway (GW)

The Gateway encompasses functionalities of the PEP and the TPF. It provides QoS control of the traffic to enforce the Authorised QoS down to the SGSN either in a synchronous response to the SGSN PDP context messages, or as a GGSN initiated PDP context modification, and provides flow-based packet counting functionalities along with online and offline charging interactions.

