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1.
Introduction

At the last SA2#44 meeting, a new WID (S2-050214) for 3GPP System Architecture Evolution was approved. A companion paper [1] proposes to split the overall System Architecture Evolution work into two separate tasks:

· Evolving the existing UTRAN architecture, including possible evolution of the existing PS Core, and

· Evolving the AIPN concept, and notably the AIPN mobility management.

This paper addresses the second point. It is assumed here that both the AIPN mobility management and the inter-system mobility (a.k.a. 3GPP WLAN Scenarios 4/5) would be based on Mobile IP.

The paper first recalls the AIPN concept in 3GPP2 and their use of Mobile IP and then proposes to apply a similar mobility management concept for 3GPP AIPN (illustrated through 3GPP Scenarios 4/5).
2.
3GPP2 All-IP Network (AIPN) Architecture

The 3GPP2 AIPN architecture model [2] adopts a planar view and defines three different “planes”:

· Access plane;

· Network plane, and

· Multimedia plane.

Given that in 3GPP2’s terminology the word “plane” refers to a horizontal separation (rather than vertical separation e.g. like in C-plane and U-plane), in order to avoid possible confusion and without losing any generality, we propose here to use the word “stratum” instead. So, we will take the freedom to rename 3GPP2’s “planes” as follows:

· Access System Stratum;

· Network Stratum, and

· Multimedia Stratum.

The main functions of the 3GPP2 Access System Stratum are the following:

· Hiding access system specifics from the Network Stratum and the Multimedia Stratum;

· Receiving QoS requests from the Network Stratum and translating them into resource requests applicable to the access system technology (which appears as a Layer-2);

· Possibly containing AAA functions specific to the access system technology (also referred to as Layer-2 AAA functions).

As an analogy, an Access System Stratum in 3GPP would contain the following components: UE, RAN (BTS/NodeB, BSC/RNC/GANC), SGSN, GGSN, PDG, VLR, HLR.

The main functions of the 3GPP2 Network Stratum are the following:

· Providing end-to-end connectivity between the mobile station and other IP entities;

· Mobility management;

· Interacting with the Access System Stratum (which appears as a link layer), controlling it through means such as DiffServ or Policy Decision Function (PDF);

· Interacting with the Multimedia Stratum through generic and transparent interfaces.

The main components of the 3GPP2 Network Stratum are the following: MIP client in the UE, MIP Home Agent (MIP HA), MIP Foreign Agent (MIP FA), Policy Decision Function (PDF) and Layer-3 AAA functions.

Finally, the main functions of the 3GPP2 Multimedia Stratum are the following:

· Transport of user data (bearers) between network entities involved in multimedia sessions;

· Implementation of all the call control and applications or services that makes up the multimedia services of the All-IP Network.

In both 3GPP and 3GPP2, the Multimedia Stratum is the IMS and its main components are: the multimedia client in the UE, CSCF, AS, MGCF, MGW, MRF, etc.

In line with the above discussion, the concept of three strata can be transposed in 3GPP context as depicted in Figure 1:
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Figure 1. Access System, Network and Multimedia Stratum for 3GPP
According to this view, most of the work on the 3GPP All-IP Network (AIPN) concept would fit in the Network Stratum. Specifically, the AIPN Centralised Mobility Manager can be identified as the Mobile IP Home Agent (MIP HA).

In the rest of this paper we focus only on the AIPN mobility aspects. We first investigate the use of MIPv4 and MIPv6 in 3GPP2 and then propose to apply the same concept for inter-system mobility (thus addressing 3GPP WLAN Scenarios 4/5).

4.
MIPv4 and MIPv6 Use in 3GPP2

Depicted in Figure 2 is a simplified view on the MIPv4 use in the 3GPP2 AIPN concept (see [3] for details).
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Figure 2. MIPv4 use in 3GPP2 AIPN
1) UE establishes a PPP connection with the PDSN (i.e. GGSN equivalent);

2) The MIP Foreign Agent (MIP FA) function in the PDSN sends a FA advertisement;

3) MIP client in UE sends a MIPv4 Registration Request (RRQ);

4-7) The PDSN interrogates the user’s “Home AAA” function in order to authenticate and authorise the user. The Home AAA allocates a Home Agent (HA) and provides the address of the assigned HA to the PDSN. In addition it generates a pre-shared secret for the purpose of FA-HA IPsec tunnel establishment and forwards it to the PDSN.

8) PDSN starts IKE negotiation with the assigned HA in order to establish an IPsec tunnel. This step is required only if it is necessary to protect the FA-HA traffic (e.g. if the FA and the HA are located in different networks). The IPsec tunnel is not UE-specific i.e. it can be re-used for all traffic between this pair of FA-HA;

9) The HA fetches a pre-shared key from the Home AAA for the purpose of IKE negotiation and proceeds with the establishment of the IPsec tunnel. This step is required only if there is no IPsec tunnel already established between this pair of FA-HA;

10) Once the IPsec tunnel is setup, the FA forwards the MIPv4 RRQ to the MIP HA.

11) The HA fetches a pre-shared key for UE-HA authentication. This step is required only at session establishment. Specifically, it is not required for UE-HA authentication when the UE subsequently connects to other FAs.

12-13) The HA accepts the mobile registration by replying with a MIPv4 Registration Response (RRP).

Depicted in Figure 3 is a simplified view on the MIPv6 use in 3GPP2 AIPN concept. The main difference wrt IPv4 is the absence of Foreign Agent in the PDSN.
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Figure 3. MIPv6 use in 3GPP2 AIPN
1) UE establishes a PPP connection with the PDSN and begins authentication;

2-5) The PDSN interrogates the user’s “Home AAA” function in order to authenticate and authorise the user. In addition, the Home AAA provides “MIPv6 bootstrap” information i.e. information allowing the Mobile IP client in the UE to configure itself for MIPv6 service and identify the assigned HA;

6) PDSN completes the user authentication;

7) The MIPv6 client in the UE carries out a DHCPv6 procedure for MIPv6 bootstrap;

8-9) The MIPv6 client in the UE sends a Binding Update (BU) to the MIPv6 HA (this is the equivalent of the MIPv4 RRQ);

10-11) HA authenticates the user and fetches keying material for  subsequent Binding Updates;

12-13) HA accepts the mobile registration by replying with a Binding Acknowledgement (BA).
5.
Mobile IP as a Generic Mobility Management Mechanism for 3GPP AIPN
This section discusses the possible use of Mobile IPv4 (MIPv4) and Mobile IPv6 (MIPv6) as a generic solution for All-IP Network (AIPN) mobility management. The Mobile IP Home Agent (MIP HA) acts as a centralised mobility manager for the AIPN. Scenarios for inter-system mobility between 3GPP IP Access and the traditional PS Core (a.k.a. 3GPP WLAN Scenarios 4/5) are used as examples in the figures throughout this section.
Depicted in Figure 4 is the application of Mobile IPv4 as a solution for inter-system mobility i.e. 3GPP WLAN Scenarios 4/5. It is assumed that a Foreign Agent (FA) functionality is incoporated in both the GGSN and the PDG, meaning that in this case MIPv4 is used with Foreign Agent Care-of-Address (FA-CoA).

The HA is assumed to be located in the 3GPP Home Network, noting that it could also be located in external IP networks (e.g. refer to Figure 6). The “L3 AAA” functions which are specific to the use of MIPv4 are assumed to be provided by the 3GPP AAA server.

Note that the UE-PDG tunnel in this (and in the three subsequent figures) plays the role of a “Layer 2” connection i.e. it is equivalent to PPP. The MIPv4 tunnelling is used only on the Gi and Wi interfaces i.e. between the HA and the FA located in the GGSN and the PDG, respectively.
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Figure 4. Use of MIPv4 with FA-CoA for Scenarios 4/5
Depicted in Figure 5 is the application of Mobile IPv6 as a solution for inter-system mobility. The same figure also applies to the use of MIPv4 with collocated Care-of-Addresses (co-CoA).
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Figure 5. Use of MIPv6 or MIPv4 with co-CoA for Scenarios 4/5
In either case there is no notion of Foreign Agent in the GGSN or PDG. MIP tunnelling is used from the HA all the way down to the UE. The MIPv6 “route optimisation” mechanism may be used to avoid tunnelling over the radio.
Figure 6 illustrates a MIPv4 case similar to the one depicted in Figure 4, except that the HA is located in an external network (e.g. a corporate network or an external ISP network). The “L3 AAA” functions are assumed to be provided by a separate AAA infrastructure (i.e. denoted as “local AAA” and “home AAA” servers in the figure). Note that in this case the credentials used for user authentication / authorisation during the MIP registration may not be SIM-based. The MIP tunnels on the Gi and Wi interfaces are likely to be transported within an IPsec tunnel, because the HA and the FA reside in different networks.
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Figure 6. MIP use for Scenarios 4/5: HA in external network
Finally, Figure 7 shows that the same mechanism is also applicable for inter-WLAN mobility. In this particular case a possible issue is the time required for setting up a new IPsec tunnel when changing the point of attachment, because, contrary to the inter-system handover, the UE may not be able to initiate a new IPsec tunnel setup before breaking the previous one. The IETF MOBIKE group is currently working on mechanisms for speeding up the tunnel re-establishment process for this kind of IPsec tunnel mobility.


[image: image7]
Figure 7. MIP use for inter-WLAN mobility
6.
Conclusion and Proposal

Agree for inclusion of the proposed text in Sections 4 and 5 of this document in the appropriate section of the baseline TR 23.xxx.
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