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INTRODUCTION

During release 5 and release 6 3GPP, together with the support of the IETF, has made a substantial contribution to the definition of IP based multimedia services over  various access technologies.

The approach that 3GPP has adopted is to define a number of enablers that can be used in a flexible manner in order to create a service for the end-user.  As such, an enabler can be used by more than one service, and the presentation of the service to the end-user may be rather different, even though the same enablers are used. 

These enablers include, but are not limited to, the ability to create and manage a session; the ability to add or drop a media; the ability to transport multimedia content between entities, and conferencing.  The acceptance of this approach is reflected by adoption and then further enhancement of the 3GPP IMS architecture and service enablers and procedures in 3GPP2, OMA and ETSI-TISPAN.

For person-to-person communication, a number of entities are involved in supporting the communication, namely the originating terminal, the originating users operator, the terminating users operator, and the terminating users terminal and may include intermediary system(s) connecting different operators.  In order to ensure consistent operation of the network, the first  of the supporting entities are required to have a common understanding of the used service and intermediary systems must not remove/change any information that will affect the understanding/behaviour of the service.

This contribution explores the need for a globally accepted means to identify the service in order to ensure  the consistency of the interpretation and to provide  inter-operability of the end-user service, and to get acceptance of a single means of identifying services.

DISCUSSION

Need for service identifier

The need to identify the service stems from the adopted approach of defining an enabler that can be used by more than one service.  The identification of the enabler is no longer sufficient in order to adequately understand the service behaviour, nor the service context upon which the enabler is being employed.
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Figure 1 High Level View of communicating Entities

Shown in Figure 1 above, is a high level view of the horizontal communicating entities for person-to-person services – that is the originating terminal; the originating operator; the terminating operator and the terminating terminal.  The need for the communicating terminals to have a common understanding of the invoked service is clear, however the network is also required, to some extent, to understand the service being invoked as well. 

The messaging enabler can be considered as an example.  The messaging enabler may be employed by many services as the system evolves. Such examples include: chat; asynchronous messaging (i.e. access to MMS service); potentially PoC picture (as is being discussed in the requirements for PoC Release 2); …  While these may use the same enabler (the IMS messaging enabler), the behaviour of the service will be different in each case.  This is further elaborated below:

· With PoC picture, due to the interaction with the PoC floor control, it is the PoC application server that must be invoked in the network.

· A person-to-person chat type service could simply employ the messaging enabler; however in this case, it is likely that the receiving user is alerted before accepting the chat communication (technically, ringing is returned from the originating terminal, and the 200 OK is only sent once the end-user terminal accepts the invitation to chat communication).  See figure 2 below.

· For an asynchronous messaging, the behaviour at the terminating terminal is quite different, the terminating terminal is more likely to accept the session (200 OK) and download the content before altering the user that the message has been received.  See figure 2 below.
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Figure 2: Two example employments of the messaging enabler.

Note:  There are examples where the asynchronous messaging will inform the user before downloading the message, and that is in the case when a subscriber is roaming, and there may be a cost associated with downloading the message.  This, however, is an example of a service specific behaviour.

The above examples illustrate that while the IMS enablers can become common building blocks for many services, a common understanding of the service definition is required to in order to be able to apply the correct procedures and service logic.  While the above example only shows the different procedural behaviour at the session initiation, consideration is still required for the rest of the session itself.  For example, in the chat-messaging server, it would make sense to be able to modify the existing session from a chat media to a voice media.  In the asynchronous messaging, the ability to add/drop media probably doesn’t make as much sense as the session is likely to be over before the terminating user is even alerted.

Below, further details on the need for the different network identities to be able to identify the service being invoked.

[image: image3.emf]Operator A Operator B

HSS

CSCFs

AS

PDF

MRF 

(C/P)

MGCF/

MGW

HSS

AS

CSCFs

MRF 

(C/P)

MGCF/

MGW

PDF

• Identify the policy to apply

• Authorization to use the service (ability to receive the service, 

and also the ability to receive the requests for the service)

• Identify the application server to link in.

• Identify the need for interworking (e.g. IMS asyncmess –

MMS)

• Identify the correct 

user agent to link in

Figure 3:  Network Entities need for service identification

Originating and Terminating Network
The originating and terminating network is required to understand the service for the following reason:

· Policy
The policy to apply may be different for the same enabler – that is, the information in the enabler and the SDP may not be sufficient in order to be able to determine the correct policy to apply.  One example is Push-to-talk.  The SDP indicates the AMR codec is used, however the characteristics of the media are completely different to that which would be applied to a telephony call.  Some operators may not like to allow the use of a conversational bearer for PoC, while allowing it for telephony.
· Application Server Link-in
The SDP and the enabler are not sufficient to determine the correct application server to link-in on the ISC interface.  While PoC is an obvious example where a different application server would be used instead of e.g. an application server for the telephony services, the same applies for the messaging enabler.  The application server that is used for chat may not be the application server that is used for asynchronous messaging.  Also, it could be different use of a messaging enabler in case of PoC compared to IMS voice session, even though same enabler and application server is used.
· Authorisation to use the service
The identification of the service is required in order to determine whether a user is authorised to use the service or not.  Authorisation is required for example, for charging
· Prioritisation in case of congestion
The identification of a service can be used in congestion situations, where either some services may be prioritised over other services..
· Interworking identification
Identification of the enabler is not sufficient in order to identify the method of interworking, or whether interworking is required at all.  For example, the interworking of chat requires different considerations than when interworking asynchronous messaging with e.g. MMS.
· Routing to the correct device
The service identifier can be used by the terminating network in order to route messages to the UEs registered for that service in the case that multiple UEs have registered with a common Public user identifier.
· Charging
The service identifier can allow for charging based on the service requested, not just the media used.
Terminating Terminal

The terminating terminal needs to understand the service in order to apply the correct procedures for the service.  Basically, the correct user agent needs to be identified he terminating message.

Relations to Presence
Within the OMA presence, the presence attributes are also used to identify a service as part of the presence tuple.  For example, the following service-id is applied for PoC “<ot:service-id>org.openmobilealliance:PoC-Session</ot:service-id>”.  Co-ordination between the identifier that is used in the presence document and the service identifier to be used in the SIP signalling is required.

Other considerations

The need of a service identifier for operator interconnect is dependant upon whether the inter-operator agreements would be based upon the use of the enabler or the use of a service.

In the same way that the identification of the correct policy to apply is dependant upon the identification of the service, there may be a dependence on the service identifier in order to identify the correct QoS to apply.

There are some services whereby the network provides only reachability and authentication. Peer-to-peer gaming may be such an example.  For such services, the definition of a default service could be important.

The service identifier can also be of benefit in a multi-device scenario.  In the case that a user has multiple devices, and not all services are supported on the same devices, the inclusion of the supported “services” in the REGISTER method would enable the network to steer a terminating request to the correct user device.

Consideration has to be given to the detection of fraud when applying the service identifier (i.e. hacked terminals attempting to use the service without including the service identifier).

Existing Service Identifiers
When developing PoC, OMA foresaw the need of a service identifier for PoC and chose to use feature tag.

SUMMARY

This contribution describes the need of a service identifier in order to identify the service being requested and used.  While it is clear that not all services are defined in 3GPP, it is 3GPPs responsibility to ensure that the enablers developed within 3GPP can be used for multiple services, and that these services can co-exist.  As such, it is the responsibility of 3GPP to provide a framework for the correct identification of services and describe the principles to allow for the co-existance of multiple services.  This is of particular importance now that multiple standardisation committees are making use of the IMS enablers, a service identifier can allow the different standardisation committees to operate independently without the risk that the defined procedures will interact in a negative manner.

While PoC has started to utilise the feature tag defined as part of the user preferences procedures.  Further analysis is required in order to determine whether to continue to utilise the feature tag, or to create a separate service identifier.

PROPOSAL

If the need for a service identifier is accepted, then it is proposed to create a change request against TS 23.228 describing the means that the telecommunication community can uniquely identify the services.  Such a change request could be based on the following text:

x.x.x Identification of services

A service is provided via the use  of the IMS enablers.  Each  service shall be identified by a service identifier.  The service identifier shall be included in the relevant SIP methods which create a new SIP dialogue.

The service identifier shall have the following characteristics

· The service identifier shall be able to  uniquely identify a service.

· The service identifier shall enable the routing of a terminating request to the correct end user and allow selection of correct end user device when multiple user devices are registered 

· When multiple devices are registered for the same user, the specific device shall provide necessary applicability information about the service identifiers supported for each device.

· The service identifier shall enable the invocation of the correct logic in the terminating device.

· The service identifier shall enable the invocation of the correct application server when an application server is required for the service







