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1 Introduction
In the implementation of CSI, there are some issues which should be considered for the capability exchange. 

2 Discussions
In some cases, the current capability exchange mechanism does not work well.
Case 1:
As the capability exchange is based on the Public User Identity rather than the terminal itself, if a Public User Identity is shared by multiple Private User Identities, the receiving UE can not know which UE the received capability information is related to. Similarly during the session establishment procedure, the UE can not decide whether a CS bearer should be established based on multiple sets of capability information for the same Public User Identity.
If only one UE which shares the Public User Identity with other UEs is CSI capable, then during the capability exchange this UE can be distinguished from others by detecting the CSI indication. However this is not common. Also during the session establishment procedure, the UE can not know whether the peer is the CSI capable one.
In the IMS2, the UEs sharing the same Public User Identity can distinguish each other by the Private User Identity. However the Private User Identity is security related information, and it is not appropriated to be exchanged as UE capability information.

Case 2:
In the current implementation of capability exchange, it is not considered that the user may change his terminal at any time, which causes the stored capability in the peer endpoint is out-of-date. Now there is no mechanism for the peer to be notified of this, and the peer will still use the out-of-dated capability information to make decision that a new bearer is to be established, which increases the probability of failure.
Periodical update of capability information can solve this problem in some degree, but it can not solve this problem completely and increases the process burden of related network entities. For example, considering the terminal of peer endpoint is switched off.
2 Proposals

Based on the analysis, the capability exchange function should be improved to solve the mentioned problems by adding a device identifier in the (SIP) messages for capability exchange.
In the sharing IMPU case, the originating UE can send capability information to the peer with not only the IMPU but also the device identifier of itself. The receiving UE will store the capability information based on the IMPU and the device identifier. In the same way, both the endpoints will store the capability information of the peer with both the IMPU and the device identifier related. During the subsequent service interactions, all the UEs involved should carry the device identifier of itself in the messages, and the peer endpoint will know which terminal is communicating with and what decision should make.
In the terminal change case, it is similar with the sharing IMPU case. By adding a device identifier in the capability exchange procedure, both the endpoints will store the capability information based on the IMPU and the device identifier. If one user changes his terminal, during the next time he initiates a session with the peer, the peer will know this by matching device identifier locally and decide to initiate a new capability exchange procedure. In such a way, it is ensured that the change of terminal will be known immediately by the peer when establishment of a new bearer is needed.
3 Decisions
In TS 23.279 subclause 7.2.2, add the device identifier as one element in the UE capability information for CSI capability exchange.
*** Proposed change in TS 23.279 ***

7.2.2
UE Capability Information

The UE capability information provides the means to determine the set of services that can be successfully invoked between two users. 
Release 5 specifications already provide the capability for UEs to use IMS to exchange information about:

-
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

-
Media format parameters for supported IMS media types (codecs, media file formats etc.).

-
MSISDN and preferred SIP URI for the UE sending the UE capability information
-  Device Identifier which is used by the UE to identify a terminal.
Editor’s Note: Additionally, in order to cater for CSI the UE capability information below would be useful, but require further standardisation and is FFS.

-
Combinational Service indication

-
CS voice call capability

-
CS video telephony capability

-
MMS capabilities
The UE capability information is exchanged between the calling party and the called party. The UE may cache the retrieved capabilities for a certain amount of time, and may refresh its cache in a periodic manner. 

Note: 
due to varying radio environments (e.g. DTM/non-DTM, etc…) a UE capability exchange has the best success rate when performed outside of any other service, i.e. when no other CS/PS/IMS service is currently invoked.

The information flows for exchanging UE capabilities are shown in subclause 8.2.
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