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1. Introduction
This contribution proposes some architectural requirements on Quality of Service.
2. Discussion

SA1 completed feasibility study on AIPN and TR 22.978 was approved in last SA plenary meeting. TR 22.978, section 5.1.1.12 has following sentence.

The QoS mechanisms used by an AIPN should be able to guarantee end to end QoS for a traffic flow when all network segments (including access, core network and inter-connecting networks) are able to provide the requested QoS.
In addition, section 6.2.6 has following sentences
-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 
-  Interworking between different QoS ensuring methods in the end-to-end path has to be supported.  
Further, section 6.2.6 has following sentences
Mechanisms should be available to the AIPN operator to enable AIPN congestion for the lower QoS class IP traffic to be avoided when a large amount of AIPN resource is used to handle higher QoS class traffic. A possible method to achieve this could be by using dynamic load balancing among the AIPN entities.
SA2 should study QoS for the evolved 3GPP System Architecture based on above requirements
3. Proposal

We propose following change to section 5 of TR 23.8de to reflect above discussion.

========== Start of Proposed Change ===========

5
Requirements on the Architecture
[Editors Note: This clause identifies the major requirements on the architecture that guide the architecture evolution.]
5.x Quality of Service
The QoS mechanisms of the evolved 3GPP System Architecture should be able to guarantee end to end QoS for a traffic flow when all network segments (including access system, core network and inter-connecting network) are able to provide the QoS requested by user application. Evolved 3GPP system architecture should be capable of supporting different QoS mechanisms to be used in each network segment. Interworking mechanism between the network segments shall be supported.
Operator should be able to manage congestion in the network by having flexible mechanisms to dynamically manage mixture of different QoS types of traffic in the network.

========== End of Proposed Change ============

Annex (for information)

(Excerpt from TR 22.978)
5.1.1.12
Quality of Service

-
AIPN operators should be able to guarantee QoS within their networks.

-
The QoS mechanisms used by an AIPN should be able to guarantee end to end QoS for a traffic flow when all network segments (including access, core network and inter-connecting networks) are able to provide the requested QoS.

Note:
Business agreements for QoS guarantees between the parties (e.g. operators, national- and international carriers, corporate customers) are today regularly based on static agreements. These types of agreements may need to be re-considered in order to reflect the advanced means to guarantee QoS between AIPNs.

6.2.6
Enhanced Quality of Service

Though existing 3GPP systems guarantee end-to-end QoS for a session between 3GPP systems, a similar function is also needed for AIPNs. However, within an AIPN, this functionality shall be enhanced to be enable guarantee of end-to-end QoS across a variety of different access systems. Also, it is required that the continuation of QoS provision be possible whilst moving within an AIPN including when moving across access systems during handover.

The QoS ensuring methods have to consider cost aspects. Therefore, it is very important to support a variety of QoS ensuring methods, cost effective and adapted to the operator needs. Different operators have different cost structures, i.e. multiple QoS ensuring methods may need to be supported in the end-to-end path. This may be also valid in a single operator case due to different cost structures of the different network parts.

 Recommended requirements:

-
It shall be possible to guarantee end-to-end QoS for a session between AIPNs. This includes the case where more than one network administration is involved in the provision of the end-to-end service.
-
It shall be possible to support different QoS ensuring methods within the same AIPN and between different AIPNs. 

-
Interworking between different QoS ensuring methods in the end-to-end path has to be supported.  
QoS considerations need to be taken into account in handover decisions:

-
It shall be possible for AIPN to guarantee end-to-end QoS without modification when the terminal or session moves from one access system to another, if the target access system supports the required QoS.

-
It shall be possible for AIPN to guarantee end-to-end QoS, with QoS modification, when the terminal or session moves from one access system to another, if the target access system has a QoS mechanism but can not be guaranteed to support the required QoS.

-
It should be possible for AIPN to provide mobility for a terminal or session between an access system that provides QoS and one that does not. However, in this case, seamless experience is not guaranteed, the terminal/application/user may need to be notified via some means and the network may need to adjust service setting for the session(s) accordingly to the change (e.g. charging adjustments, etc).
4.2.3.8
Progress of advanced Traffic Engineering Technologies

As the number of users accessing multimedia and data service from 3G networks will continue to increase, huge amounts of IP traffic are expected to be handled by AIPN operators. Due to the increase of the IP traffic, network bottlenecks may also appear in an AIPN operator’s IP backbone, therefore, new challenges will be faced by the AIPN to provide guaranteed QoS to end-users for different types of services (real-time, non real-time) and also ensure that the transport network resource is used efficiently. This would enable e.g. over-provisioning in IP transport network to be avoided in order to save CAPEX for AIPN operators. 

Traffic engineering technologies, e.g. MPLS, advanced QoS routing algorithms, and dynamical load balancing among network entities are potential solutions to achieve this within an AIPN.

Deductions

-
An AIPN will need to be able to guarantee QoS for different types of services (real-time, non real-time) and ensure efficient use of network resources. Traffic engineering technologies within the IP transport network may provide appropriate methods to achieve this within an AIPN.  
6.2.5.2
Ability to effectively handle a variety of different types of IP traffic

AIPN is expected to handle different types of IP traffic, real-time e.g. VoIP, non-real time e.g. Web browsing, mission critical e.g. M-Commerce. However it is not easy to predict the traffic model in an AIPN. Sometimes it will need to handle a large amount of IP traffic which requires higher QoS class traffic and less traffic for lower QoS class traffic and verse visa. This may result in a worst case scenario in which most of the AIPN resources are used to handle higher QoS class IP traffic, e.g. guaranteed services, and so lower QoS class IP traffic, e.g. best effort traffic, suffers congestion and long delays.

It is believed that even under such situations, AIPN should still be able to provide satisfactory QoS to lower QoS class traffic e.g. best effort traffic. A possible method to achieve this could be to use dynamical load balancing mechanisms in the AIPN to control the load in the AIPN entities in term of handling different type of traffic class according to the actual traffic model in real time. 

-
AIPN shall be able to support different levels of QoS according the type of the IP traffic. 

-
Mechanisms should be available to the AIPN operator to enable AIPN congestion for the lower QoS class IP traffic to be avoided when a large amount of AIPN resource is used to handle higher QoS class traffic. A possible method to achieve this could be by using dynamic load balancing among the AIPN entities.
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