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The following are proposed additional changes to 23.867 in order to implement additional material into the TR to describe changes to LCS in order to support Emergency Calls via the IMS.

***FIRST CHANGE ***

2
References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 23.002: "Network Architecture".

[2]
3GPP TS 23.060: “General Packet Radio Service (GPRS); Service description; Stage 2

[3]
3GPP TS 23.228: “IP Multimedia Subsystem (IMS); Stage 2”.

[4]
3GPP TS 23.003: "Numbering, addressing and identification".
[xx]
IETF draft “draft-ietf-geopriv-radius-lo-01.txt” 
***NEXT CHANGE ***
4

Overall architecture for IP based Emergency services

4.1

Architecture principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system.

4.1.1
Requirements for IMS Emergency Sessions

The solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions. This includes the support for cellular access network, and fixed broadband access amongst others.

3.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

4.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

5.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

7.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

8.
It must be possible to reject requests of an UE without UICC to establish bearer resources and attempts to make emergency sessions in networks where UICC-less emergency calls are not to be supported.

9.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the visited network and provided without interaction with a “Home” network in a roaming case, whether or not the UE is registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.

10.
If an emergency session establishment request is routed via a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers may be connected to the CS domain, PS domain or any other packet network.

12.
Emergency centres shall be able to call back the user.

13. If supported, the visited network may download emergency numbers to the UE, using, for example, procedures as described in TS 24.008 or other procedures provided by the used access network, in order to ensure that local emergency numbers are known to the UE.  

14. For GPRS access a globally dedicated APN shall be used to indicate emergency access to PS domain.

15. The IMS core network shall be able to transport information on the location of the subscriber.

16. It must be possible to use location information to route the call to an emergency center, subject to national regulation.
Editor’s note: The need to authenticate and validate the used identifiers in the case that a UICC is used requires further study.
Editor’s note: The need for the IMS to retrieve location information from the access network (e.g. fixed broadband access) is for further study.

***NEXT CHANGE ***
4.2

Architectural considerations

Editor's note: This clause is planned to cover a possible analysis of placement of S-CSCF and GGSN, possible analysis of how to handle UICC-less access for the whole system, location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.

4.2.1
Emergency Calls in absence of UICC

The following two subchapters describe two different options on how Emergency calls can be performed in absence of a UICC. The intention is to evaluate the two options and recommend one solution.

4.2.1.2
Emergency Calls in absence of UICC – use of IMEI

When the UICC is not present or the UICC is not valid, the ME shall identify itself by the IMEI in the same way as for set up of emergency calls over the CS domain. 

Note:
A UICC that is not valid is a UICC that in spite of being inserted is blocked for use, e.g. due to attempted accessed by a wrong pin-code or lack of roaming agreements.

As neither authentication nor ciphering functionality can be performed there is no need to communicate with any HSS. After successful attach, the mobile shall continue with emergency session establishment.  For a detailed GPRS call procedure, see chapter 6.3.

The above ensures that the existing GPRS procedures can be used without any major system impacts (including the UE).

The emergency call application determines whether the CS emergency call or the IMS emergency call shall be used. Whether the identity used for the call is IMSI or IMEI, depends on the availability of the UICC. For the network, a similar behavior is used as for emergency calls over the CS or the PS/IMS domain.
Editor's Note: The following aspects of the UICC-less case are for further study (they apply for both optons):
1. How can it be ensured that a UICC-less ME does not gain access to other services than the Emergency session access towards an EC?

2. What kind of security considerations, if any, need to be taken into account for GPRS access in case of emergency access and what are the implications on the UICC-less access?

3. How are location services provided in case of UICC-less access?

4. Is it necessary to consider a UICC-less case for IWLAN access?  If so, then there may be a need to make considerable changes to 23.234.

***NEXT CHANGE ***
4.6
LCS function


4.6.1
General Requirement for Call Routing
Some location information regarding the emergency caller is needed not only to provide to the emergency centre, it is also needed to route calls when administrations provide geographically separate emergency centres.  This functionality is needed for both GPRS-connected and IWLAN-connected UEs.
4.6.2
Location Determination for GPRS
In order to provide LCS information of a GPRS-connected UE to an emergency centre, the following procedure related to location services (LCS) may be used for emergency service.

At any time after detecting an emergency situation (i.e., after emergency Attach, Service Request for emergency, PDP context activation towards emergency APN or SRNS relocation or RAU towards a new SGSN), SGSN may initiate Packet Switched Network Induced Location Request (PS-NI-LR) procedure.

As an alternative, Packet Switched Mobile Terminated Location Request (PS-MT-LR) procedure may be used for emergency service. No change is requested to the procedure itself, except PS-MT-LR location request will be initiated by emergency services LCS client through GMLC to the SGSN. The overall LCS procedure is described in the LCS stage-2 specification, see 3GPP TS 23.271.
4.6.3
Location Determination for I-WLAN

In order to provide LCS information of a I-WLAN-connected UE, it will be necessary to incorporate IETF procedures in order to provide the location of the UE to the network.  For example, [xx] describes how location information may be supplied to the AAA server via RADIUS extensions when a WLAN-connected is authorized.  A modification of location procedures is needed in order to retrieve this location for use by emergency calls.
Since the IETF procedures allow for a civil address form of location, additional changes are needed to support that form of location.  
***NEXT CHANGE ***
4.7
High Level Procedures for IMS Emergency Services

4.7.3
Procedures for Routing Determination – GPRS 
The following information flow describes the procedure for IMS to determine routing for the emergency call.
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Steps:

1. The UE detects that an emergency number has been dialed, and requests an emergency PDP context.  

2. The SGSN responds, and includes the serving cell in the response.

3. The UE includes the serving cell in the emergency invite to the serving network’s CSCF.

4. The CSCF initiates a Network-Initiated Location Request towards the GMLC.  For the US, this also includes a request for an ESRK or ESRD, if necessary.  This is a new message for LCS, but it is similar to the location report with cell used in the US to get the ESRK/ESRD.
5. The GMLC returns the PSAP # or ESRK/ESRD for the call.  For interim routing, this might be delayed until the position is returrned to the GMLC.  Note that no other information is needed to route the call.

6. The emergency call is initiated.

7. The GMLC requests position from the serving node.

8. The serving node performs the location procedure with the RAN, and returns the location.  Note that the position is not returned to the CSCF.

9. At some later time, the PSAP requests the emergency position as occurs for a CS emergency call

10. The GMLC returns the stored position.

4.7.4
Procedures for Routing Determination – IWLAN 
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Steps:

1. The UE detects that an emergency number has been dialed, and sends an emergency invite containing the identity of the strongest neighbor cell.  N.B.: It is assumed that the UE will maintain a neighbor cell use for the case of a handover to a UMTS system (the neighbor cell would be preferred location).  If not, then the S-CSCF will have to use the civil address, and the GMLC will have to parse it to determine the PSAP #/ESRK/D.
2. The CSCF initiates a Network-Initiated Location Request towards the GMLC. In North America, this also includes a request for an ESRK or ESRD, if necessary. It also  contains the address of the AAA server as well as the (closest) serviing cell.

3. The GMLC responds with an acknowledgement, containing the PSAP number, or ESRK/ESRD (North America) to use for the call.

4. The emergency call is initiated..  Note that for IMS-equipped PSAPs, this might be the emergency invite

5. The GMLC requests position from the serving node, in this case, the AAA server.  It is assumed that the AAA server has the location as a result of the UE being authenticated.

6. The AAA server returns the location.  Note that the position is not returned to the CSCF.  This position might be in textual address form.

7. At some later time, the PSAP requests the emergency position as occurs for a CS emergency call

8. The GMLC returns the stored position.

***NEXT CHANGE ***
6

Impacts on IP-Connectivity Access Network

6.4 6.4
General Impacts on IWLAN
Impacts on the IWLAN are FFS.  To be determined are how the IWLAN-connected UE obtains the APN for an emergency call, and impacts on the AAA server.
7
General Impacts on CN
Impacts on the CN are limited to the GMLC.  It must be modified to respond to a network-initiated location request to return the appropriate PSAP routing information.  The actual location is not needed  (at least in Release 7) as it is expected that existing interfaces for the PSAP to obtain the location information will be utilised.
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