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Clause 8.3 of the TS 23.cde describes the flows for the IMS session establishment procedures into the CSI TS 23.abc.
8.3
Customer adds an IMS service to an ongoing CS Call

The following sequence diagram shows an IMS service being added to an ongoing CS call when the CSI capabilities of UE-B have not previously been cached by UE-A and are therefore exchanged during CS call setup, 
Note: The SIP session may setup any service based on IMS and normal requirements as per TS 23.228 [2] apply.
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Figure 8.3-1: User adds an IMS session to an ongoing CS call

1)
A CS call is setup with or without the optional radio capability exchange as per subclause 8.1.

2) The UE-A should initiate an IMS capability exchange as described in section 8.2. If UE-B does not receive any IMS capability exchange from UE-A within a certain time limit the UE-B should initiate the IMS capability exchange, if required. 

Note: This step is only needed when UE-A does not have the UE-B IMS capabilities cached and vice versa. 
Note: 
The IMS Capability exchange will also include the correlation between the MSISDN and the SIP URI.

3) The UE-A shall send the SIP INVITE request to the IMS Core using the address obtained during registration.  The SIP INVITE shall contain a CSI identifier.

Note:
The CSI identifier should also be added to the SIP INVITE method, because it can be used to invoke the CSI enabled application at the called party.
The IMS Core:

a. Performs IMS security procedures.

b. Checks the service trigger and invokes the service trigger:

i. If the initial filter criteria are met, then the IMS Core sends the SIP INVITE request to the IMS AS/MRFC using the address obtained from the service trigger information to ensure content based charging, selection of the correct media session profiles, etc……..

The IMS AS:

a. Verifies that the SIP INVITE does not include support for extensions that the IMS AS does not support and if that is the case continues with next step.
4)
The IMS Core (A) forwards the INVITE request to IMS Core (B)

5)
The IMS Core (B) forwards the INVITE request to UE-B

6)
The UE-B shall associate the INVITE with the ongoing CS call by using the MSISDN and SIP URI, obtained through the IMS Capability exchange procedure

7)
The UE-B invokes the correct application, if multiple applications are in use the CSI indication aids to invoke the correct application, which associates the SIP session with the ongoing call by matching the identities used in the CS call and the SIP session.  The UE-B then sends a 200 OK

8)
The IMS Core (B) forwards the 200 OK to IMS Core (A)

9)
The IMS Core (A) forwards the 200 OK to UE-A

10)
The UE-A acknowledges the 200 OK.

11)
The IMS Core (A) forwards the acknowledgement to IMS Core (B).

12)
The IMS Core (B) forwards the acknowledgement to UE-B.

13)
Media as per the session setup is sent between the two UEs.
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