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1. Introduction

It was identified in last SA2#43 that there are two possible solutions for overload protection in a network with and without Iu-flex or network sharing. The solutions are NRI specific access control barring approach and RNC redirection approach.

As opinion from RAN2, broadcasting NRIs may complicate the BCCH scheduling since the NRI information could be fairly dynamic. Therefore the RNC redirection approach would be preferred since (domain specific) access class barring can be applied when the load of the all CN nodes within the pool area is close to the congestion threshold in order to avoid chain of congestions by redirection.
2. Proposed Modification

6 
Potential Technical Solutions
The potential solutions that may satisfy the requirements in section 5, consist of two distinct approaches:

· The first one consists in extending the existing access class barring concept (section 6.1)
· The second one consists in rejecting and delaying RR/RRC or DT (re-)establishment attempts approach.(6.1.3, Annex B)

[…]
6.1.3 Domain Specific Access Control with Iu-flex or Network Sharing (requirement i, l)

In a network configuration using Iu-flex or Network Sharing, if one MSC/VLR or SGSN indicate overload situations to the RNC or the RNC detects that an MSC/VLR or SGSN is out of service, then the RNC routes initial NAS messages from UEs being served by an overloaded/failed CN node to an available non-overloaded MSC/VLR or SGSN serving the same area unless this is not possible because of missing roaming agreements in case of Network Sharing. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs.　
If the network configuration has no sufficient spare capacity or if the roaming agreements do not allow to serve UEs of an overloaded/failed node by another node the RNC/BSC rejects RR/RRC access requests of the affected UEs. As long as these access requests are repeated with the update period this does not increase BSC/RNC load compared to normal operation, i.e. an access reject should prevent any mobile originated transaction by the UE for one update period. The triggering of updates by call attempts may need to be prevented to keep the signalling traffic within the limits of periodic updating. Additionally the periodic updating timer may be increased during an overload situation. RR/RRC reject and a long wait time or a new reject cause delay the next RR/RRC request. Typically an RNC should reject a UE requesting RRC with IMSI as such a UE quite likely belongs to an overloaded node. The RNC may take into account establishment causes like emergency or priority to accept the access request and route it to an operational node. This may also be done if the IMSI indicates that the UE may be served by other CN operators, e.g. international roamers. This approach can also reject legacy UEs without impacting other nodes. However legacy UEs will perform an access any time the user starts a service.
Further specification of this functionality is needed (e.g. use of CM Service Reject with cause “IMSI unknown in VLR”from the MSC or cause 9 from the SGSN.).
If multiple or all MSC/VLR or SGSN in the pool area indicate overload, the RNC may decide to use domain specific access control. 
Alternatively to rejecting RR/RRC or initial DT messages NRI specific access control broadcast information may prevent UEs belonging to overloaded/failed nodes to access the network. This may require extensive information on system broadcast, which is problematic especially for GERAN. A consequence of this NRI specific access control is that the NRIs for a CN node need to be allocated as a contiguous block, which may make it difficult in network sharing scenarios to add or modify capacity of the individual core network operators. Legacy UEs will ignore any NRI access restriction.
Another alternative is that the RNC locally rejects or discards the Initial Direct Transfer message. Without any delaying re-attempts, this might result in RNC overload which could lead to Access Class barring for the whole RNC.

Note: a combination of re-routing and discarding initial DT may work well.
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