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	S2-050004
	LS on Cooperation on TISPAN NGN supplementary services
	N1-041946
	To: ETSI TISPAN Cc: SA1, SA2

3GPP WG CN1 thanks ETSI TISPAN for their liaison statement on Cooperation on TISPAN NGN supplementary services.

3GPP WG CN1 experts are happy to review any service specific protocol documents that ETSI TISPAN may produce, especially in order to assist with the guidelines and comments given below. Due to meeting time constraints, such review may need to occur outside the CN1 meetings themselves.

In addition to the comments made by 3GPP WG SA1 and WG SA2, we have the following guidance and comments to make:

· We would normally expect specific services to be defined using procedures at an Application Server, and with corresponding procedures at a UE. CSCF procedures are defined to support such a service platform in a generic manner, and we have made very few additions in release 6 in order to support the 3GPP defined application usages. If you require any new procedures at CSCFs, we expect them to be generic to all usage and not service specific, and to appear in 3GPP TS 24.229 (unless they impact the filter criteria in which case 3GPP TS 23.218 and 3GPP WG CN4 documents may be affected). If such requirements exist we are happy to discuss them with TISPAN. It is expected by 3GPP WG CN1 that TISPAN restricts their specifications to application that uses IMS without redefining issues that have already been defined in the IMS specs.

· We are keen to keep the SIP protocol usage as close as possible to IETF usage, and to have a single protocol definition, as represented by 3GPP TS 24.229. Any protocol additions that do not form part of the IETF work programme may need expert review in IETF, and we would certainly like to discuss such requirements for extension in 3GPP WG CN1 with a view to such protocol appearing in 3GPP TS 24.229 rather than in TISPAN specific documents.

· Several existing supplementary services can already be emulated in SIP procedures, e.g., by following IETF example internet drafts, e.g. draft-ietf-sipping-service-examples.

· Some supplementary services are not applicably to IMS with a SIP terminal. As an example, waiting call has two sets of busy. Network determined user busy, which is the only part of the ISDN service that has network signalling, is not needed as a SIP subscriber is never network determined user-busy. User-determined user busy is dealt with entirely in the terminal even in ISDN.

· Note that any service specific functionality at the MGCF falls under the responsibility of 3GPP WG CN3 (3GPP WG CN1 deals only with the generic SIP procedures at the MGCF).

Actions: None
	Noted

	S2-050005
	Reply LS on signalling compression
	N1-042016
	To: OMA POC WG  Cc: TSG_SA WG 2

1. Overall Description:

CN WG1 kindly thanks OMA POC WG for their liaison response on signalling compression. 3GPP CN1 and SA2 discussed the liaison in a joint session and are happy to provide the following answers to the issues raised by OMA POC WG.

1.1 Signalling Compression and IMS

Signalling compression takes place between the P-CSCF and the UE. Signalling compression can be initiated when the UE registers in the IMS and is terminated once the UE deregisters (see subclause 8.1.1 of TS 24.229). The same compressor and decompressor instances are used for all IMS messages from the UE for all public use identities, independently of the application (e.g. PoC). 

This means that PoC as defined in OMA cannot expect that compression is different for PoC than it is for other services when the SIP/IP core is IMS. On the other hand it means that signalling compression specified for and used in the IMS must be good enough to support the PoC requirements. 3GPP would also like to inform OMA POC that in addition to RFC 3320, a recent draft-ietf-rohc-sigcomp-sip gives additional information for the use of SigComp for SIP.

3GPP CN1 kindly asks OMA PoC WG to consider this context for the answers provided to the three issues addressed in the bullet items of the OMA liaison statement.

1.2 Ports for SIP and SigComp compression

OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify the use of separate transport ports or a common transport port for SIP and SigComp messages.

Having different ports for compressed and uncompressed messages is not an issue within IMS, as the security architecture is based on fixed ports within a security association. Further, this is not a real issue for IMS and PoC, as it is mandated that terminals and networks will support SigComp (though its use is not mandatory). Consequently a terminal can decide on the first message whether or not it is going to use SigComp and not change. If there is a need to send an uncompressed message (e.g. due to loss of sync between compressor and decompressor, or to reduce processing load) when SigComp is in use, the 'uncompressed SigComp header' can be used. This is a set of 13 well known bytes that are prepended to the SIP message to make it a SigComp message and are removed as a block at the decompressor.

1.3 Memory sizes

OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify minimum requirements for the endpoints like decompression memory size (DMS) and state memory size (SMS). 

RFC 3320 identifies a minimum of 2K for DMS and of 0K for SMS. However, 2K is not a practical minimum for DMS. Consequently 3GPP CN1 decided to recommend higher values for use of SigComp in IMS. The following values were agreed:

· DMS min 8K recommended; following a recent agreement in IETF;

· SMS min 4K mandated; this allows the compressor to be sure that it will be able to store state information, improving the efficiency of compression. 

With these values 3GPP is confident that IMS signaling compression can achieve a performance, which allows the 3GPP system to support the timing requirements for PoC. 

3GPP CN1 agreed a CR to clarify the use of SigComp in IMS.

1.4 Byte Code

OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify when the UDVM byte code should be exchanged. 

In the SigComp model, the compressor controls the decompressor. Thus, the compressor can decide when it is necessary to send the byte code. Obviously the byte code must be sent in the very first message at compartment establishment. As this is during registration it does not affect the time for receiving the RtS indication. Everything else is up to the implementation of the compressor.

Actions: None
	Noted

	S2-050006
	Reply LS on Security aspects of early IMS systems
	N1-042078
	To: SA3, CN4, SA2  Cc: T2, CN 
CN1 thanks SA3 for their LS on Security aspects of early IMS systems. A related CR in N1-041846 was presented at CN1#36 proposing an Annex to TS 24.229 related to Security aspects of early IMS systems.

There was a concern that early IMS use, if specified in normative specifications would become a permanent one. In this respect TR would serve better.

It was agreed not to add the early IMS solution stage 3 as an annex to 24.229. CN1 does not make any recommendation on whether SA3 should take the proposed text and annex it to their early IMS TR 33.878.

The text presented in CN1#36, including the outcome of discussion, is included in this liaison. 

Actions: CN1 asks TSG SA3 to take note of the text included in this liaison.


	Noted

	S2-050007
	Reply LS on MBMS information elements
	N3-040849
	To: RAN3, GERAN2 Cc: SA2, SA4, CN1, CN4, RAN2

1. Overall Description:

CN3 has received three liaison statements on MBMS information element coding from RAN3 and GERAN2: 
· RAN3: R3-041407 (LS on MBMS Information Element coding), 

· GERAN2: GP-042909 (LS on GERAN Assumptions on common MBMS Information Elements),  

· RAN3: R3-041648 (LS on MBMS Information Elements over Iu interface), 

asking CN3’s view on the coding of certain information elements. 

The questions addressed to CN3 and answers from CN3:

Questions from R3-041407: 

MBMS Session Duration

· Should it indicate MBMS session that could last for more than a day?

· Should it have an “infinite” value that would correspond to very long MBMS session for which the session stop is difficult to predict.

CN3’s answer: 

CN3 regards the question about the session duration as a service related issue and has no preference for it.

Questions from GP-042909: 

Is the GERAN2 assumption of 3GPP TS 26.346 & 3GPP TS 29.061 as the locations for the common MBMS Information Elements correct?

CN3’s answer: 

CN3 has defined Gmb interface related information elements in TS 29.061. 

The MBMS Session Duration defines the duration of the MBMS Session. The length of the data in the MBMS Session Duration information element is 5 bits.

Is the GERAN2 assumption of the definition and length of the MBMS Session Duration information element correct?

CN3’s answer: 

The MBMS-Session-Duration indicates the estimated duration of the MBMS session (MBMS service data transmission). The MBMS-Session-Duration AVP used at the Gmb interface is of type Unsigned32. It indicates the time in seconds.

GERAN2 have the following working assumption of the definition the MBMS Service Area Identity List information element:

· The MBMS Service Area Identity List identifies the MBMS Service Areas Identities for the MBMS Service Areas where the MBMS Service should be activated. 

GERAN2 have the following working assumption of the maximum number of MBMS Service Area Identities that can be defined in the BM-SC:

· The maximum number of MBMS Service Area Identities that can be defined in the BM-SC are 65536.
This gives that the length of the MBMS Service Area Identity is 16 bits (2 octets).


GERAN2 have the following working assumption of the number of MBMS Service Areas that can be sent in a MBMS Service Area Identity List:

· The minimum number of MBMS Service Area Identities that can be sent in a MBMS Service Area Identity List is 1.

· The maximum number of MBMS Service Area Identities that can be sent in a MBMS Service Area Identity List are 256.

Is the GERAN2 assumption of the definition, length and number of MBMS Service Area Identities in the MBMS Service Area Identity List information element correct?
CN3’s answer:  
CN3 regards the questions about the length and maximum number of service area codes as a service and architecture related issue and has no preference for it. 

Questions from R3-041648:

MBMS Session Duration (optional IE in SESSION START message)
This IE defines the duration of the MBMS Session. It should be set in BM-SC and should be useful information for RAN. In previous RAN3 LS to CN3 and SA2 on MBMS Information Element coding (R3-041407), RAN3 asked whether the MBMS Session could last for more than a day and whether the MBMS Session Duration could have an “infinite” value that would correspond to very long MBMS session for which the session stop is difficult to predict. The proposed coding in MBMS RANAP draft CR is as follows:

MBMS Session Duration

M

>Seconds
M

INTEGER (0..86399)

The value represents the estimated elapsed time in seconds corresponding to the duration of the MBMS Session. See [23.246]

>Day

O

INTEGER (1..8)
The value represents number of days in addition to the duration in seconds of the MBMS Session.

	► RAN3 would like to ask SA2 and CN3 to confirm the RAN3 current coding of MBMS Session Duration IE.
CN3’s answer: 

In the current CN3 specification (TS29.061) the MBMS-Session-Duration AVP used at the Gmb interface is of type Unsigned32. It indicates the time in seconds. 
MBMS Service Area (MBMS Service Area Code list, mandatory IE in SESSION START message)
The MBMS Service Area IE consists of a list of one or several MBMS Service Area Identities where each MBMS Service Area represents one or more cells, in which the MBMS Service should be available.
As discussed in earlier LSes, the MBMS Service Area is set in BM-SC and the mapping between MBMS Service Area Codes and cells is configured in every relevant RAN nodes via O&M with the assumption that accordingly all cells corresponding to a MBMS Service Area Code (except for the specific MBMS Service Area Code with value 0, see below) are MBMS capable. A cell may be mapped to one or several MBMS Service Area Codes. The MBMS Service Area Code shall be globally unique. If no mapping is configured for a certain MBMS Service Area Code in RNC, it shall simply ignore it.

In previous RAN3 LS to CN3 and SA2 on MBMS Information Element coding (R3-041407), RAN3 informed SA2 and CN3 about RAN3 agreement to have a special MBMS Service Area code point (e.g. 0) indicating to the RNC that all its cells are part of the MBMS Service Area.

A MBMS Service Area Code could be coded in RANAP as INTEGER.

► RAN3 would like to ask SA2 and CN3 to confirm GERAN suggestions about the maximum number of MBMS Service Area Codes that can be defined in the BM-SC (65536) and the maximum number of MBMS Service Area Codes that can be indicated for a given MBMS Service Area (256).

CN3’s answer: 

CN3 has no preferences for the maximum numbers of MBMS Service Area Codes. In the current CN3 specification (TS29.061) the MBMS-Service-Area AVP used at the Gmb interface is of type OctetString.
TMGI (mandatory IE in many MBMS messages)

The TMGI uniquely identifies the MBMS Bearer Service. Although it is common MBMS IE for BM-SC, GGSN, SGSN, RAN and UE, RAN3 do not plan to have it as container as the RNC needs to understand the PLMN-ID part of the TMGI (e.g. in Rel-6 network sharing scenario).

► RAN3 would like to ask SA2 and CN3 to confirm the final coding for the TMGI i.e. whether Service ID part should remain OCTET STRING (SIZE (3)).

CN3’s answer: 

CN3 has aligned its Gmb interface specification to the TMGI being an octet string. Otherwise CN3 has no preference for the coding of PLMN-ID. 

Actions: None
	FW to MBMS DG

	S2-050008
	LS on Interactions between FBC and SBLP
	N3-040867
	To: SA2

CN3 has discussed implications of the simultaneous application of FBC and SBLP for a single AF session and would like to seek related clarifications from SA2:

1. Is the simultaneous application of FBC and SBLP for a single AF session in the scope of Rel.6?

2. Does the GGSN need to apply special procedures if both SBLP and FBC are used simultaneously for a single PDP context? For instance:

· How is it avoided that IP flows are charged, although the corresponding SBLP gates are disabled and the flows will therefore be discarded?

· Shall the GGSN supply SBLP filter information and/or SBLP binding information over the Gx interface instead of TFT filters, which are not available in this scenario?

3. FBC and SBLP applied simultaneously may either be controlled by a PDF/CRF combined in a single physical entity or by a PDF and a CRF in two physical entities that do not directly interact with each other. Are both scenarios in scope of Rel-6?

4. For the scenario where the PDF and CRF are separate, CN3 discussed as a possible solution for an optimal binding at the CRF that the AF forwards the SBLP authorization token received from the PDF towards the CRF via the Rx interface. The binding information would also be supplied via the Gx interface.

· Is a transport of the SBLP authorization token over the Rx interface from the AF towards the CRF required in Rel-6?

· Shall the AF forward an authorization token received from the PDF towards the CRF?

· Shall the CRF be able to support a fine granularity of binding using the authorization token?

5. One could also imagine scenarios where one AF requests SBLP authorization and another AF requests FBC to be applied for a single AF session. For instance, for a single IMS session the P-CSCF may interact with the PDF for SBLP and a distinct AF may interact with the CRF for FBC. Are such scenarios in scope of Rel-6?

6. CN3 is aware of some related information provided for the IMS case in informative Annex B of TS 23.125. Does SA2 consider this Annex to be mature enough to be used in stage 3 work for Rel.6?

7. Has SA2 undertaken additional work on the simultaneous application of FBC and SBLP?
CN3 would welcome any further information SA2 can provide.

Actions to SA2: CN3 kindly asks SA2 to answer the above questions.
	FW to FBC DG

	S2-050009
	LS on completion of network initiated SCUDIF support
	N3-040868
	To: RAN3 Cc: CN4, CN1, SA2

CN3 would like to thank RAN3 for their LS from RAN3 #44 in R3-041408, and inform RAN3 that the LS and its attachments were reviewed at CN3 #34. A related CN3 CR in N3-040729 had been provided to the CN3, but the group could not agree on the proposed solution at this time.

CN3 would like to study the issue further and also evaluate other possible solutions, e.g. UE based approach. As such, CN3 requests RAN3 to put any proposed related CRs on hold to allow CN,3 who is the stage 2 owner, more time for further studies.

During the CN3 discussion, a question was raised to the proposed RAN3 solution. CN3 would appreciate to know why the current "RAB negotiation" functionality cannot be used for this purpose. Would that not exclude the need for a new flag, as "Alternative Guaranteed Bit Rate Information" can be used as the enabler for the RNC to be allowed to request downgrade/upgrade of the RAB.  

Actions To RAN3: CN3 asks RAN3 to kindly answer the question above and put any related RAN3 CRs on hold until further notice.
	Noted

	S2-050010
	LS on Cooperation on TISPAN NGN supplementary services
	N3-040872
	To: ETSI TISPAN Cc: SA1, SA2, CN1, CN4

3GPP WG CN3 thanks ETSI TISPAN for their liaison statement on Cooperation on TISPAN NGN supplementary services.

CN3 has the following comments to make:

· 3GPP CN 3 is responsible for interworking of the 3GPP system and external networks. In particular, CN3 has developed TS 29.163, which defines the interworking between ISUP/BICC and IMS.   

· In Release 6 of TS 29.163  the interworking is already defined for a number of supplementary services as Calling line presentation, Calling line restriction, Connected line presentation, Connected line restriction and Call hold. 

· .

· Regarding the other supplementary services defined in your LS we feel that some of them may be  subject for interworking at the MGCF and IM-MGW , e.g.  the call forwarding services. However, we also feel that some of the supplementary services may be local to IMS, as advice of charge. As we understand the supplementary services mentioned in your LS are already defined in PSTN/ISDN/PLMN. However, the same type of definitions does not exist for IMS. We therefore see a need for some documentation that defines which information flows the MGCF shall interwork to the CS domain. CN3 expects that ETSI TISPAN develops these information flows.   

· We also assume that these information flows is also reviewed by 3GPP CN1.

· Therefore, CN3 welcomes input to develop the interworking for the concerned supplementary services.             

Actions: None
	Noted

	S2-050011
	Reply LS on MBMS Information Elements over Iu interface
	N4-041690
	To: RAN3 Cc: SA2, SA4, CN1, CN3, RAN2, GERAN2

CN4 thanks RAN3 for their LS on MBMS Information Elements over the Iu interface. In the LS, CN4 identified only the following question directed to them:

IP Multicast Address and APN

These IEs should remain transparent in RAN. Thus they should be coded in RANAP as transparent container i.e. OCTET STRING.

► RAN3 would [like] to ask CN1 and CN4 whether these IEs have fixed length and where their coding is described.

There is currently no explicit definition of the IP Multicast Address within CN4 specifications. However, it is believed by CN4 that this address takes on the structure of a standard IP address but uses reserved values. Therefore, an IPv4 address, which uses 32‑bit addressing, is 4 octets in length and an IPv6 address, which uses 128‑bit addressing, is 16 octets in length. For more information on IP addresses, see 3GPP TS 23.003 – clause 3.7 and 3.8, for IPv4 and IPv6 (respectively).

The Access Point Name (APN) is defined in the CN4 specification of 3GPP TS 23.003 – clause 9. It's length varies but is defined to be between 1 and 255 characters/octets.

Actions: CN4 kindly asks RAN3 to note the above answer from CN4.
	Noted

	S2-050012
	LS on IMS registration state stored at the HSS
	N4-041617
	To:
SA2
1. Overall Description:

CN4 would like to thank SA2 for their LS detailing the two options that SA2 have considered for the storage of registration state for shared Public User Identities in the HSS.  In the LS, CN4 were asked to consider the impacts of the two proposals on Cx and Sh interface specifications, and also to propose any alternatives that might be applicable.  The required analysis and suggestions are included in this reply LS.

First, the two proposals included in the LS to CN4 are analysed.

A) The HSS stores only the registration state of each Public User Identity

This alternative would imply little impact on the majority of the Cx specification and would have no additional impact on the Sh interface over any other solution (although note that Sh interface is discussed further below).  However, the Cx interface Registration-Termination-Request (RTR) command would require significant modification.  The RTR can be performed to terminate the registration of a specific Private User Identity, and as a result of the Termination, all Public User Identities associated with the identified Private User Identity are deregistered as well.  If two or more Private User Identities associated with a shared Public User Identity are registered, and one of these Private User Identities is the subject of an RTR, the result would be that the shared Public User Identity would also be deregistered, leaving the other Private User Identities associated with the shared Public User Identity without access to service for that Public User Identity.  The problem is magnified if one of the Private User Identities remaining had the shared Public Identity as the only public identity registered against, since the Private User Identity then becomes completely deregistered and with no server assigned. This would take place under current specification because the HSS has no record of the number of registered Private User Identities associated with the shared Public User Identity.  

If the Public User Identity is subsequently registered by a further Private User Identity, then upon receiving the User-Authentication-Request for the Public User Identity from the I-CSCF, when the HSS checks the Registration Status of the Public User Identity, the HSS will find it to be Not Registered and return the S-CSCF capability set for that Identity. This problem is seen as significant by CN4

B) The HSS stores the registration state of each valid Public/Private User Identity pair

This alternative would imply a considerable impact on the Cx specifications in terms of the description of the call processing associated with all Cx interface commands.  Initial attempts to draft CR’s to the Cx interface specifications to implement this change (which was initially CN4’s preference when discussed on e-mail) have proved to be both extensive and contentious.  The significant issue has been that, with the exception of the RTR command (discussed above), all other Cx commands operate without any dependence on the Private User Identity registration state and so the extensive modification would not be required if only Public User Identity status were recorded.  It is also likely that this solution would have some impact at least on the descriptions of the Sh interface and may also have impacts with regard to how results for requests for Location and Registration Status on the Sh interface from an AS to an HSS would be processed (as mentioned above, Sh interface is further discussed below.  This proposal does not result in a technical problem in Cx, unlike proposal A.

Whilst CN4 appreciates the direction and options that SA2 is suggesting, CN4 believes that the structure of data and storage of that data related to Registration state (regardless of the related User Identity type it is associated with) is in fact internal to an HSS, and as such is not within the scope of 3GPP specification.  Therefore, the question asked by SA2 and the decision that SA2 is intending to take is out of scope of 3GPP and is in fact an implementation detail for HSS manufacturers to determine within their own product.  CN4 notes that there are modifications required for the Cx interface to take into account checks that should be performed in an HSS under deregistration (as highlighted in the consideration of option A), and will work towards completing this, but CN4 does not believe that the mandate or recommendation of storage structure of registration states can be made – only a requirement to make sure that the HSS checks that the status of a shared Public User Identity is not incorrectly stored (under whatever structure an HSS implements) can be included in Cx interface specification.

Therefore, CN4 recommends that neither Option A or B is adopted, and further recommends that the structure of data stored in the HSS remains outside of 3GPP scope.  All that 3GPP can require is that the data is stored in a way that allows required functionality to be supported.

Impact of shared Public User Identities on the Sh interface

Discussion of the Sh interfaces is separated from the other considerations because the impact is roughly equivalent regardless of the Proposal chosen.  Sh interface is used to communicate various information from the HSS to the AS including registration state.  When the information requested is for a shared Public User Identity, it is difficult to determine what the Sh interface should return to the AS.  Under proposal A, a single registration status would be returned (which would seem correct) but under proposal B, a list of registration statuses would be returned – one for each Public/Private pair.

It seems to CN4 that the Sh interface may need to support the reporting of multiple results for certain information regardless of the proposal chosen, but these impacts extend beyond just the registration state. 

One example considered by CN4 was where a shared Public User Identity may be the key used to obtain Location Information held by the HSS. Multiple locations would be provided to the AS for a Public ID that was shared amongst several Private User Ids e.g. A family Public User ID. How these would be identified and used by a Rel-6 application is not known but in a Rel-5 application where the Private to Public User Identity mapping is one to one, only one location is ever returned and so the application would be able to use that returned single location easily.

Conclusions

CN4 concludes that neither option A or B can be recommended and further that no requirement on the structure of the storage of data in the HSS can be enforced.  CN4 notes that the Cx and Sh interface procedures described in 29.228 and 29.328 need to be thoroughly reviewed to include consideration of shared Public User Identities, but this review will also not place requirements on how registration information is stored and structured in the HSS.

Actions: to SA2: CN4 asks SA2 to take note of the recommendation given by CN4 that the storage and structure of data within an HSS is outside of the scope of 3GPP specification when deciding if a method for storing registration states associated with Public User Identities that are shared by multiple Private User Identities should be enforced.
	Open - Handle on agenda item 6.2 (IMS)

	S2-050013
	LS on Impact of Shared Public User Identities on the Sh Interface
	N4-041698
	To: SA2; SA5

1. Overall Description:

In Release 6, the introduction of the possibility for multiple IMS Private User Identities to register a single IMS Public User Identity has been introduced.  As a result, this has impacted the Sh interface by inferring that multiple instances of data, that are associated to a number of Private User Identities, may be returned to the AS from the HSS when requesting data for a shared Public User Identity.  This scenario will only occur for specific data types that are associated with a Private User Identity e.g. Geographic location information, CS/PS user state.

The Sh interface currently supports only single instances of user data being accessed by the AS, and it has been brought to the attention of CN4 that a modification to incorporate multiple instances of user data across the Sh interface has implications in the AS.  The AS currently has no knowledge of Private User Identities and therefore would not be able to differentiate multiple data instances to specific users.  In this scenario the behaviour of the AS is not defined.

CN4 has also identified possible backward compatibility issues regarding the Sh interface.  For example, the behaviour is undefined for a Release 6 HSS that stores multiple instances of user data for a shared Public User Identity and how it interacts with a Release 5 AS which only supports a single instance of user data.

CN4 would like to receive guidance from SA2 as to the requirements for multiple instances of IMS user data associated with the shared Public User identity to be present in the AS.  CN4 would also like to receive guidance of required behaviour for the requirements received from SA2 and the issue of backwards compatibility.

Furthermore, it is unclear in the specifications of whether the Charging Information stored in the HSS is associated with the Private User Identity or the IMS Subscription.  As this data type may also be affected by multiple Private User Identities associated with a Shared Public User Identity, CN4 would like to receive guidance from SA2 and SA5 as to which IMS Identity the Charging Information is associated with.  

Actions to SA2, SA5: 

To provide guidance as to whether the Charging Information stored in the HSS is associated with the Private User Identity or the IMS Subscription..

Action to SA2:

1. To provide guidance as to the requirements for enabling multiple instances of user data that is associated with Private User Identities when requesting data for a Shared Public User Identity over the Sh interface. 

2. To provide guidance as to the behaviour of the AS for the requirements defined by SA2 in response to Action 1.  

3. To provide guidance as to the behaviour of the HSS regarding the backwards compatibility issue.
	Open - Handle on agenda item 6.2 (IMS)

	S2-050014
	OSA Stage 2 - A cross-releases Overview
	N5-040779
	LS postponed from Last meeting
	Open

	S2-050015
	Reply LS on AS- NAS interaction on MBMS service priorities
	R2-042704
	To: GERAN2 Cc: SA2, CN1, RAN3
RAN2 would like to thank GERAN2 for its LS on “AS-NAS interaction for MBMS”. In this LS, GERAN2 indicated that it shares RAN2 opinion concerning the interaction between the access and non-access stratum in the mobile. However, based on the following extract from the GERAN2 LS, RAN 2 doubts if the GERAN2 view is really aligned:

GERAN2 assumes that during the Notification procedure for a given MBMS service the information about the corresponding user specific service priority will be available at the MS access stratum. This enables the MS to perform a service prioritisation and to possibly stop receiving lower priority MBMS services prohibiting the MS to receive a higher priority MBMS service.

In order to ensure the model used by both groups are aligned, RAN 2 would like to clarify the model of the interaction between AS and NAS as used by RAN 2:

· UE-NAS informs UE-AS about the TMGIs of the multicast services the UE has joined as well as the broadcast services the UE is interested in.

· UE-AS is responsible for detecting service conflicts at AS- level; the inability of the UE to receive all services it is interested in due to eg. UE capability limitations (which could depend on transfer mode and RRC state), conflicting preferred frequencies.

· All service priority handling is performed by/ through NAS. Upon detecting a service conflict, UE-AS requests UE-NAS to prioritise the services. UE-NAS may initiate release of non- MBMS services and/ or request UE-AS to release some MBMS services to resolve the service conflict.

At first sight a model in which NAS not only provides the list of MBMS services but also their relative priorities seems attractive. However, RAN 2 has not adopted such a model since it considers service priorities out of the scope of the access stratum and because such a model would complicate the handling of any service prioritisation involving the user.

Actions to GERAN2: RAN2 requests GERAN2 to re- confirm whether it has adopted the same model for the interaction between UE-AS and UE-NAS as used by RAN2.
	Noted

	S2-050016
	LS on NAS signalling load at MBMS Session Start/Stop
	R2-042734
	To: SA1, SA2, CN1 Cc: RAN3, GERAN2

RAN2 have had discussions to try to understand the likelihood of uplink signalling load on the radio interface at MBMS session start and session stop. 

During the discussion it was commented that the following scenarios might occur:

1) On receiving MBMS Notification immediately following MBMS session start, a high number of UEs may access the network in order to de-activate ongoing non-MBMS services. 

2) Respectively at MBMS session stop, a high number of UEs may access the network in order to activate/re-activate non-MBMS services (especially in the PS domain). 

3) Due to the MBMS counting procedure, there will probably be a number of idle mode UEs setting up PS signalling connections simultaneously at MBMS session start.

All 3 of these scenarios may cause a higher than normal peak signalling load on the network. For scenario 3, RAN2 has defined a scheme to avoid unnecessary load at cell level by setting the probability value for UEs to respond counting and start RRC connection establishment procedure. 

As each of these events could have impact on an SGSN/MSC level as well as on RNC and cell level, RAN2 would like to understand whether there are any mechanisms at NAS level to handle the load. Or is it assumed that the Access Stratum can prevent any overload problem?

Actions:

1) RAN2 request feedback from SA1 and SA2 on whether the scenarios 1 and 3 are likely to occur in reality.
2) RAN2 request feedback from SA2 and CN1 on whether there are any NAS level mechanisms to restrict the number of UEs that initiate NAS signalling simultaneously due to non-MBMS service activation/re-activation or de-activation, 
3) RAN2 request feedback from SA2 and CN1 on whether they expect AS level mechanisms to be used to reduce peak SGSN load during MBMS counting.

	FW to MBMS DG

	S2-050017
	REPLY LS on 23.060 CR on RIM-NACC clean up
	R3-041707
	To: SA2, GERAN2, CN4 Cc: RAN2

RAN3 would like to thank GERAN2 for their LS on "23.060 CR on RIM-NACC clean up”.

Two corrections were felt necessary by RAN3:

1) With regards to the proposed “Routing via the Core Network” text in 8.1.5.2.3, RAN3 noted the following inaccurate text (underlined):

“A SGSN shall use the destination address included in each RIM PDU either to send the PDU to the relevant BSC or RNC through the Gb or Iu interface, respectively, or to tunnel the PDU towards the target SGSN parenting the destination node through the Gn interface.”
RAN3 would like to remind GERAN2 that it had adopted the RIM Routing Address concept in RANAP – as proposed by GERAN2 themselves – such that a 3G SGSN would not be required to look into a RIM BSSGP PDU i.e. it passes through a 3G SGSN without interpretation. Therefore, the sentence above only can apply to a 2G SGSN, and not to a 3G SGSN. 

Therefore, with respect to this draft NACC clean up CR, RAN3 would require some changes to be made in insuring that RAN3 principles are adhered to in advance of any subsequent CR agreement.

A proposal for the text could be:

“A 2G SGSN shall use the destination address included in each RIM PDU either to send the PDU to the relevant BSC or RNC, or to tunnel the PDU towards the target SGSN (which parents the destination node) via the Gn interface. 

A 3G SGSN however, shall use the RIM Routing Address associated with the RIM PDU in sending the PDU to the appropriate BSC/RNC, or tunnel the PDU towards the target SGSN (which parents the destination node)  via the Gn interface.”
2) In Section 8.1.5.4.1

The RIM procedures may be used to transport the NACC information between two BSSs via the core network (see 3GPP TS 48.018 [79]).

was felt incomplete and should be changed to:

The RIM procedures may be used to transport the NACC information between two BSSs or between a BSS and a RNS via the core network (see 3GPP TS 48.018 [79] and 3GPP TS25.413).

NB “NACC from UTRAN to GERAN” i.e. Inter System NACC is a feature supported from Release 6 UTRANs onwards.
Actions to SA2, GERAN2: To make an amendment to the draft CR to 23.060 such that any subsequent draft aligns with long held RAN3 principles. 
	Open

	S2-050018
	LS on provision of configuration data to a UE
	S3-040881
	To: CN1 Cc: SA2

SA3 thanks SA2 for the liaison related to provision of configuration data to a UE (S2-040947).

SA3 would like to inform that from SA3 has currently not identified any IMS related parameters that need to be provisioned. SA3 might identify parameters to be provisioned at a later stage.

Actions CN1: SA3 asks CN1 to take the response from SA3 into account. 

	Noted

	S2-050019
	LS on Control of simultaneous accesses for WLAN 3GPP IP access
	S3-041111
	To: SA2, CN1, CN4

SA3 has studied the problem of simultaneous accesses in WLAN 3GPP IP access (scenario 3). 

The purpose of the simultaneous session control in scenario 3 is to restrict (in the 3GPP home network) the connections that a certain user can have simultaneously at a certain moment. This will help to prevent potential fraud situations, for example that a user is giving access to his/her (U)SIM to several devices. These devices access the (U)SIM to get security credentials and authenticate successfully to the 3GPP home network. Thereby, with only one subscription, an unlimited number of people get access to the 3GPP network.

SA3 has concluded that a suitable mechanism to have this control in the 3GPP home network is to limit the IKEv2 security associations per W-APN that can be active at the same time. As the activation of a W-APN implies the creation of a new IKE Security Association, the 3GPP home network has to detect and limit the number of attempts of IKE Security Associations.

This is possible because the 3GPP AAA server has to be contacted when a new IKE SA is to be established. When this happens, the 3GPP AAA server will receive an EAP authentication attempt, and shall proceed checking the W-APN active flag, as follows: If the W-APN to be setup is already active, the existing IKE SA(s) for that W-APN will be deleted (the AAA server will have to point the PDG to do so). 

For this purpose, the AAA server will have to maintain an “active yes/no” flag for every subscribed W-APN. This will limit the IKE SAs per W-APN to one. SA3 does not identify any case in which more than one IKE SA per W-APN is needed.

Actions: SA3 kindly asks SA2, CN1 and CN4 to consider the mechanism described above and introduce the corresponding changes in their respective technical specifications if needed.
	FW to I-WLAN R6 DG

	S2-050020
	Response LS on Reception Acknowledgement for MBMS
	S3-041133
	To: SA4 Cc: SA5, SA2, SA1

SA3 thank SA4 for their liaison on Reception Acknowledgement.

SA4 asked SA3 two questions in your liaison. 

“SA3 are kindly asked to consider the implications of using reception reports for acknowledgement collection noting that acknowledgement collection may be used by the BM-SC to take further action.”

SA3 believe that there is no guarantee that a BM-SC will receive a reception report from a UE. This may happen for many genuine reasons as well as malicious ones. Applying integrity protection to a reception report will at least guarantee that the reception report was created by a specific UE and stop a malicious UE spoofing reception reports. It is indicated in the attachment that reception report will be contained in a HTTP POST. SA3 should be able to provide integrity protection using HTTP Digest, although the full details of this have not been studied. 

In summary it should be possible to ensure that a malicious UE can only spoof its own reception report, but no guarantee can be made that a UE will send its reception reports. 

“Further SA3 are kindly asked to consider the feasibility of extending the delivery acknowledgement mechanism for charging purposes and to report back to SA4 on whether this is possible”

The only possibility for secure charging based on a delivery acknowledgement seems to delay delivery of the appropriate key (MSK) until after the BM-SC has received the delivery acknowledgement. SA3 have not studied the impacts and complexities that such a mechanism may impose on the overall system.

Actions: SA3 ask SA4 to take their response into account when considering further work on Reception Acknowledgement

	Noted

	S2-050021
	Reply to LS on The relationship between Scenario 2 and Scenario 3 authentication procedures
	S3-041147
	To: CN4 Cc: SA2, CN1

SA3 thanks CN4 for their liaison S3-041045 on the relationship between scenario 2 and scenario 3 authentication procedures.

SA3 considers that if it was needed to tie temporary identities to the security context of the scenario where they are generated, there should exist some way to indicate it to the WLAN UE. Such mechanism doesn’t exist currently. Furthermore, the WLAN UE (and the UICC) should have to keep separate registries for the temporary identities and keys used in each scenario. However, there is no requirement of such correlation between temporary identities and scenarios.

The authentication mechanism already defined by SA3 implies that the temporary identities delivered by the AAA server are independent on the scenario where they are used. That is, if a temporary identity is issued by the AAA server in an authentication process, it can be used in the next authentication regardless it is the same scenario of the previous authentication.

Actions: None.
	FW to I-WLAN R6 DG

	S2-050022
	Reply LS on MBMS service priority handling
	S4-040771
	To: SA2 Cc: RAN2

SA4 would like to thank SA2 for their LS on MBMS service priority handling and wishes to propose an answer to the question asked. To quote from SA2 LS S2-043400:


RAN 2 has furthermore agreed that:

· Upon start of a repeated session using p-t-p transfer mode, the UE-AS rejects the transfer in case the UE application confirms the session has already been received correctly

· During a repeated session using p-t-p transfer mode, the UE-AS only discontinues reception in order to receive a higher priority service.

SA2 agrees, although SA2 would like also to ask SA4 whether they see any other reasons for the UE-AS to discontinue reception.

SA4 agrees that the scenarios proposed in the excerpt are correct, however they are not exhaustive. In addition to the scenarios detailed above, the application layer may also instruct the UE-AS to discontinue MBMS reception for many other varied reasons. Some examples could be:

· Application layer content filter triggering

· Application layer source blacklist triggering

· Specific services disabled in terminal settings

These application level functions are not currently specified by SA4 but are legitimate areas of development.

Actions to SA2: SA4 kindly ask SA2 to take account of these scenarios in their work.
	FW to MBMS DG

	S2-050023
	LS on Session Repetition
	S4-040841
	To: SA2, GERAN2, RAN3 Cc: CN1, CN3, CN4, RAN2, SA1
1. Overview 

TSG SA WG4 would like to thank TSG SA WG2, TSG GERAN WG2 and TSG RAN WG3 for their liaison regarding the repetition of MBMS sessions (S2-042917, Question 1 and 2 in GP-042909, first question in R3-041648). TSG SA WG4 has considered those LSs and has some comments. 

2. Definition of a session
SA4 understands that the terminology used in SA2, GERAN2 and RAN3 differs from the one that so far has been used in SA4 when it comes to the definition of a “session”. In SA4 the following “session” has been defined:

User session: a transport and media configuration for an extended time, e.g. a 2 hour download channel for a 2 hour football stadium service or an unbounded security software update session for such a service.

This is the generally used terminology for session in the IP context. The session identification that is discussed in the received LSs does not match the above. As far as understood by SA4, the following definition covers the concept of session as used by SA2, GERAN2 and RAN3:

Transmission Session: a short burst of content transmission over an MBMS bearer, e.g. one or two goals update to a football match service or a 1-minute news flash.
As a result the interpretation of “session_id” in the two cases is semantically different.

3. The use of Transmission Session Identifier
The LSes provide very little information on the actual need for the transmission session identifier and, from an application view, SA4 has difficulties to find use-cases for the use of a Transmission Session Identifier. All information needed to recognise a transfer of duplicated (repeated) data is already available. The application will find this information early in the user session and can use it to, as an example, stop receiving the data if it already has received correctly. This will result in extended battery life if repeated data transfer is used.

The SA4 estimate of the need for a transmission session identifier can be summarised as follows:

· Together with a TMGI it identifies a short burst of content (application data) so that an identical burst of content can be identified as identical within the MBMS notification process

· To achieve the following benefits, the principles of protocol layer encapsulation would have to be broken:

· It enables UEs to opt out of receiving that burst of content a second (or further) time – should previous reception have been satisfactory to the UE – without leaving/deactivating the multicast group/bearer

· For multicast mode, opted out UEs would not signal the RAN/GERAN and so a better informed ptp or ptm decision can be made based on counting

· This might offer power saving for UEs as they are less inclined to go active and then quickly idle after finding that they already have the content transmitted in that burst

· The technique is only applicable to MBMS download and not to streaming

· Apart from all streaming user sessions, some download user sessions would not gain any benefit from this scheme, so the use of the “transmission session identifier” should be optional. SA4 would like to know if this assumption is correct or not.

· The burst (transmission session) should contain well-bounded content (i.e. part of a file in one transmission session and part in another breaks the whole model)

· The concept of “identical content” includes both bit-by-bit identical and semantically identical – the latter could be the case where FEC redundancy provides alternative data which is of equal value to another burst with the same transmission session identifier

· The transmission session identifier would be cyclically allocated and time (and other) limits on reallocation of the same number would need specifying (we assume SA4 is requested to do this)

· The BM-SC would be required to:

· Fragment user sessions into content bursts and label each with a “transmission session identifier” and decide on reallocation on identifier numbers

· Maintain the TGMI and transmission session identifier allocation state over a fixed time per TMGI/session_id pair

· Maintain context of each TMGI/session_id pair for that time (context = record of content data sent for the burst)

· When used, the BM-SC will describe the “transmission session identifier” (along with the TMGI) in its Gmb signalling

· The UE would be required to:

· Signal from radio to application that this data belongs to a certain (TMGI, transmission_session_id) pair

· Signal from application to radio that a certain (TMGI, transmission_session_id) pair has been correctly received

· Maintain the TGMI and transmission session identifier reception status state over a fixed time per TMGI/id pair (at radio level)

It is uncertain from the LSes whether progressive/additive transmission sessions are allowed or not allowed. (Such a transmission session – with its own id – might not provide sufficient data for complete burst reception in each and every burst, so that several transmission session slots would be required before all the files of the burst of possible to completely receive. And after the minimum number of bursts, additional ones would also be possible). Since it is the responsibility of the UE application layer to inform the radio that the (TMGI, transmission_session_id) reception is complete, there does not seem to be any reason to prevent use of this feature.

As requested in the LSes, SA4 will include a definition of transport session identifier format in TS. 26.346. The proposal to have the transport of this transport session identifier defined in TS 29.061 by CN3 is supported by SA4.
SA4 is not able to give a definite answer on the required size needed for a session_id. One octet might be enough and RAN3/GERAN2 could use this as a fist estimate of the size needed. However RAN3 and GERAN2 should be aware that SA4 might determine that two octets are necessary after further studies.  A final decision on the size of session_id will be taken at SA4#34. If there are other limitations in the session_id size (e.g. imposed by limitations in radio resources, etc.), SA4 would like to be informed on such limitations.

Actions To: SA2, GERAN2, RAN3: SA4 kindly ask SA2, GERAN2 and RAN3 to consider the information above, answer the open questions and explain any errors in SA4’s description of the technique.
	FW to MBMS DG

	S2-050024
	LS on Application Charging ID for PoC
	S5-044780
	To: SA2, CN1 Cc: OMA PoC, 3GPP/OMA Co-ordinator, SHARP Iain

SA5 has considered the request from OMA PoC for an Application charging ID (ACID) to allow correlation of charging records (S5-044662 / OMA-POC-2004-0768R1).  

SA5 has concluded that the OMA PoC requirement can be supported using ACID as defined in Annex A of SA5’s TS 32.260.  SA5 is in the process of making the text in ACID normative for Release 6.  
To complete the support for ACID, SA5 kindly request that SA2 and CN1 ensure that ACID can be signalled between Network Elements.
Actions to SA2, CN1: 

SA5 asks SA2 and CN1 groups to include support for the Application Charging ID (ACID) within Release 6.  

If SA2 and CN1 find that this is not possible, SA5 asks that they inform SA5 and OMA PoC as soon as possible.

	Open - Handle on agenda item 6.3 (POC)

	S2-050025
	Reply LS on Reception Acknowledgement for MBMS Charging
	S5-044786
	To: SA4 Cc: SA1, SA2, SA3.
SA5 thanks SA4 for its liaison on the possibility of using delivery acknowledgements for MBMS charging purposes. The LS has been discussed in SA5 SWGB (Charging Management).
SA5 wishes to inform SA4 that a new Rel-6 SA5 Work Task for MBMS Charging has been agreed at SA5#40 and will be submitted to SA#26 for Approval in Dec 2004 (Jun 2006 is the target SA approval of TS 32.273). 
SA5 SWGB will consider the use of delivery acknowledgements during the creation of the new Rel-6 MBMS Charging specification TS 32.273. 
Feedback on charging options for MBMS will be provided to SA4 and other interested parties when the first stable draft of TS 32.273 is available; after SA5 #41 in Jan 2005.
Actions: None.
	Noted

	S2-050026
	Reply to TISPAN on Workshop on “IMS over Fixed Access”
	SP-040929
	To: ETSI TISPAN Cc: ATIS, CN, SA1, SA2, SA3, CN1, CN3, CN4, 

3GPP TSG SA would like to thank ETSI TISPAN for the LS (SP-040869/05TD063) that proposes a second WS on “IMS over fixed access”. 3GPP supports the proposed WS and the preferred dates of March 30-31, 2005. 

3GPP would like to ensure that the invitation is open to participants from all 3GPP OPs.

3GPP notes that even if CN1 and SA2 expert participation is requested, companies will send experts as they see appropriate.

3GPP also ask ETSI TISPAN to note that a workshop is not binding on the parent bodies; hence, agreements made at the WS will need endorsement in the parent bodies.

Actions 

To SA2: 3GPP requests the 3GPP TSG SA WG2 management to organise such a workshop in conjunction with ETSI TISPAN and 3GPP OPs.

To ETSI TISPAN:  3GPP asks ETSI TISPAN endorse the workshop and take note of the considerations above. 

	Open

	S2-050027
	LS on 23.060 CR on RIM-NACC clean up
	GP-042886
	To: SA2, RAN3, CN4 Cc: RAN2

GERAN2 has now completed the considerable reworking of the TS 48.018 specifications about RIM and RIM applications from Rel-5 upwards. Additionally the support of RIM between GERAN and UTRAN is introduced in Rel-5 accordingly to previous LS´s exchanged between RAN3 and GERAN2.

GERAN2 has also prepared 2 draft CR to TS 23.060 in order to align the stage 2 and stage 3 specifications. GERAN2 kindly ask CN4, RAN3 and SA2 to check the proposed changes, particularly those subclauses related to the interworking between GERAN and UTRAN, and SA2 to endorse these CRs.

Actions to SA2, RAN3, CN4 : To check the proposed changes and endorse the attached CRs.
	Open

	S2-050028
	LS on a new Enhanced NSAPI IE for MBMS
	N1-042125
	To: SA2, RAN2, RAN3, CN4
CN1 would like to thank SA2 for their LS regarding the MBMS NSAPI and the need to have many simultaneously active MBMS services.

CN1 has analysed the problem and decided on a solution that covers the Iu mode point-to-point (ptp) transfer case. The UTRAN and GERAN point-to-multipoint transfer mode cases doesn’t present this problem that was initially brought up by SA2.

In short, the solution means that 128 values are defined in a new Enhanced NSAPI IE to be used exclusively for MBMS. It should be noted that this solution gives the restriction that a maximum of 128 MBMS contexts can be active at the same time. The intention is that the UE allocates an NSAPI whenever an MBMS service is activated through the existing MBMS Context Activation procedure. For further information please refer to the attached agreed CR.

Actions to SA2, RAN2, RAN3 and CN4: 

Above WGs are asked to take note of the decision in CN1 and update their specifications accordingly if needed.
	FW to MBMS DG

	S2-050029
	Reply LS on parameter storage for I-WLAN
	N4-041573
	To: SA2

CN4 thank SA2 for their LS on parameter storage for I-WLAN. CN4 would like to inform SA2 that the attached CR was agreed for incorporation into 23.008. This CR details the information elements stored in the logical network elements defined in the WLAN-IW architecture. CN4 would like to take this opportunity to advise SA2 to remove overlapping descriptions in SA2 documentation, and rather reference the 23.008 specification. In CN4’s opinion, this avoids the potential problem of conflicting stage 2 and stage 3 specifications

Actions: CN4 advise SA2 to remove overlapping descriptions in SA2 documentation, and rather reference the 23.008 specification. 


	FW to I-WLAN R6 DG

	S2-050030
	LS on GUP WID Update
	N4-041620
	To: SA1 Cc: SA2, CN

CN4 thanks SA1 for their LS (S1-040977 revised after e-mail approval) and the attached updated GUP Work Item Description. 

CN4 have updated aspects of the GUP WID that are pertinent to CN4 at CN4#25 and have endorsed the changes made by SA1.

CN4 have decided that TS 24.241, the Framework template may now be more relevant to a later release and so it becomes not applicable for the current WID but will be considered for a possible later GUP phase 2 WID. CN4 also notes that some of the items that SA1 deleted from the current GUP WID may also be applicable to a later GUP Phase 2 WID.

The current TS 23.241, the Data Description Framework will be transformed to a published TR 23.941 after TSG CN#26, a Possible Data Description Framework, as CN4 have taken the decision to adopt the LA framework specifications for GUP and thus GUP will become an instantiation of Liberty Alliance within 3GPP. This decision renders TS 23.241 obsolete and so it must be removed from the current planned delivery of GUP.

Actions to SA1 group: CN4 asks the SA1 group to take note of the update to the 3GPP wide GUP WID made by CN4 and to please represent the total changes to the SA plenary.
	Noted

	S2-050031
	LS Response on LS on Indication of Selected CN operator in connected mode in Shared Networks
	R3-041710
	To: SA2, CN4 Cc: GERAN2, RAN2, CN1

RAN3 would like to thank SA2 for their LS on "Indication of Selected CN operator in connected mode in Shared Networks".

RAN3 has studied the modifications in RANAP specification induced by the SA2 CR 8 on TS23.251. 

RAN3 has made the corresponding CR in RANAP (hereby attached) in line with SA2 architectural decision in which the Plmn is selected by the source RNC and transferred transparently by the source MSC (respectively source SGSN) to the target MSC (respectively target SGSN) in the Relocation Request message (respectively Forward Relocation Request message) which relays the information unchanged to the target RNC so that the appropriate Plmn-id can be signalled to the UE.

RAN3 has seen no particular problem when making the CR but it is the understanding of RAN3 after the study that when part of the network is upgraded in network sharing configuration, it should cause no mandatory impact to the rest of the network.

Consequently, in such scenarios where a source RNC cannot select what should be the Plmn-Id to be used at target side, the target MSC (respectively the target SGSN) shall do it instead. 

However, no impact was seen on E-interface since a new information element has already been added by RAN3 in the attached CR in the Relocation Request message which is passed from source MSC to target MSC only when the source RNC supports this target Plmn-id selection function. 

Actions 

To SA2: To note that RAN3 has successfully completed the RANAP CR in line with their CR8 on TS23.251 with no particular issue. 

To CN4: To consider RAN3 study outcome that there could be some impact on CN interfaces under CN4 responsibility (for PS domain). 


	Noted

	S2-050032
	LS on GUP WI Update
	S1-041004
	To: CN4 Cc: SA2

The GUP WI has been updated at SA1#26 to represent the current position.  To summarise the changes:

· The removal of references associated with GUP client issues, namely deletion of MExE, USIM and MMI aspects.  

· Dates for information and approval of specifications previously 'tbc' are now Plenary#27

· Updates on "Affected Existing TS" section to reflect progress of IMS and Presence through stage 2 and 3 have been included.

· Minor editorials

Actions: CN4 are asked to note the comments regarding output and timescales associated with TS 23.241 and TS 24.241 in their future work.
	Noted

	S2-050033
	On NGN QoS Framework and Requirements
	04bTD205r2
	To: 3GPP TSG SA2

Copy:
ITU-T SG 12
Email tsbsg12@itu.int 

Copy:
ITU-T SG 13
Email tsbbsg13@itu.int 

Copy:
ITU-T NGN Focus Group  Email tsbfgngn@itu.int

Copy:
ETSI STQ  Email STQsupport@etsi.org
Action/Decision Requested: For Information (and comment if desired)

At its meeting on 2nd and 3rd November 2004, ETSI TISPAN WG5 considered the first draft of the new ETSI deliverable DTS/TISPAN-05008 "NGN QoS Framework and requirements". This document is attached for information and 3GPP TSG SA2 is invited to comment on this document if desired (in which case feedback by 14th January 2005 would be appreciated).

TISPAN WG5 would also like it to be noted that at its November 2004 meeting it was decided that WG5 will not recommend the use of a hop-by-hop QoS negotiation method. It was agreed that there is insufficient value in developing a signalling mechanism in which network performance degradations are accumulated as a session is being established, and network actions (such as call rejection) are taken on the results of this accumulation. 

It is acknowledged that user or application requirements may need to be signalled and relevant signalling mechanisms may also be required to allocate the appropriate network resources.

Next TISPAN Meetings

(during which WG5 will meet and further discuss and progress the attached document)

TISPAN#5
17-21 January 2005

TISPAN#5bis
28 Feb. - 4 March 2005
	Handled at SA2#43

	S2-050034
	Status of OMA Mobile Broadcast Services
	OMA-BAC-2004-0069
	To: 3GPP SA, SA1, SA2, SA3, SA4  3GPP2 TSG-X, TSG-S

1 Overview

The purpose of this liason statement is to provide further status on the Mobile Broadcast Services work within OMA. This liason statement addresses two items:

· Report on the current status of OMA Mobile Broadcast Services Requirements

· Overview of the current state of architecture soliciting comments from 3GPP and 3GPP2.

2 Proposal

Report on the current status of OMA Mobile Broadcast Services Requirements

OMA BAC-BCAST SWG is currently in process of finalizing the Requirements Document (see attachment #2). When considering the current document, two issues are to be noted:

· The document is currently under formal review in OMA.

· OMA BAC-BCAST is doing gap analyses between the requirements found in 3GPP TS 22.146, TS 22.246 and TS 33.246, in 3GPP2 S.R0030-A v1.0, and in our requirements document. The resulting new requirements, when agreed, will be included in the final OMA Mobile Broadcast Services Requirements Document.

Overview of the current state of architecture soliciting comments from 3GPP and 3GPP2

OMA BAC-BCAST SWG has defined a preliminary architecture for the overall Mobile Broadcast Service Enabler as well as architecture for specific functions (Service Guide, Service and Content Protection) within the enabler (see attachment #3). Regarding these architectures, OMA would kindly like to ask 3GPP and 3GPP2 to check the applicability of the architecture to their broadcast-multicast work items and provide feedback. Especially important are comments in case 3GPP or 3GPP2 identifies the architecture not to be compatible with their architectures – after all, the goal of OMA is to standardize a mobile broadcast service enabler that is agnostic to the underlying broadcast distribution system (e.g., MBMS or BCMCS).

3 Requested Action(s)

Resulting from the proposal in the previous section:

· 3GPP and 3GPP2 to provide feedback on applicability of the preliminary OMA Mobile Broadcast Services architecture to their broadcast-multicast work items.

4 Conclusion

Open Mobile Alliance, through its active sub-working group BAC-BCAST in broadcast area, wishes to express its gratitude to 3GPP and 3GPP2 for considering this liaison statement.
	Open

	S2-050035
	LS on impacts of early IMS security mechanisms
	S3-041145
	To: SA2 Cc: CN1, CN3, CN4

SA3 thanks SA2 for its LS on early IMS security and informs SA2 that all the points raised in the LS have been taken into consideration when creating TR 33.878v0.0.4, which SA3 has agreed to send to SA plenary for approval. The points have been addressed by SA3 as follows:

· SA2 is not aware of a definition of an authenticated PDP context and how such a definition can be used for differentiating different PDP contexts from each other

SA3 response: It has been clarified in the TR that it is the IMSI, not the PDP context, which is authenticated. The term “authenticated PDP context” is no longer used in the TR. See section 6.1 of TR 33.878.
· It is mentioned that a GGSN shall send information to the HSS. SA2 understands that SA3 envision that the GGSN shall send information to a Radius Server over Gi interface. Note that TS 23.060 do define a MAP based interface between a GGSN and the HLR. SA2 asks SA3 to make the specification clear on this topic assuming that SA3 has no intention to use the interface defined in TS 23.060.

SA3 response: It has been clarified in the TR that the Gi interface is used by the GGSN to send information to the Radius Server associated with the HSS. See section 6.1 of TR 33.878.
· SA2 noted that the TR is using the term IMS PDP context. It was not clear from the TR if SA3 assumes the use of a signalling PDP context or the use of a specific IMS APN. However SA2 is of the opinion that the architecture needs to allow for the case where a PDP context may be used for both IMS as well as non-IMS based services. It is also noted that the use of a signalling flag is optional both from a network as well as a UE point of view as described in TS 23.228v670.

SA3 response: It has been clarified in the TR that an APN used for IMS signalling may also be used for non-IMS services. The term “IMS PDP context” is no longer used in the TR. See section 6.1 of TR 33.878.

· SA2 would like to note that in a general context a UE might have multiple IP Addresses even for the case when only one APN is used. The TR 33.878v030 seems to only consider the case when the UE has only one IP Address

SA3 response: It has been clarified in the TR that there is only one APN for accessing IMS for a PLMN and that all active PDP contexts, for a single UE, associated with that IMS APN use the same IP address at any given time. SA3 believe that it is an acceptable limitation that the early IMS security solution does not support multiple IP addresses per UE. See section 6.1 of TR 33.878.

· SA2 notes that SA3 refers to an idle timer in the GGSN such that the GGSN sends an Accounting Stop Request towards the Radius server when a PDP context is deleted and after the timer has expired (order of hours). SA2 were uncertain about the purpose of this idle timer and suggest that this timer is removed from the TR.

SA3 response: SA3 would like to clarify to SA2 that the idle timer mentioned in TR 33.878v0.0.3 refers to a GGSN internal timer which measures the length of time that a PDP context remains inactive and deletes the PDP context after a given period of inactivity. It is stressed that the intention of SA3 is that the accounting stop request is sent immediately after the PDP context is deleted. SA3 has clarified the GGSN-HSS interactions in TR 33.878 and, as a consequence, the reference to idle timers has been removed. See section 7.2.1 of TR 33.878.  

· SA2 asks SA3 to avoid a requirement that the GGSN under certain situations shall log certain events. SA2 suggests that it is more feasible to require that it shall be possible to log certain events e.g. based on operator configuration.

SA3 response: SA3 agrees that the logging of events in the GGSN should not to be mandated and has modified the TR according to SA2’s suggestion. See section 6.2.2 of TR 33.878.
· The TR suggests that the HSS shall be able to control that a PDP context is not activated for certain events. However this may lead to that a PDP context that could be used for non-IMS based services is terminated. SA2 failed to identify why this is needed from a security point of view for Early IMS Security.

SA3 response: SA3 would like to clarify that it is not the intention of the TR that the HSS shall be able to terminate PDP contexts. Instead, the HSS is used to store the IP address and associated identities provided by the GGSN, so that this information can be used by the S-CSCF to perform checks during SIP registration. Accordingly, SA3 does not believe that any situation would arise from the early IMS solution which would lead to the HSS terminating a PDP context that is used for IMS or non-IMS services. SA3 does acknowledge that the lack of a positive response to an Accounting Request Start at the GGSN would result in the inability to successfully create a new PDP context associated with an APN that may be used for IMS, and that such an APN may also be used for non-IMS services. Relating to this, SA3 has updated the TR to ensure that failures in the IMS domain have a minimal impact on non-IMS services, in the case that those non-IMS services use the same APN as the IMS services. See section 6.2.1 of TR 33.878.

Actions to SA2: SA3 asks SA2 to take note of the above information.
	Noted

	S2-050036
	LS on GUP Security and the Proposed Changes to TS 23.240
	S3-041156
	To: SA2 Cc: CN4
SA3 thanks SA2 for the response liaison on GUP Security Recommendations (S2-043841).

SA3 has reviewed the proposed changes to TS 23.240 related to the support of the Discovery Service as a Trusted Authority, and confirms that the proposed changes satisfy the SA3 concerns.
Actions to SA2: SA3 kindly asks SA2 to implement the changes proposed in S2-043841 to TS 23.240.
	Open – handle on agenda item 6.1 (GUP)

	S2-050037
	Liaison Statement on MBMS User Service architecture
	S4-040633
	To: SA2 CC: SA3, SA5, RAN2, RAN3, GERAN2, CN1, CN3

SA4 is currently describing the MBMS User Service architecture in the TS 26.346 "MBMS User Service Protocols and codecs". The latest working draft of this TS is attached to this LS.

SA4 would like SA2 to review the MBMS system description in section 4 of this draft. In particular, as part of this description, SA4 made several assumptions on MBMS architecture regarding the Gmb proxy (see the editor's notes in sections 4.4 and 4.4.3). SA4 would like to receive feedback on these assumptions.

2. Actions:

SA2 are kindly invited 

1) to give general feedback on the MBMS User Service architecture and procedures in TS 26.346 

2) to check the assumptions made in section 4.4 "Functional Entities to support MBMS User Services" and 4.4.3 "" of TS 26.346 regarding the Gmb proxy, and to feedback any SA2 decision that affects these assumptions.

	FW to MBMS DG

	S2-050038
	Reply on “LS on MBMS Security finalisation”
	S4-040760
	To: SA3, CN1 Cc: SA2

1. Overview 

TSG SA WG4 would like to thank TSG SA WG3 their liaison regarding the finalisation of MBMS session security (S3-040884).

2. Work split
SA4 supports the proposal in S3-040884 that “SA3 would provide a detailed description of the SA3 procedures, so that SA4 could do the actual stage 3. SA3 will do the stage 3 of the MIKEY messages.” SA4 is willing to do the stage 3 work, for the security functions defined in stage 2 by SA3. The work split agreed on is in more detail described in S3-040847.

Included is S4-040835 that shows the present SA4 view on the security architecture. There are some questions for SA3 in the document (in the “editors note”) that SA4 would appreciate if SA3 could answer. Generic comments on the document are also welcome.
Actions to: SA3: SA4 kindly asks SA3 to comment on our present view on security as expressed in S4-040835.
	FW to MBMS DG

	S2-050039
	LS reply about speech codecs for PoC
	S4-040857
	To: OMA POC WG Cc: 3GPP TSG SA, 3GPP TSG SA2, 3GPP2 TSG-C, 3GPP2 TSG-S 

3GPP TSG SA4 (in short: SA4) thanks OMA POC WG for the LS about speech codecs for PoC, received in Tdoc S4-040391. Meanwhile SA4 has studied the issue and would like to provide OMA POC WG with complementing information to the earlier response (S4-040554).  

1 Requested Action(s)

OMA POC WG kindly requests 3GPP and 3GPP2 to provide answers to the following questions:


1. Is your organisation willing to create (in the time frame indicated above) or modify existing specification documents that OMA can reference for the purpose of describing the speech codec usage for PoC.
SA4: SA4 would like to inform OMA PoC WG that the specifications relevant for PoC are 3GPP TS 26.235 and 3GPP TS 26.236. These specifications are presently updated in order to provide explicit support of PoC services. The corresponding CRs (see enclosure) are subject to approval by SA#26 in December 2004. 

2. The preferred speech codec for PoC including encoder mode(s) and mode(s) of operation

SA4: The default speech codecs applicable for PoC services are AMR and, in case 16 kHz audio sampling rate is supported, AMR-WB. There are no explicitly preferred codec modes for PoC. 

3. Indicate if you think there is a necessity for additional PoC speech codecs, codec modes or

modes of operation
SA4: At present there are no plans to specify additional speech codecs for PoC, as it is believed that AMR and AMR-WB are suitable codec choices for this service. 

4. Suitable settings for the speech codec payload format(s) that are negotiated during the SIP session set-up

SA4: At minimum, the following settings shall be negotiable:

· The codec type, i.e. AMR or AMR-WB (Media subtype name).

· The payload configuration, whether to use bandwidth efficient, octet-aligned or interleaved mode of operation.

5. Your view if frame interleaving shall be supported or prohibited

SA4: Interleaving is a means for improving the quality in case of packet losses at the cost of increased transmission delay. PoC as a conversational service is to some degree sensitive to transmission delay. Hence, it is recommended to not use interleaving on the application level. However, interleaving on the application layer is not prohibited, as there might be cases, where the gain due to interleaving is significant.  

6. What are the issues related to transcoding, when using the proposed PoC codec(s) (e.g. quality degradation, latency increase)

SA4: In general terms transcoding affects PoC service quality negatively, as quality decreases and delay increases. It is, however, still subject to future studies, under which circumstances transcoding might be required and what would be the specific impact on the PoC service quality.

7. If one or both organizations specify two or more codecs in order to do transcoding free interworking, what codec do you think should be suitable to be the “common denominator” and do you think that this method be advantageous over transcoding.

SA4 considers transcoding free interworking across 3GPP and 3GPP2 networks an important aspect to avoid transcoding equipment at the network interconnections and to keep the service quality at a maximum possible level.

It seems feasible to SA4 to use the AMR and/or AMR-WB as a common codecs for PoC in 3GPP and 3GPP2, as these codecs are already agreed as options in MMS between 3GPP and 3GPP2. 

SA4 further would like to point out that AMR-WB is in addition approved by ITU-T and provides interoperability modes with VMR-WB specified in 3GPP2.


The common usage of AMR or AMR-WB would allow to avoid transcoding, without undue additional terminal implementation costs, when these Codecs are already implemented due to other services.

Actions: None
	Noted

	S2-050314
	Reply LS (to N1-041944) on AS-NAS interaction for MBMS
	R2-050272
	To: CN1Cc: GERAN2, RAN3, SA2
Response to: (N1-041944) on AS-NAS interaction for MBMS
RAN2 thanks CN1 for its response to RAN2's questions on AS-NAS interaction. RAN2 has a number of further comments and questions.

Notification

CN1 response:

CN1 would like to bring to the attention of RAN2 that the TMGI is received at core network protocol only during the MBMS Multicast service activation procedure. Therefore, the entity in charge of the MBMS Session management protocol is not aware of the TMGIs of broadcast services. It is CN1's understanding that the TMGI is for group paging for MBMS multicast services, but not for broadcast services.

From CN1's response, RAN2 understands that the NAS protocols are not involved with the TMGI for broadcast services. On further investigation of 23.346, RAN2 now understands that the TMGIs used for broadcast services are provided to the UE during the broadcast service announcement phase, and within the network it is included in the session start messages sent from BM-SC to RNC via the core network.

Connection establishment

RAN2 has added the new RRC connection establishment cause value 'MBMS reception' to be used when the UE establishes the RRC connection for MBMS counting purposes. RAN2 kindly asks CN1 to specify the mapping of the appropriate NAS procedure (i.e. Service request with service type “MBMS notification response”) to this new cause value.

Bearer capability checking

RAN2 did not fully understand the response from CN1:

CN1 answers that the MBMS bearer capabilities of the UE sent at the MBMS Multicast service activation procedure indicate the maximum bit rate for downlink supported by the UE for MBMS context. MBMS bearer capabilities indicate the static physical capabilities of the UE, independent of the radio access used (UMTS or GSM), the radio conditions, or other CS or PS services possibly activated by the UE

In particular, RAN2 does not understand what is intended by 'static physical capabilities'. RAN1 and RAN2 are defining minimum UE radio access capabilities that are required to be supported by all UEs that are capable of MBMS. These include a number of detailed layer 1 parameters that are not easy to convert into a single 'maximum UE bit rate capability'. The minimum capabilities define configuration constraints for the channels used to deliver MBMS - i.e. as long as the channel configuration chosen by the network is within these constraints then it will be possible for any MBMS capable UE, that is not attempting to receive another service in parallel, to receive an MBMS service sent on this channel. It is envisaged that some UEs may support more than the minimum capability, for example to be able to receive multiple services in parallel. It is not envisaged by RAN1 or RAN2 that some UEs will support more than the minimum capability for the purpose of receiving higher data rate MBMS services. 

In addition RAN2 does not understand how a single value of 'maximum UE bit rate capability' can be applicable to both UMTS and GSM radio access technologies.

Actions to CN1: RAN2 kindly asks CN1 to specify the mapping of the appropriate NAS procedure (i.e. Service request with service type “MBMS notification response”) to the new cause value.

ACTION2:
RAN2 requests CN1 to provide further clarification of the use of the MBMS bearer capability within its specifications.

To CN1/SA2 :RAN2 requests CN1/SA2 to inform RAN2 if its understanding of the use of TMGI for broadcast services is incorrect.
	FW to MBMS DG

	S2-050315
	Reply LS on Session Repetition
	R2-050273
	To: SA4 Cc: CN1, CN3, CN4, SA1, SA2, GERAN2, RAN3
TSG RAN WG2 would like to thank TSG SA WG4 for the liaison regarding the repetition of MBMS sessions (S4-040841). 

RAN2 always considers a “session” used in UTRAN as a “transmission session” as defined in the LS. There is no concept of a user session in RAN2. In addition, a UE uses a session id to recognize the repetition of the transmission session in RAN2. Based on the session id, the UE will decide to whether to receive a specific repeated MBMS session or not.

Regarding the size of a session id, one octet of a session id is used in RAN2 specifications. Since a session id is broadcast on the Uu interface, RAN2 has a preference for keeping the current assumption i.e. one octet of a session id. If SA4 considers changing the size of a session id, RAN2 would like to be informed.
Actions to SA4: RAN2 kindly requests SA4 to consider the information above.
	FW to MBMS DG

	S2-050316
	LS on AMR multi-rate operation of VoIMS
	R2-050295
	To: SA2, SA4 
RAN2 is currently investigating the possibility to have the MAC transport block sizes for a VoIMS RAB defined in a way that minimizes the padding ratio. 

During the discussion, RAN2 identified a couple of questions on which we would like to consult SA2 and SA4;

Questions to SA4) 

Q1. Will VoIMS use different voice codecs e.g. WB-AMR? If so, which voice codecs should be considered ?

Q2. Will VoIMS use different rates for certain codecs, e.g. will multi-rate AMR be used ? If so, to which rates should RAN2 tune the MAC PDU sizes 
Questions to SA2)
Q1. Is it possible for the SGSN to inform the RNC about the IP version when a VoIMS RAB is established? Note that the IP version will have an impact on the optimal MAC transport block sizes.

Q2: In case multiple codecs / rates will be used in VoIMS, is it possible for the SGSN to inform the RNC about the codecs / rates that will be used by VoIMS at RAB establishment ?

Actions to SA2, SA4: RAN2 kindly asks SA2 and SA4 to answer the questions raised.
	Open - Handle on agenda item 7 (Rel-7 general)

	S2-050317
	Reply LS on the ACBOP TR 23.898 current status
	R2-050297
	To: SA2 Cc: CN1, RAN3, SA1

RAN2 thanks SA2 for their liaison statement on ACBOP TR 23.898 current status. RAN2 reviewed the issue lists highlighted in the LS and the attached Technical Report, and would like to inform SA2 of our opinion shown below
1. Broadcasting NRIs may complicate the BCCH scheduling since the NRI information could be fairly dynamic. Therefore RAN2 is of the opinion that the RNC redirection approach would be preferred since (domain specific) access class barring can be applied when the load of the all CN nodes within the pool area is close to the congestion threshold in order to avoid chain of congestions by redirection.
2. Regarding the feasibility of service specific access class barring realised within the access stratum, RAN2 studied its implication and identified that it is not possible for the access stratum to block a service specific access which is barred if it is requested immediately after another service specific access which is allowed in the same domain due to the established signalling connection.  RAN2 would like to inform SA2 that the realisation of service specific access class barring, e.g. against CS calls, PS sessions, SMS access and all access but paging response cannot be handled in the access stratum. 
Actions to SA2: RAN2 would like SA2 to note RAN2 understanding.
	Noted

	S2-050318
	LS on MBMS session repetition
	R2-050298
	To: RAN3, SA2

During the RAN2 45-bis meeting RAN2 discussed a number of proposals for enhancing the counting procedure, some of which affect the RAN3 specifications. RAN2 agreed that to improve this procedure, it would be desirable to introduce a session repetition number within the Session Start Request message over the Iu interface. RAN2 considers that the impact of this change is limited and hence still acceptable for the REL-6 time frame.

RAN2 will handle the required changes to TS 25.346.

Actions to RAN3: RAN2 kindly requests RAN3 to introduce an MBMS Session Repetition Number within the Session Start Request message

To SA2: RAN2 kindly requests SA2 to update TS 23.246 accordingly
	FW to MBMS DG

	S2-050319
	Reply LS on the PS Handover work
	R2-050299
	To: TSG GERAN WG2, TSG CN WG1 Cc: TSG SA WG2, TSG RAN WG3, TSG CN WG4
1. Overall Description:

RAN WG2 thanks GERAN WG2 for their liaison (GP-042911) on the Packet-switched handover feature. RAN WG2 has studied the TS43.129 v2.0.0 and has some questions/comments on the contents of the TS. 

Questions/comments
1. Support of “lossless” handover: RAN2 would like to notify GERAN2 that lossless relocation currently does not work during “SRNS Relocation with combined hard handover” within UTRAN. Also RAN2 note that in order to support this between UTRAN and GERAN, it would require the further specification of:

· An N-PDU<>PDCP sequence number translation mechanism.

· The introduction of a sequence number exchange mechanism to RRC messages for the GERAN to UTRAN case.

RAN2 therefore assume that, unless lossless handover is proved to be beneficial, it does not currently need to be specified between UTRAN and GERAN.

2. Robust Header Compression (RoHC) Context Relocation: RAN2 currently assume that header compression contexts will not be transferred to the target system during PS handover, and therefore the context will need to be re-established. Is this also the understanding of GERAN2 and CN1?

3. PS handover to GERAN in CELL_FACH state: It is stated in TS43.129 that UTRAN to GERAN handover is possible in CELL_FACH state. RAN2 do not see the need for this, and see some complexity in allowing this since mobility in CELL_FACH state is controlled by the UE, and also because the UE does not provide inter-RAT measurements to the UTRAN in CELL_FACH state.

2. Actions:

4) RAN2 kindly request feedback from GERAN2 on question 2, and also invite further comments on points 1 and 3.
5) RAN2 kindly request feedback from CN WG1 on question 2.
6) Further feedback on these points is invited from other groups.

	Noted
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