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8.3
1. Introduction

This contribution provides the message flows for Architectural Enhancements for End-to-End off-path IP QoS model basing on the Work Item description. 
2. Discussion

For End-to-End Qos can be ensured when the data flows go through a backbone IP network or other different network domains,  a Gu interface is added to the off-path IP QoS control architecture between the UMTS network and the external IP network. To meet the object of improving the E2E QoS in this enchanced architecture, the message flows of the realative functional elements shall be considered. The below proposal describes the QoS message flows among the PDF, GGSN, UE, BCF, AF. 
The below proposed message flows are based on the TS23.207 and only little proper changes are made in it.
3. Proposal

We propose that the following text be add to the TR23.802:
7
Message flows

7.1 Message flows for the off-path IP QoS model
Editor's Note: The terminology in this section should be aligned with PCC once it is finalized.
7.1.1
Authorize QoS Resources, AF session establishment
Same as the 6.3.1 in the TS23.207.
7.1.2
Authorize QoS Resources, bearer establishment

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and external network inter-working.
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.


[image: image1]
Figure x: Authorize QoS resource, bearer establishment
1) The GGSN sends a REQ message with the Binding Information to the PDF in order to obtain relevant policy information. 

2) A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include service information, the PDF sends an authorisation request to that Application Function.

3) The AF sends the service information to the PDF. 
4) The PDF shall authorize the required QoS resources for the AF session if the session description is consistent with the operator policy rules defined in the PDF, and install the IP bearer level policy in its internal database. This is based on information from the Application Function.


5) If the PDF has not got the external network resources when necessary, it shall send a request for QoS resources of external IP network to the BCF with service information, which may include session description information based on the AF session signalling.
6) The PDF will receive the result of allocation resources from BCF.

7) The PDF sends a DEC message back to the GGSN.
8) The GGSN sends a RPT message back to the PDF, which may also trigger a report message to be sent from the PDF to the AF.

9) 
7.1.3 Enable Media procedure
Same as the 6.3.3 in the TS23.207.
7.1.4 Disable Media procedure
Same as the 6.3.4 in the TS23.207.
7.1.5
Revoke Authorization for GPRS and IP Resources
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1)
AF session signaling message exchanges for e.g. AF session release or internal action at the AF triggers the need to revoke the authorization.

2)
The Application Function sends a message to the PDF to indicate the revocation.
3)   The PDF sends a bearer resource release request message to the BCF to release the resources of the external network.

4)   The BCF responses the bearer resource release ack message to the PDF.
5)
The PDF shall send a DEC (Decision) message containing revoke command to the GGSN.
6)
The GGSN receives the DEC message, and disables the use of the authorized QoS resources.
7)
The GGSN initiates deactivation of the PDP context used for the AF session, in case the UE has not done it before.
8)
Upon deactivation of the PDP Context, the GGSN sends a DRQ (Delete Request State) message back to the PDF.

9)
The PDF indicates the successful execution of the revoke indication.
7.1.6
Indication of PDP Context Release
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1)
The GGSN receives a Delete PDP Context request for the PDP context related to the media flow.
2)
The GGSN sends a DRQ message to the PDF.
3)   The PDF sends a bearer resource release request message to the BCF to release the resources of the external network.

4)   The BCF responses the bearer resource release ack message to the PDF.
5)
The PDF indicates the bearer removal to the AF.

6)
The GGSN sends the Delete PDP Context Response message to the SGSN to acknowledge the PDP context deletion.

7.1.7
Authorization of PDP Context Modification
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1)
A request to modify the PDP context related to the media flow is indicated by sending the Update PDP Context Request message to the GGSN.

2)
The GGSN sends a REQ message to the PDF. If the GGSN has sufficient information to authorize this PDP context modification request, then the GGSN does not send a REQ message to the PDF.
3)
The PDF may send an authorization request to the Application Function. This may be the case if this was requested from the AF at initial authorisation, and if PDF requires more information from the AF before authorising the network resources modification.

4)
The AF shall send service information for authorization of the bearer modification.
5)   The PDF sends a bearer resource update request message to the BCF to update the resources of the external network if necessary.

6)   The BCF responses the bearer resource update ack message to the PDF.
7)
The PDF receives the REQ message, notes the requested modification and informs the GGSN of the authorization decision.
8)
The GGSN sends a RPT message back to the PDF.
9)
In case the PDF had contacted the AF in step 3), then the successful installation of the decision is reported to the AF.
10)
If the PDF accepted the modification, the GGSN sends the Update PDP Context Response message to the SGSN to acknowledge the PDP context modification.

7.1.8
Indication of PDP Context Modification
Same as the 6.3.7 in the TS23.207.
7.1.9
Update Authorization Procedure
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1)
The AF is triggered to give updated service information to the PDF (e.g. as a result of the modification of the session at session control level).
2)
The AF gives the updated service information to the PDF.
3)
The PDF updates the authorization for the session if the session description is consistent with the operator policy rules defined in the PDF. In case the session modification requires enhancing the reserved resources, the PDF may decide not to send an updated decision authorizing the enhanced QoS to the GGSN, but would rather wait for a new authorization request from the GGSN.

4)
The PDF sends the resource update request message to the BCF if necessary.

5)
The BCF resposes the update ack message to the PDF.

6)
In case the session modification affects the authorized resources, the PDF sends a DEC message to the GGSN to enforce authorization according to the session modification. The GGSN updates the authorization. If the QoS of the PDP context exceeds the updated authorized QoS and the UE does not modify the PDP context accordingly, the GGSN shall perform a network initiated PDP context modification to reduce the QoS to the authorized level. The GGSN sends a RPT message back to the PDF.

7)
The PDF sends an acknowledgement to the AF.
7.2 Message flows for the on-path IP QoS model

Editor’s note: it is FFS.
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