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1. Introduction

This contribution proposes the inclusion of text describing on-path IP QoS signaling capabilities in TR23.802.
2. Proposal
It is proposed to make the following additions to the TR23.802 technical report.

First Change

5.5
Architecture for on-path IP QoS interaction between UMTS network and external IP network
This section describes an architecture for on-path QoS interaction between UMTS and an External IP network providing QoS-enabled IP transport services.

5.5.1 RSVP
This section describes RSVP and some of the extensions that have been made to RSVP that meet a number of requirements such as improving its scalability and security characteristics. In this scenario the GGSN acts as an RSVP Sender and Receiver.

RSVP [6] is a control signalling protocol that requires the introduction of states for specific information flows, although reservation states are ”soft” in that they are regularly renewed by messages sent from the initiator of the reservation request. If not renewed, the reservations are timed-out. Resources are reserved for forwarding packets meeting specified criteria (protocol id and port number) from a specific destination address to the initiator of the reservation. Receivers initiate requests for resource reservations along the path that the packets will follow. Nodes which do not support RSVP pass on the reservation request and so there is no guarantee that the path will be fully reserved, although an indication is sent to the reservation initiator that a non-RSVP link has been encountered. The resources need to be available and access policy conditions have to be met for a reservation to be successfully applied. The Sender advertises a data flow by sending a Path message to the receiver of the data flow. The Receiver of the data flow may initiate a reservation for the data flow by sending a Resv message. The Resv message follows the Path message upstream hop-by-hop using the installed path states.  The integrity and authentication of RSVP messages can be ensured using the RSVP Integrity object as described in RFC 2747 [27]. 







A Policy Data object, identifying a user or an account for example, can be included to control reservation access and usage policy [12]. RFCs 2752 [30] and 2872 [31] further define how users and applications can be identified and authorised to make resource reservations. 

Reservations can be aggregated over a single RSVP reservation which dynamically adapts to the characteristics of the reservations being aggregated [16]. Aggregation can reduce the load of processing many independent reservations on the routers on the aggregation path as long as the aggregate reservation is not adapted to every individual reservation but modified less frequently. Algorithms and policies for predictive reservations are described in RFC 3175 [16]. Differentiated Services techniques for packet classification and forwarding behaviour are used such that a number of aggregated reservations may be established between a pair of routers, each corresponding to a certain class of traffic and identified by a Differentiated Services codepoint. A number of possible traffic classifications are possible ranging from mapping all individual RSVP reservations to one DS codepoint and per-hop forwarding behaviour, through mapping all Guaranteed Service reservations to one DS codepoint and all Controlled Load reservations to another, to in addition using policy information to classify traffic.

It is necessary to ensure that the data packets associated with an aggregated reservation follow the path of the aggregate reservation using a technique such as IP-in-IP tunnels, GRE tunnels, or MPLS. This is because the aggregate RSVP Path messages contain the IP addresses of the aggregating and de-aggregating routers rather the IP addresses of the individual end-to-end flows as is normally the case in RSVP. MPLS has the advantage of allowing traffic engineering.
It is also possible to use the Resource Management in Diffserv (RMD) concept, which was introduced as a possible method for dynamic admission control for Diffserv [32], with RSVP. In some of the nodes or in the nodes within a network region, simplified RSVP operation is used: storing only aggregated reservation states and using a simple resource management function in these nodes. 


Next Change

References
The text proposed above introduces the following additional references:
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End of Changes
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