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Introduction

For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers.

The Flow Based Charging needs to ensure that both the TPF and an AF, that requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.

Discussion

Combining the Flow Based Charging and the policy control on a common interface between the GGSN/TPF and the PCCN implies that a single addressing method is required for finding the appropriate PCCN.

The report should study the option to remove the Authorization Token .

Proposal

Amend the TR to study the removal of the Authorization Token.


Introduction

During the course of Release 6 standards development some new features have been introduced to provide advanced core network capabilities for packet-based services:

-
Enhanced policy control allows the operator to perform service based QoS policy control for their session-based PS applications;

-
Flow-based charging allows more granularity for end-user charging, accounting and online credit control

While some level of convergence between these functions has already been achieved in Release 6, a full harmonization of these functions is studied within the present document. Such harmonization is essential when optimizing realtime interactions of the GGSN (and gateways of other IP Connectivity Access Networks), and optimizing the realtime control architecture of GPRS in general. 

A further aspect that remains to be studied is how differentiation based on end-user subscription classes can be achieved. In addition it should be studied how non-QoS policy control functions (e.g. service authorization, control of redirect functions etc.) fits in the harmonised architecture. These aspects are important in order to fully capitalize on the new core network capabilities described above. It shall also be studied whether the Authorization Token can be removed in the PCC architecture.

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

Gateway: 
For the purposes of this document, “Gateway” refers to the gateway element of the IP-CAN, e.g. the GGSN in case of GPRS. The Gateway contains functionalities of the Traffic Plane Function defined in 3GPP TS 23.125, and of the 3GPP Policy Enforcement Point defined in 3GPP TS 23.207.
Policy and Charging Control architecture: 

An architecture based on functionality provided by both service based local policy, see TS 23.207 [2], and flow based charging, see 23.125 [3].
Service data flow: aggregate set of packet flows. In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AF
Application Function

CRF
(Service Data Flow Based) Charging Rules Function

FBC
Flow Based Charging

GW
Gateway

IP-CAN
IP Connectivity Access Network

PCC
Policy and Charging Control

PCCN
Policy and Charging Control Node

PDF
Policy Decision Function

PEP
Policy Enforcement Point

SBLP
Service Based Local Policy

SPR
Subscription Profile Repository

TPF
Traffic Plane Function

4
Migration of FBC and SBLP => PCC

4.0

General

3GPP TS 23.207 [2] specifies the Service Based Local Policy architecture, and 3GPP TS 23.125 [3] specifies the Flow Based Charging architecture. This clause studies the possibility to merge these architectures in order to provide more efficient real time control of the service flows in the GGSN (and other IP-CAN gateways).

4.1
Functional requirements

4.1.1
Overall functional requirements

The migration to a PCC architecture should be simple. The migration may be from any possible combination of implementations e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures towards a PCC architecture.

4.1.2
SBLP related functional requirements

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.

Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Charging correlation: Charging correlation, between application level and bearer level, shall be supported. Although the use of charging identifiers should be avoided.

4.2
Architectural concepts 

4.2.0
General

The SBLP and FBC architectures each provide a set of data flow filters, and associated rules / instructions to the Gateway (e.g. to the GGSN). The Gateway then uses these filters to perform policy control and flow-based charging functions, respectively. To optimize the handling of IP packet filters in the Gateway, it shall be possible for the PCC architecture to provide a single set of filters to the Gateway that would be used both for policy control and flow-based charging.

The SBLP and FBC architectures each provide an interface for Application Functions so that AFs can provide service related information that serve as input for policy control and flow based charging, respectively. To optimize the handling of service related information in the network, it shall be possible to use a single interface for AFs to provide this information.
For policy control over Go the binding mechanism, as specified in 23.207, uses an Authorization Token and one, or more Flow Identifiers. An important role for the token is to provide address information to the GGSN for finding the PDF that issued the token, thus being the node to contact for seeking authorization for the flows described by the Flow Identifiers. The Flow Based Charging architecture ensures that both the TPF and an AF, which requires information being provided to the CRF for the user session, contacts the same CRF. For Flow Based Charging, the TPF contacts the CRF based on the network connected to (i.e. APN) and the AF contacts the CRF based on the end user (IP) address as experienced at the AF.
The PCC shall re-use of the AF -> CRF addressing mechanism of Flow Based Charging for AF -> PCCN addressing. As the Flow Based Charging solves the problem of TPF finding the same CRF as the AF contacts, the GW shall use the same addressing mechanism as the TPF uses finding the CRF in Flow Based Charging Rel-6.

4.2.1
Reference Model 

The reference model of the PCC architecture is described in Figure 4.1 below:
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Figure 4.1:
Overall architecture for combined policy and charging control

Editor’s note: It is FFS how and to what extent Go&Gx, and Gq&Rx are to be combined from a reference architecture perspective.

4.2.2
Reference Points

4.2.3

Functional elements

4.2.3.1
Policy and Charging Control Node (PCCN)

The PCCN encompasses functionalities of the PDF and the CRF, and provides for a single point of control regarding QoS policy and charging towards the Gateway.  

4.2.3.2 Gateway (GW)

The Gateway encompasses functionalities of the PEP and the TPF. It provides QoS control of the traffic, and provides flow-based packet counting functionalities along with online and offline charging interactions.
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