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Addition of one clarification in the F.F.S. line.
6.1.3 Domain Specific Access Control with Iu-flex (requirement a, i, l)

In a network configuration using Iu-flex, if one MSC/VLR or SGSN in the pool indicate overload situations to the RNC, then the RNC routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded MSC/VLR or SGSN in the pool area. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs in the pool area.　
Further specification of this functionality is needed (e.g. use of CM Service Reject with cause “IMSI unknown in VLR”from the MSC or cause 9 from the SGSN.).
If multiple or all MSC/VLR or SGSN in the pool area indicate overload, the RNC may decide to use NRI  specific access control. A consequence of this is that the NRIs for a CN node need to be allocated as a contiguous block.

Another alternative is that the RNC locally rejects or discards the Initial Direct Transfer message. Ultimately, this might result in RNC overload which could lead to Access Class barring for the whole RNC.
Note: a combination of re-routing and discarding initial DT may work well.
This RNC decision is implementation specific.

F.F.S: Verify that Iu-flex does not require any other additional access control functionality on the Uu interface compared to network configurations without Iu-flex, (that means without NRI specific access control).
Similar functionality can be used for network sharing, however, further examination is needed.
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