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****** First Change******

5.6.1
(MO#1) Mobile origination, roaming 

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF or an I-CSCF as the entry point from the visited network. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF, either I-CSCF(THIG) (if the home network wanted to hide their internal configuration) or S-CSCF (if there was no desire to hide the network configuration). I-CSCF, if it exists in the signalling path, knows the name/address of S-CSCF.
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Figure 5.14:
Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
The Authorization-Token is generated at this step and stored in the P-CSCF. P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. 

This next hop is either the S-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(2a)
If the home network operator does not desire to keep their network configuration hidden, the name/address of the S-CSCF was provided during registration, and the INVITE request is forwarded directly to the S-CSCF.

(2b)
If the home network operator desires to keep their network configuration hidden, the name/address of an I-CSCF(THIG) in the home network was provided during registration, and the INVITE request is forwarded through this I-CSCF(THIG) to the S-CSCF.

(2b1)
P-CSCF forwards the INVITE request to I-CSCF(THIG)

(2b2)
I-CSCF(THIG) forwards the INVITE request to S-CSCF

3.
S-CSCF validates the service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4.
S-CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S-CSCF forwards the Offer Response message to P-CSCF. Based on the choice made in step #2 above, this may be sent directly to P-CSCF (6a) or may be sent through I-CSCF(THIG) (6b1 and 6b2).

7.
P-CSCF authorises the resources necessary for this session.

8.
The Authorization-Token is included in the Offer Response message. P-CSCF forwards the message to the originating endpoint

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.
After determining the needed resources in step 8, UE initiates the reservation procedures for the resources needed for this session.

11.
P-CSCF forwards the Response Confirmation to S-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF. Step 11 may be similar to Step 2 depending on whether or not configuration hiding is used.

12.
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P-CSCF validates that the resources are allowed to be used. Step 14 may be similar to Step 6 depending on whether or not configuration hiding is used.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation  message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF. Step 17 may be similar to Step 2 depending on whether or not configuration hiding is used.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occured. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. Step 20 may be similar to Step 6 depending on whether or not configuration hiding is used.

22-24.
Terminating end point may generate ringing and it is then forwarded via the session path to the UE. Step 23      may be similar to Step 6 depending on whether or not configuration hiding is used.
25.
UE indicates to the originating user that the destination is ringing

26.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

27.
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF.  Step 27 may be similar to Step 6 depending on whether or not configuration hiding is used.

28.
P-CSCF indicates the resources reserved for this session should now be approved for use.

29.
P-CSCF sends a SIP 200-OK final response to the session originator

30.
UE starts the media flow(s) for this session

31-33.
UE responds to the 200 OK with a SIP ACK message sent along the signalling path.  Step 32 may be similar to Step 2 depending on whether or not configuration hiding is used.

5.6.2
(MO#2) Mobile origination, home
This origination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. During registration, the home network allocates an S-CSCF in the home network.
When registration is complete, P-CSCF knows the name/address of S-CSCF.
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Figure 5.15:
Mobile origination procedure - home

Procedure MO#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
The Authorization-Token is generated at this step and stored in the P-CSCF. P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. In this case it forwards the INVITE to the S-CSCF in the home network.

3.
S-CSCF validates the service profile, and invokes any origination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4.
S-CSCF forwards the request, as specified by the S-S procedures.

5.
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6.
S-CSCF forwards the Offer Response message to P-CSCF

7.
P-CSCF authorises the resources necessary for this session.

8.
The Authorization-Token is included in the Offer Response message. P-CSCF forwards the message to the originating endpoint.

9.
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PDF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 7) again.

10.
UE initiates resource reservation for the offered media.

11.
P-CSCF forwards this message to S-CSCF

12.
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-14.
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the PCSCF authorises the media.

15.
PCSCF forwards the answered media towards the UE.

16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF.

19-21.
The terminating end point responds to the originating end when successful resource reservation has occured. If the SDP has changed, the P-CSCF again authorizes that the resources are allowed to be used. 

22-24.
The destination UE may optionally perform alerting. If so, it signals this to the originating party by a provisional response indicating Ringing. This message is sent to S-CSCF per the S-S procedure. It is sent from there toward the originating end along the signalling path.

25.
UE indicates to the originating user that the destination is ringing.

26-27.
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response along the signalling path to the originating end, as specified by the termination procedures and the S-S procedures, to S-CSCF.

28.
P-CSCF indicates the resources reserved for this session should now be approved for use.

29.
P-CSCF passes the 200-OK response back to UE

30.
UE starts the media flow(s) for this session.

31-33.
UE responds to the 200 OK with an ACK message which is sent to P-CSCF and passed along the signalling path to the terminating end.

****** Next Change******

5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming users.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises either the S-CSCF, or an I-CSCF(THIG), as the entry point from the visited network.

When registration is complete, S-CSCF knows the name/address of its next hop in the signalling path, either I-CSCF or P-CSCF, I-CSCF (if it exists) knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE. 
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Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1.
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving-CSCF for the terminating users.

2.
S-CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3.
S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF in the visited network, possibly through an I-CSCF.

This next hop is either the P-CSCF that is serving the visiting UE (choice (a)), or an I-CSCF(THIG) within the home network that is performing the configuration hiding function for the home network operator (choice (b)).

(3a)
If the home network operator does not desire to keep their network configuration hidden, the INVITE request is forwarded directly to the P-CSCF.

(3b)
If the home network operator desires to keep their network configuration hidden, the INVITE request is forwarded through an I-CSCF(THIG) to the P-CSCF.

(3b1)
S-CSCF forwards the INVITE request to I-CSCF(THIG)

(3b2)
I-CSCF(THIG) forwards the INVITE request to P-CSCF

4.
The Authorization-Token is generated at this step and included in the INVITE message. P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6.
P-CSCF authorises the resources necessary for this session.

7.
P-CSCF forwards the Offer Response message to S-CSCF. Based on the choice made in step #3 above, this may be sent directly to S-CSCF (7a) or may be sent through I-CSCF(THIG) (7b1 and 7b2).

8.
S-CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P-CSCF(PDF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 6) again.

10.
S-CSCF forwards the Response Confirmation to P-CSCF. This may possibly be routed through the I-CSCF depending on operator configuration of the I-CSCF. Step 10 may be similar to Step 3 depending on whether or not configuration hiding is used.

11.
P-CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. 

13.
UE initiates the reservation procedures for the resources needed for this session.

14-15.
PCSCF forwards the Confirmation Ack to the S-CSCF and then to the originating end point via session path. Step 14 may be similar to Step 7 depending on whether or not configuration hiding is used.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S-CSCF, via the S-S procedures. The S-CSCF forwards the message toward the terminating endpoint along the signalling path. Step 17 may be similar to Step 3 depending on whether or not configuration hiding is used.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation towards the originating end point. Step 21 may be similar to Step 7 depending on whether or not configuration hiding is used.

23-25.
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF and along the signalling path to the originating end. Step 24 may be similar to Step 7 depending on whether or not configuration hiding is used.

26.
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF.

27.
P-CSCF indicates the resources reserved for this session should now be committed.

28.
UE starts the media flow(s) for this session

29-30.
P-CSCF sends a SIP 200-OK final response along the signalling path back to the S-CSCF
 Step 29 may be similar to Step 7 depending on whether or not configuration hiding is used.

31-33.
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S-CSCF via the S-S procedure and forwarded to the terminating end along the signalling path. Step 32 may be similar to Step 3 depending on whether or not configuration hiding is used.

5.7.2
(MT#2) Mobile termination, home 

This termination procedure applies to users located in their home service area.

The UE is located in the home network, and determines the P-CSCF via the CSCF discovery procedures described in section 5.1.1. 

When registration is complete, S-CSCF knows the name/address of P-CSCF, and P-CSCF knows the name/address of the UE.
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Figure 5.18: Mobile termination procedure - home

Procedure MT#2 is as follows:

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Serving to Serving-CSCF procedures, to the Serving-CSCF for the terminating user.

2.
S-CSCF validates the service profile, and invokes any termination service logic required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3.
S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE to the P-CSCF in the home network.

4.
The Authorization-Token is generated at this step and included in the INVITE message. P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5.
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6.
P-CSCF authorises the resources necessary for this session.

7.
P-CSCF forwards the Offer Response message to S-CSCF. 

8.
S-CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9.
The originating endpoint sends a Response Confirmation via the S-S procedure, to S-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P-CSCF(PDF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PDF) to repeat the Authorization step (Step 6) again.

10.
S-CSCF forwards the Response Confirmation to P-CSCF. 

11.
P-CSCF forwards the Response Confirmation to UE.

12.
UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used.

13.
UE initiates the reservation procedures for the resources needed for this session.

14-15.
The response is forwarded to the originating end point.

16-18.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation message to S-CSCF, via the S-S procedures. The S-CSCF forwards the message toward the terminating endpoint along the signalling path.

19.
UE#2 alerts the destination user of an incoming session setup attempt.

20-22.
UE#2 responds to the successful resource reservation and the message is forwarded to the originating end.

23-25.
UE may alert the user and wait for an indication from the user before completing the session. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF and along the signalling path to the originating end.

26.
When the destination party answers, UE sends a SIP 200-OK final response to P-CSCF.

27.
P-CSCF indicates the resources reserved for this session should now be committed.

28.
UE starts the media flow(s) for this session.

29-30.
P-CSCF forwards the 200-OK to S-CSCF, following the signaling path.

31-33.
The session originator responds to the 200-OK by sending the ACK message to S-CSCF via the S-S procedure and it is forwarded to the terminating end along the signalling path..

5.7.2a
(MT#3) Mobile termination, CS Domain roaming
This termination procedure applies to a user registered for CS services, either in the home network or in a visited network. The user has both IMS and CS subscriptions but is unregistered for IMS services
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Figure 5.18a: Mobile Terminating procedures to a user that is unregistered for IMS services but is registered for CS services

1. In case the terminating user does not have an S-CSCF allocated, the session attempt is routed according to the section 5.12.1 (Mobile Terminating procedures to unregistered IMS user that has services related to unregistered state).

2. S-CSCF invokes service control appropriate for this session setup attempt, which may result in e.g. re-routing the session to a messaging service, or continued routing towards the user’s CS domain termination address (e.g. E.164).

3. S-CSCF performs whatever further actions are appropriate for this session setup attempt. In case of routing towards the user’s CS domain termination address, the S-CSCF performs an analysis of this address. From the analysis of the destination address, S-CSCF determines that this is for the CS domain, and passes the request to the BGCF.

4. The BGCF forwards the SIP INVITE message to the appropriate MGCF in the home network, or to a BGCF in another network. This depends on the PSTN interworking configuration of the IMS network. Eventually, the session initiation arrives to an MGCF.

5. Normal session setup continues according to PSTN-T flow as described in Section 5.7.3

5.7.3
(PSTN-T) PSTN termination
The MGCF in the IM CN subsystem is a SIP endpoint that initiates and receives requests on behalf of the PSTN and Media Gateway (MGW).Other nodes consider the signalling as if it came from a S-CSCF. The MGCF incorporates the network security functionality of the S-CSCF.

PSTN termination may be done in the same operator’s network as the S-CSCF of the session originator. Therefore, the location of the MGCF/MGW are given only as “Terminating Network” rather than “Home Network” or “Visited Network.”

Further, agreements between network operators may allow PSTN termination in a network other than the originator’s visited network or home network. This may be done, for example, to avoid long distance or international tariffs.

This termination procedure can be used for any of the inter-serving procedures, in place of the S-CSCF.

[image: image6.wmf]MGW

PSTN

9. IAM

1. Invite (Initial SDP Offer)

3. Offer Response

6. Conf Ack (Opt SDP)

10. Reservation Conf

12. Ringing

Terminating Home Network Gateway

11. ACM

4. Response Conf (Opt SDP)

13. ANM

8. Reservation Conf

15. 200 OK

16. ACK

MGCF

5. H.248 interaction to modify

the connection to reserve

resources

Originating

Network

7. Reserve Resources

14. H.248 interaction to start

the media flow

2. H.248 interaction to create

the connection


Figure 5.19: PSTN termination procedure

The PSTN termination procedure is as follows:

1.
MGCF receives an INVITE request, containing an initial SDP, through one of the origination procedures and via one of the inter-serving procedures.

2.
MGCF initiates a H.248 interaction to pick an outgoing channel and determine media capabilities of the MGW.

3.
MGCF determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. This response is sent via the S-S procedure.

4.
The originating endpoint sends a Response Confirmation. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 3 or a subset. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. 

5.
MGCF initiates a H.248 interaction to modify the connection established in step #2 and instruct MGW to reserve the resources necessary for the media streams.

6.
MGCF responds to the offered media towards the originating party.

7.
GW reserved the resources necessary for the media streams.

8.
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation  message to MGCF, via the S-S procedures.

9.
MGCF sends an IAM message to the PSTN

10.
MGCF sends response to the successful resource reservation towards originating end.

11.
The PSTN establishes the path to the destination. It may optionally alert the destination user before completing the session. If so, it responds with an ACM message.

12.
If the PSTN is alerting the destination user, MGCF indicates this to the originating party by a provisional response indicating Ringing. This message is sent via the S-S procedures.

13.
When the destination party answers, the PSTN sends an ANM message to MGCF

14.
MGCF initiates a H.248 interaction to make the connection in the MGW bi-directional.

15.
MGCF sends a SIP 200-OK final response along the signalling path back to the session originator

16.
The Originating party acknowledges the final response with a SIP ACK message
5.7.4
Mobile Termination from an external SIP client

This clause describes the terminating session setup procedures from an external SIP client that doesn’t support the required IMS SIP extensions, towards an IMS UE.

An incoming SIP request may arrive, where the UE detects that the originating party does not support the IMS SIP extensions described in 3GPP TS 24.229 [10a]. In case the external SIP client does not support the Precondition extension of SIP, the UE continues to setup the session without activating media transfer until the session parameters have been negotiated and accepted. Session flows 5.19a and 5.19b show an example of an end-to-end session setup in such a case.

For illustration purposes these session flows show the case of a non-roaming termination. This flow is a variant of MT#2 defined in clause 5.7.2. The same principles apply in roaming cases, i.e. analogous variants of MT#1 defined in clause 5.7.1 are also supported for interworking with SIP clients that do not support the required IMS procedures.
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Figure 5.19a. Terminating session from external SIP client, detection & initial setup with media not allowed

1-3.
A session arrives at the UE in the IMS network with media information but without requiring precondition capability.

4-6.
Ringing information is sent end to end towards the originating party.

7-10.
The UE begins the resource reservation according to the session and media parameters. The P-CSCF/PDF may authorise the media parameters being negotiated and the originating party is notified of the session setup details with all media components set to inactive.

11-13.
The originating party acknowledges the session.

14.
When the UE has completed the resource reservation procedures, the UE continues with the session setup according to flow 5.19b. The UE sets the media components to active state.
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Figure 5.19b. Continuation of terminating session from external SIP client, session setup with active media

14-16.
By sending a re-INVITE indicating the support for the precondition capability, the terminating UE initiates setting of media components to active.

17-19.
Ringing Information may be sent from an external SIP entity (in this case the originating party) through the session path towards the terminating UE.

20-23.
The originating SIP client accepts the re-INVITE with the active media streams. In step 22, The P-CSCF/PDF may commit/approve the resources authorised for the session.

24-26.
Session is acknowledged end-to-end.
5.7a
Procedures for the establishment of sessions without preconditions

This subclause presents the general end-to-end session flow procedures without preconditions. These flows are applicable to services without real-time QoS requirements, and thus do not need to set-up dedicated IP-CAN bearers but can use existing IP-CAN bearers, and to services which do not require that the terminating endpoint obtains a SIP-level notification when the originating endpoint’s IP-CAN bearer becomes available.

Note that the flows in this subclause do not show the use of a THIG. If a THIG is used, the use is completely analogous to the use in subclauses 5.5, 5.6 and 5.7.
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Figure 5.19c. End-to-end session flow procedure without preconditions

1.
UE#1 sends the SIP INVITE request, containing an initial SDP, to the P-CSCF#1 determined via the P-CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session. It should be noted that a media offer without preconditions in general implies that the offering entity might expect to receive incoming media for any of the offered media as soon as the offer is received by the other endpoint. Therefore either an existing IP-CAN bearer is assumed to be available for use or the application is implemented such that incoming media is not expected until some later point in time.

2.
P-CSCF#1 forwards the INVITE request to S-CSCF#1 along the path determined upon UE#1's most recent registration procedure.

3.
Based on operator policy S-CSCF#1 validates the user’s service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an application server, which processes the request further on.

4.
S-CSCF#1 forwards INVITE request to I-CSCF#2.

5.
I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2).

6.
I-CSCF#2 forwards the INVITE request to S-CSCF#2.

7.
Based on operator policy S-CSCF#2 validates the user’s service profile and may invoke whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an application server, which processes the request further on.

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure.

9.
Based on operator policy P-CSCF#2/PDF may authorize the resources necessary for this session. The media authorization token is generated at this step.

10.
P-CSCF#2 forwards the INVITE request to UE#2. The INVITE request may contain the media authorization token.

11. - 16. UE#2 may optionally generate a ringing message towards UE#1.

17.
UE#2 may reserve a dedicated IP-CAN bearer for media based on the media parameters received in the SDP offer. Note that the sequential ordering of 17 and 18. does not indicate that these steps are necessarily performed one after the other. If step 18 is performed before step 17 is finished, UE#2 shall use an existing IP-CAN bearer to send and receive media unless the application is such that a new bearer is not needed until some later point in time. If step 17 is performed successfully, media are sent and received by UE#2 on the dedicated IP-CAN bearer.

18. UE#2 accepts the session with a 200 OK response. The 200 OK response is sent to P-CSCF#2.

19. - 22. The 200 OK response traverses back to UE#1.

23.
Based on operator policy P-CSCF#1/PDF may authorize the resources necessary for this session. The media authorization token is generated at this step.

24.
P-CSCF#1 forwards the 200 OK response to UE#1. The 200 OK response may contain the media authorization token.

25. - 29. UE#1 acknowledges the 200 OK with an ACK, which traverses back to UE#2.

30.
UE#1 may reserve a dedicated IP-CAN bearer for media based on the media parameters received in the SDP answer. Note that the sequential ordering of 25. and 30. does not indicate that these steps are necessarily performed one after the other. If step 30. is performed successfully, media are sent and received by UE#1 on the reserved dedicated IP-CAN bearer. UE#1 may also use an existing IP-CAN bearer to send and receive media.
****** Next Change******

5.11.3
Procedures for codec and media characteristics flow negotiations
5.11.3.0
General

This section gives information flows for:

-
 the procedures for determining the set of negotiated characteristics between the endpoints of a multi-media session, determining the initial media characteristics (including common codecs) to be used for the multi-media session, and

-
the procedures for modifying a session within the existing resources reservation or with a new resources reservation (adding/deleting a media flow, changing media characteristics including codecs, changing bandwidth requirements)  when the session is already established. 

5.11.3.1
Codec and media characteristics flow negotiation during initial session establishment

Initial session establishment in the IM CN subsystem must determine a negotiated set of media characteristics (including a common codec or set of common codecs for multi-media sessions) that will be used for the session. This is done through an end-to-end message exchange to determine the complete set of media characteristics, then the decision is made by the session initiator as to the initial set of media flows.

The session initiator includes an SDP in the SIP INVITE message that lists every media characteristics (including codecs) that the originator is willing to support for this session. When the message arrives at the destination endpoint, it responds with the media characteristics (e.g. common subset of codecs) that it is also willing to support for the session. Media authorisation is performed for these media characteristics. The session initiator, upon receiving the common subset, determines the media characteristics (including codecs) to be used initially.

The negotiation may take multiple media offered and answered between the end points until the media set is agreed upon.

Once the session is established, the procedures of section 5.11.3.2 may be used by either endpoint to change to a different media characteristic (e.g. codec) that was included in the initial session description, and for which no additional resources are required for media transport. The procedures of section 5.11.3.3 may be used by either endpoint to change the session, which requires resources beyond those allocated to the existing session.
The flow presented here assumes that service-based local policy is in use.
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Figure 5.30: Codec negotiation during initial session establishment

The detailed procedure is as follows:

1.
UE#1 inserts the codec(s) to a SDP payload. The inserted codec(s) shall reflect the UE#1's terminal capabilities and user preferences for the session capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for each possible media flow. Multiple media flows may be offered, and for each media flow (m= line in SDP), there may be multiple codec choices offered.

2.
UE#1 sends the initial INVITE message to P-CSCF#1 containing this SDP

3.
P-CSCF#1 examines the media parameters. If P-CSCF#1 finds media parameters not allowed to be used within an IMS session (based on P-CSCF local policies or a QoS authorisation reject coming from the PDF), it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by local policy of P-CSCF#1's network according to the procedures specified in RFC 3261 [12].
In this flow described in Figure 5.30 above the P-CSCF#1 allows the initial session initiation attempt to continue.
The Authorisation token is generated at this step.
4.
P-CSCF#1 forwards the INVITE message to S-CSCF#1

5.
S-CSCF#1 examines the media parameters. If S-CSCF#1 finds media parameters that local policy or the originating user's subscriber profile does not allow to be used within an IMS session, it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by the originating user's subscriber profile and by local policy of S-CSCF#1's network according to the procedures specified in RFC 3261 [12]. 
In this flow described in Figure 5.30 above the S-CSCF#1 allows the initial session initiation attempt to continue.

6.
S-CSCF#1 forwards the INVITE, through the S-S Session Flow Procedures, to S-CSCF#2

7.
S-CSCF#2 examines the media parameters. If S-CSCF#2 finds media parameters that local policy or the terminating user's subscriber profile does not allow to be used within an IMS session, it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by the terminating user's subscriber profile and by local policy of S-CSCF#2's network according to the procedures specified in RFC 3261 [12].
In this flow described in Figure 5.30 above the S-CSCF#2 allows the initial session initiation attempt to continue.

8.
S-CSCF#2 forwards the INVITE message to P-CSCF#2.

9.
P-CSCF#2 examines the media parameters. If P-CSCF#2 finds media parameters not allowed to be used within an IMS session (based on P-CSCF local policies or a QoS authorisation reject coming from the PDF), it rejects the session initiation attempt. This rejection shall contain sufficient information for the originating UE to re-attempt session initiation with media parameters that are allowed by local policy of P-CSCF#2's network according to the procedures specified in RFC 3261 [12]. 
In this flow described in Figure 5.30 above the P-CSCF#2 allows the initial session initiation attempt to continue. 
The Authorization-Token is generated at this step.

10.
The Authorization-Token is included in the INVITE message. P-CSCF#2 forwards the INVITE message to UE#2

11.
UE#2 determines the complete set of codecs that it is capable of supporting for this session. It determines the intersection with those appearing in the SDP in the INVITE message. For each media flow that is not supported, UE#2 inserts a SDP entry for media (m= line) with port=0. For each media flow that is supported, UE#2 inserts a SDP entry with an assigned port and with the codecs in common with those in the SDP from UE#1.

12.
UE#2 returns the SDP listing common media flows and codecs to P-CSCF#2

13.
P-CSCF#2 authorises the QoS resources for the remaining media flows and codec choices.

14.
P-CSCF#2 forwards the SDP response to S-CSCF#2.

15.
S-CSCF#2 forwards the SDP response to S-CSCF#1

16.
S-CSCF#1 forwards the SDP response to P-CSCF#1

17.
P-CSCF#1 authorises the QoS resources for the remaining media flows and codec choices. 

18.
The Authorization-Token is included in the SDP message. P-CSCF#1 forwards the SDP response to UE#1

19.
UE#1 determines which media flows should be used for this session, and which codecs should be used for each of those media flows. If there was more than one media flow, or if there was more than one choice of codec for a media flow, then UE#1 need to renegotiate the codecs by sending another offer to reduce codec to one with the UE#2.

20-24.
UE#2 sends the “Offered SDP” message to UE#1, along the signalling path established by the INVITE request

The remainder of the multi-media session completes identically to a single media/single codec session, if the negotiation results in a single codec per media.

****** Next Change******

5.16.2.2.2
Session based messaging procedure using multiple UEs

Session based messaging between more than two UEs require the establishment of a session based messaging conference.
Within session based messaging conferences including multiple UEs (e.g. multiparty chat conferences) an MRFC/MRFP or an IMS AS shall be used to control the media resources.
When MRFC/MRFP are used, then conferencing principles are used to provide the chat service:

-
MRFP must be able to establish message connections with all involved parties. 

-
MRFC/MRFP must be able to receive messages from conference participants and to distribute messages to all or some of the participants. 

-
In order to enable the UE managing information related to the session based messaging conference the MRFC may be co-located with an IMS AS.
-
MRFC/MRFP roles and interactions with an AS are described in more detail in chapters 4.7 and 5.14.1 and 5.14.2.
-
The interface for session based messaging between MRFC and MRFP is not standardised in this release. When an AS is used, then the IMS service control architecture is used to provide the chat service. Both signalling and user plane are then supported by the AS. For more details, see section 4.2.

The following flow shows the originating session based messaging set up using an intermediate server for a chat service. In this case the intermediate chat server is addressed by the UE#1 using a PSI. It is assumed that UE#1 is the first UE entering the chat session.

NOTE:
Interactions between MRFC and MRFP are not shown in the flows below since these interactions are not standardized. An optional ringing response from MRFC/AS to the UE is not shown in the following procedure.
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Figure 5.48b:
Session based messaging using a chat server

1.
UE #1 sends the SIP INVITE request addressed to a conferencing or chat PSI to the P-CSCF. The SDP offer indicates that UE#1 wants to establish a message session and contains all necessary information to do that. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
P-CSCF forwards the INVITE request to the S-CSCF.

3.
S-CSCF may invoke service control logic for UE#1.

4. 
S-CSCF forwards the INVITE request to the MRFC/AS.

5., 6. and 8.
MRFC/AS acknowledges the INVITE with a 200 OK, which traverses back to UE#1. The 200 OK (Offer response) may indicate the maximum message size the host of the PSI accepts to receive.

7.
Based on operator policy P-CSCF/PDF may authorize the resources necessary for this session. The media authorization token is generated at this step and sent in the 200 OK to UE#1.

9.-11.
UE#1 acknowledges the establishment of the messaging session with an ACK towards MRFC/AS.

12.
UE#1 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.

13.
UE#1 sends a message towards MRFP/AS.

14.
 MRFP/AS acknowledges the message.

A1.
Another UE (UE#2) sends an INVITE request addressed to the same conferencing or chat PSI. The initial SDP indicates that the UE wants to establish a message session and contains all necessary information to do that.

A2.
MRFC/AS acknowledges the INVITE request with a 200 OK.

A3.
UE#2 acknowledges the 200 OK with an ACK.

A4.
UE#2 establishes a reliable end-to-end connection with MRFP/AS to exchange the message media.
A5.
MRFP/AS forwards the message to all recipients, e.g. all participants in the chat room.

A6. The recipients acknowledge the message towards MRFP/AS.

B1. and C1.
Further INVITE requests from new possible participants may arrive at any time.

Further messages may be exchanged in either direction between the participating UEs using the established connection via the MRFC/MRFP or AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and the host of the PSI respectively.
5.16.2.2.3
Session based messaging procedure with an intermediate node

The following procedure shows the originating session based messaging involving an intermediate node. An optional ringing response from AS to the UE or vice versa is not shown in the following procedure.
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Figure 5.48c:
Session based messaging with an intermediate node

1.
UE#1 sends the SIP INVITE request addressed to UE#2, containing an initial SDP, to the P-CSCF. The SDP offer may indicate the maximum message size UE#1 accepts to receive.

2.
The P-CSCF forwards the INVITE request to the S-CSCF along the path determined upon UE#1's most recent registration procedure.

3.
Based on operator policy the S-CSCF may reject the INVITE request with an appropriate response. S-CSCF may invoke whatever service control logic is appropriate for this INVITE request. In this case the Filter Criteria trigger the INVITE request to be routed to an application server that acts as an intermediate node for the message session.

4.
The S-CSCF forwards the INVITE request to the AS. The AS may modify the content of the SDP (such as IP address/port numbers). Based on operator policy the AS may either reject the session set-up or decrease the maximum message size indication.

5.
The AS sends the INVITE request to the S-CSCF.

6.
The S-CSCF forwards the INVITE request to the destination network. The destination network will perform the terminating procedure.
7–8.
The UE or AS in the terminating network accepts the INVITE request with a 200 OK response. The 200 OK response is forwarded by the S-CSCF to the AS. The 200 OK (Offer response) may indicate the maximum message size UE#2 accepts to receive, possibly decreased by the AS.

9, 10 and 12.
The AS accepts the message session with a 200 OK response. The 200 OK response traverses back to UE#1.

11.
Based on operator policy P-CSCF/PDF may authorize the resources necessary for this session. The media authorization token is generated at this step and sent in the 200 OK to UE#1.

13. -15.
UE#1 acknowledges the 200 OK with an ACK, which traverses back to the AS. 

16. - 17.
The AS acknowledges the 200 OK response from the terminating network with an ACK, which traverses back to the UE or AS in the terminating network via the S-CSCF. Based on AS implementation sending of the ACK may happen sometimes after step 8.

18. UE#1 establishes a reliable end-to-end connection with the AS to exchange the message media.

19. The AS establishes a reliable end-to-end connection with the UE or AS in the terminating network to exchange the message media.
20.
UE#1 generates the message content and sends it to the AS using the established message connection.

21.
The AS forwards the message content using the established message connection with the terminating network.
22.
The UE or AS in the terminating network acknowledges the message with a response that indicates the reception of the message. The response traverses back to the AS. 

23.
The AS forwards the message response back to UE#1.

Further messages may be exchanged in either direction between UE#1 and the terminating network using the established message connection via the AS. The size of the messages exchanged within the session shall be within the size limits indicated by UE#1 and UE#2 respectively, possibly decreased by the AS.
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