
3GPP TSG-SA2 Meeting #43                            
Tdoc S2-043496
Seoul, Korea, 15-19 November 2004
Title:
Relationship with CS supplementary services and IMS services
Source:

Huawei


Agenda item:
10.1 CSI

Document for:
Discussion and Decision
1. Introduction
The CSI services are involved not only with the CS supplementary services, but also with the IMS services. Their relationship and interaction principles need to be clearly specified to provide a practical and rescannable CSI service. In this paper, the principles of how to handle the services are proposed. 
2. proposal
It is proposed to add the analysis and principals to TR 23.899 as follows (changes based on version 0.4.0). 

*** Proposed change***
5.6 Relationship with CS supplementary services and IMS services

5.6.1 IMS/CSB:
According to the definition of IMS/CSB, a CS bearer is established to carry the real-time media part in IMS session, and the CS bearer establishment is controlled via CS signaling. So it should be ensured that the IMS/CSB service be applied exactly for the end client who finally establish an IMS session, and the CS bearer should be established between those two end clients (in case of End-to-End mode) or between the client and CSI gateway (in case of End-to-Gateway mode).

For IMS/CSB:

· To ensure that the IMS/CSB service be applied exactly for the end client who finally establish an IMS session, it should be handled based on the decision of the IMS services.  So the service logics in the IMS have higher priority than the IMS/CSB service logics;
· The CS bearer in a CSI service should be established between the two final CSI UEs or between one of the final CSI UE and a CSI gateway, based on the control for IMS service logic. This means some special allignment mechanism, especially for the handling of CS supplementary services.
5.6.2 CS/CSB:

According to the definition of CS/CSB, the CS call and the IMS session are controlled by the corresponding service logic respectively, but it should be ensured that the CS call and IMS session are to be established between the same two end clients. 
Since the CS call and the IMS session are handled independently, they may be established in different direction under the control of service logic in each domain, for example, the CS call may be redirected, which is not foreseeable to the IMS service logic and actually has no relationship with it, as a result, this call will be out control of the IMS session and IMS service logic. This issue may need the negotiation or allignment between the CS service subscription and the IMS service profile, the details are FFS.

<****** the next change ******>

x
Interaction with CS Supplementary Services

X.1
End-to-gateway case

Interaction with outgoing call barring supplementary services and outgoing CAMEL services needs to be considered. However since the call is to a special routing number, it should be possible to bypass these.
In IMS/CSB approach:
1)  network control mode:
Based on the IMS service provision mechanism, the request may be triggered to more than one Application Servers based on iFC evaluation. The session is then under the control of the service logic resided in these ASs which may result in a session redirection or barring. To ensure that the CSI service is used between the two final end points which finally establish the IMS session, the iFC corresponding to the CSI-AS as a CBCF should be set to an appropriate priority both on the incoming and outgoing leg. This may bring some restrictions for the provision of IMS services.

If SIP forking is applied, there will be multiple destination UEs response the INVITE request in the early dialog phase. The CSI-AS as a CBCF should control the negotiation of capability and the establishment of the CS bearers for these multiple destination UEs with the CSI capability respectively. When one of the destination UEs returns a final response to INVITE request, the CBCF should then release the CS bearer established for the other destination CSI UEs.

In IMS/CSB approach, based on the IMS service logic, the CS bearer should be established between the final end CSI UE and the CSI gateway:

· If the CS bearer is established in the network-to-client direction, some of the terminating CS supplementary services which may result in call barring or call redirection should be bypassed, such as incoming call barring, operator determined incoming call barring, call forwarding, and the invoke of CAMEL services on the terminating side; 
· If the CS bearer is established in the client-to-network direction, some of the originating CS supplementary services which may result in call barring or call redirection should be bypassed, such as outgoing call barring, operator determined outgoing call barring, CUG , and the invoke of CAMEL services on the originating side. A prefix-number can be used to realize this control.

2)     Client control mode:

In client control mode, the CBCF is located in the UE on each side respectively, as a consequence, the CSI services will be surely applied for the final end UEs based on the IMS service logic, and handling of relationship with other IMS services do not need to be considered.

If SIP forking is applied, the CBCF function is located in all of the involved CSI UEs, so the negotiation of capability and the establishment or release of CS bearers will be handled by itself and just as it is done in the simple IMS session. 

The CS bearer in a CSI service should be established between one of the final CSI UE and a CSI gateway, under the control of IMS service in the same way as network control mode.

X.2
End-to-end case

We can assume in this case that any CS domain supplementary services operate in the usual way. This makes it important to ensure that any active CS domain services have equivalent or similar IMS services. For example, if the user has CS Call Forwarding active but no similar service in the IMS domain, then the CS call and the associated IMS session may terminate at different endpoints.

In the case of pre-established end-to-end CS calls, this limits the call routing services to those available in the CS domain.

In the case that end-to-end CS calls are established after initial IMS session negotiation, IMS service logic can be used to route the call and (subject to privacy restrictions) the correct routing number for the associated CS call provided.

If the IMS/CSB approach is adopted and the CBCF is located in the UE, the establishment of CS bearer should be controlled by the IMS service logic and between the two final end CSI UEs, therefore the relationship between IMS services and CSI services and the relationship between SIP forking and CSI services is the same as in client control mode, except End-to-End negotiation. 

Since the CS bearer is established between the two CSI UEs, the impact on CS supplementary services of both originating side and terminating side should be avoided. Another possible way is to make negotiation or harmonization between the CS service subscription and the IMS service profile, as it is done in CS/CSB.
NOTE: It is for further study how to negotiate or harmonize the CS service and the IMS service and how to avoid the CS supplementary services on the terminating side.

