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1
Introduction
The definitions included in S2-043537 are provided in the 1st Modified part.


Section 4 changes are included in modified part 2

A. Section 2 and 3 changes
=========================1st Modified part ================================

2
References

[…]

 [x]
3GPP TS 23.205 “Bearer-independent circuit-switched core network”
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions apply.

Domain Specific Access Control: Access control functionality for access barring in either domain (i.e. CS domain or PS domain).

CS domain Call Control Access Control: Access Class Restriction that can be used to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity to the CS domain.
SMS Access Control: Access Class Restriction that can be used to prevent SMS traffic while permitting PS and CS domain traffic and MM and GMM signalling.
Access Control with Paging Response Permission: Access Class Restriction that can be used to allow mobile to respond to CS and/or PS domain paging while prohibiting any mobile originating traffic.
PS Domain Traffic Access Control: Access Class Restriction that can be used to limit PS domain traffic while permitting Session Management, GMM and SMS activity.
Node Specific Access Control: Access Class Restriction applicable to the transactions of a specific CN node.
======================END of 1st Modified part ==============================

B.
Section 4  changes
The section 4.2 of the current TR has an accompanying Editor’s Note as follows:

Editor’s note: further investigation is needed to understand whether in operational situations multiple MGWs will be accessible from one MSC Server. If they are accessible, then a single MGW failure should be less of a problem.

If in operational situations, there is frequently only one MGW available, then it appears useful  to be able to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity.
According to the current TS 23.205 “Bearer-independent circuit-switched core network”, the network configuration of multiple MGWs over a single MSC Server is feasible. 

See 2nd Modified Part
========================= 2nd Modified part ================================
4.2
MGW and/or voice transit network overload or failure

With the release 4 MSC-Server and Media Gate Way architecture it is possible that the MGW can fail but the MSC-Server can still be operational. In such a situation it is very important that the mobility management signalling still functions and that SMS and PS domain traffic can still be handled.

While some overload situations can be handled by the MSC-server rejecting call setup attempts, more severe overload situations need to be handled without impact on the MSC, e.g. by the use of access class barring.
According to the current TS 23.205 [x], one MSC Server can access multiple MGWs in operational situations, then a single MGW failure should be less of a problem.

If in operational situations, only one MGW is available, then it is useful to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activities.


======================END of 2nd Modified part =============================
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