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1. Introduction

In sub clause 6.1.3.1 mechanisms for the configuration of destination E.164 number are described, also it is said that a prefix-number or some other method can be used to configure the destination E.164 number. In this discussion paper, we want to make an analysis in detail to the usage of E.164 number with prefix in CSI.
2. dISCUSSION

2.1 Efficient use of E.164 number resource
As it is said in the End-to-Gateway, client control mode, the destination E.164 number will always point to the IMS part of CSI UE, so different users cannot share the same destination number. The destination number also needs to indicate that the call must change domains, so the E.164 number the CSI UE used in CS domain can not be used by its IMS part directly. Considering these reasons, in E2G client control mode, it need large amount of E.164 number, i.e. every CSI UE will occupy two E.164 numbers, for its CS and IMS respectively. Additionally, using more E.164 numbers means more configuration burden in the CS networks.
The E.164 number resource is valuable for operators, if the prefix is used to construct an E.164 number used in the CSI services, i.e.  the E.164 number for the IMS part is configured by adding a prefix to its E.164 number used in the CS domain, the amount of E.164 number resource occupied will be greatly reduced. The longer the prefix is, the less the number resource is needed. In a extreme case, if the prefix is as long as a normal E.164 number, only one E.164 number is occupied to represent all the E.164 numbers used for the IMS part of CSI UEs. In addition, in the CS domain, the operator can configures routing analysis data based on the prefix, and as a consequence, the configuration work for CSI user needed in the CS domain will be less.
2.2 Authorization for accessing to CSI service
If the CSI destination E.164 number is configured by adding a prefix to the E.164 number used in the CS domain for the same user, the identification of this user is still remained in the newly constructed E.164 number, i.e. the E.164 number used in the CS domain. Therefore, the network can configures corresponding information in the ENUM server to authorize the CSI service requested:
· If the response from ENUM server is success, it means the authorization is accepted and the process will continue;

· Otherwise, it means the authorization for accessing CSI service is rejected, and the SIP URL or Tel URL to address the destination IMS part of CSI UE will not be returned, the process will be terminated.
2.3 Flexible routing control in CS domain
As described in sub clause 6.1.11.1, when the configuration is End-to-Gateway, and the UE is roaming in a visited network. Routing back to the home network in the CS domain should be avoided in general. However, it ultimately depends on the roaming agreements between operators and the configuration of networks; in some cases the routing back is required according to the roaming agreements. So we need flexible routing control mechanism in CS domain.
As described in sub clause 6.1.11, if the CS bearer is established in the network-to-client direction, the issue of routing control is solved by BGCF selecting a MGCF in the visited network, but it adds functionality requirement for BGCF or O&M burden of configuration. If the CS bearer is established in the client-to-network direction, the same issue can be resolved basing on the prefix decorated E.164 number.
· To avoid the CS bearer routing back to the home network in roaming case, the prefix mentioned above should be configured as a unified service prefix in order to be recognized by all the CS network entities to route the call to the nearest IMS interworking point;
· To ensure the CS bearer routing back to the home network in roaming case, the prefix should be configured as the domain name of home network. The call will be routed to the CS domain of the home network, then to the IMS interworking point.
2.4 Avoiding the impact from CS Supplementary Services
The CSI should also consider how to avoid the impact from CS supplementary service and vice versa.If the CS bearer is established in the network-to-client direction, the impact comes from the terminating side supplementary services. And if the CS bearer is established in the client-to-network direction, the impact comes from the originating side supplementary services.
If the CS bearer is established in the client-to-network direction, the mentioned originating side supplementary services include, for example, the call barring for outgoing call, the operator determined barring for outgoing call, CUG and originating side CAMEL services which may result in the call barring for outgoing call or control the redirection of a call.
Just as the method have been adopted in the CS domain to avoid the impact of originating side supplementary service to the emergency service and special number service (for example, 800), the invoking of CS originating side supplementary services can be bypassed by configuration based on the prefix added E.164 number. 
2.5 CS charging correlation
 As an identification pointed to the IMS part of CSI UE, the prefix can be used to perform correlation of charging within the context of using CS bearer for IMS.
3. Summary
It is proposed to add above analysis to TR 23.899 as follows (changes based on version 0.4.0). 

*** Proposed Changes ***
The destination E.164 number used in CSI can be constructed by adding a prefix to the CSI subscriber’s CS domain E.164 number. The prefix indicates this E.164 number is used for the IMS part of CSI UE.
In case the CS bearer is established in the client-to-network direction:
· Based on the prefix, the call can be routed to the nearest IMS domain directly or through the home network to the IMS domain;
· Based on the prefix and configuration, the interaction with originating side supplementary services and originating side CAMEL services which may result in the call barring for outgoing call or control the redirection of a call, can be avoided;
· With the unified service prefix, which identify a CS call is being used for a CSI service, correlation of charging can be achieved.
In the End-to-Gateway, client control mode, using the prefix can additionally:

· Avoid the potential demand for large amount of the E.164 number resource for CSI service.

· Minimize the configuration work in the CS domain;

· Provide a kind of authorization mechanism of the accessing to CSI services by identifying the subscriber with its E.164 number.
