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1. INTRODUCTION

Several of the scenarios in TR 23.899 assume that the two clients involved in a PS session can somehow exchange E.164 numbers, so that a CS voice call can be easily added at any time. The exact mechanism for this E.164 number exchange is however left for further study.

2. ALTERNATIVES

2.1 Reusing SIP headers

One idea that has been raised is to make use of existing SIP headers that transport E.164 numbers, including the P-Asserted-Identity header. This is an attractive approach, since it could require little or no additional standardization effort. However, there are a few obstacles to reusing these headers:

· The P-Asserted-Identity of the called user is based on the P-Called-Party-ID header, which in turn is based on the Request-URI in the initial INVITE as received by the S-CSCF. This can be any public id of the called user. This means that the P-Asserted-Identity of the called user will only be a URI that contains the called user’s E.164 address if the calling user already knows it, and thus addresses the INVITE to that URI.

· P-Asserted-Identity headers are removed when messages cross trust domain boundaries. 

2.2 Reusing SDP attributes

SDP already includes an attribute, “p=”, that is used to indicate a phone number that represents the person responsible for “the conference”. For multi-party conferences this is well understood, but for two-party calls it’s not clear what being “responsible for the conference” means. Multiple “p=” attributes are allowed, and each can contain an E.164 number and a (somewhat restricted) free-form string.

It appears that this attribute may be possible to reuse, as long as the CSI standards clearly define how multiple occurrences of the attribute are to be interpreted as “calling party” and “called party”, for example by order of occurrence or by some well-defined format of the free-form string.

One drawback with this alternative is that "p=" attributes are only defined per session, not per media stream. This limits the flexibility of having different numbers for different media streams. Another drawback is of a philosophical nature; an existing attribute is overloaded with new semantics for which it was never intended.

2.3 Defining new SDP attributes

Defining new “a=” attributes is the main extension mechanism in SDP. This would be an explicit solution, with no risk of misinterpretation or incompatibility. One new “a=” value attribute would be sufficient if used per media stream ("m=" line). In an SDP offer it would represent one party's E.164 address, and in the SDP answer it would represent the other's. If used per session description, two new “a=” value attributes would likely be required, one for the calling party’s E.164 address, and one for the called party’s.

2.4 Extending existing SDP attributes
Another way is to extend an existing SDP attribute, such as “c=” attribute. This attribute is used to describe the connection data, which includes the network type, address type and the connection address. Although “c=” allows different network types and allows extensions, only one network type has been defined and used, i.e. IN for Internet. It would be suitable to define a new network type attribute, reflecting an E.164 number. 

3. CONCLUSIONS

The most explicit, least trouble-prone solution is probably to define new or extend existing SDP attributes. This approach will secure a solution that is future proof and extendable. It is also not “misusing” existing headers and if specified properly, it will also be interoperable.

A drawback with this solution is that it requires a standardization effort in the IETF, and that such an effort could take substantial time. The SDP specification states that new attributes can simply be registered with IANA with contact information and brief descriptions except if they are intended for “widespread use”, in which case a standards track RFC is required. It is assumed that the current practice is that all such extensions require a standards track RFC. The MMUSIC working group is further quite busy, and this is the main reason why getting such an RFC ready for publication would likely take rather long time.

Despite this drawback, it is proposed to proceed with extending the “c=” attribute or defining new “a=” attribute values.

4. PROPOSED TEXT

8.2.
Standardization Recommendations

To exchange E.164 numbers during a SIP session establishment, it is recommended to standardize new SDP “a=” attribute values or have the current “c=” attribute extended by new network type and address type. The SDP extensions shall be for widespread use and therefore it is also recommended that the IETF MMUSIC will specify an appropriate RFC.
