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Introduction

Two mechanisms for capability detection directly between two terminals for CSI are present in TR 23.899, using INVITE and OPTIONS, respectively.

If a choice between the SIP OPTIONS and SIP INVITE can be made then the SIP OPTIONS will provide the following advantages:

· SIP OPTIONS are mentioned to query the supported capabilities and therefore they are used to allow a UAC to discover information about the supported services, content types, extensions, codecs, without ringing the other party. Therefore, using SIP OPTIONS is more in line with the RFC 3261 [x]. 

· SIP OPTIONS are simple request – response transactions (i.e. OPTIONS, 200 ok) and will not require that state information be kept within the proxies. SIP INVITE requires a three-way handshake, i.e. INVITE, 200 ok, and ACK and therefore will require more messaging then SIP OPTIONS. SIP INVITE transactions will require that state information be kept within the proxies, or that even more signalling is introduced to clear such state information (CANCEL, 200 OK and/or BYE, 200 OK).   

This contribution describes how OPTIONS can be most efficiently used for exchanging capability information, exchanging only two messages. This presents the OPTIONS mechanism as advantageous with respect to using INVITE, which requires two messages.

Proposal

It is proposed to apply the following modifications to TR 23.899

==================== FIRST MODIFICATION ============================

7.2.2.2
OPTIONS

The SIP OPTIONS method allows a UAC to query the capabilities of a UAS. The semantics of the OPTIONS request and its 200 response is not conducive to a offer/answer interpretation as the UAS typically responds not restricting its response to what was requested but by describing its full capabilities. The following additions to the handling of SIP OPTIONS aid to limits the number of messages to one exchange (two messages in total) between the two terminals:

· The UAC should send the OPTIONS request with an SDP body describing the terminal capabilities;

·  The UAS should copy this information to its cache. The UAS should respond to the request with its full terminal capabilities.

In the case the SIP client does not expect to find the capabilities of the UAC in the OPTIONS request it will generally ignore the SDP body, and respond as normal; requiring it to send also an OPTIONS request.

To limit the exchange to two messages between two CSI clients it should be specified that the CS originating UE (A) should start sending the OPTIONS request immediately after the setup of the CS call and the CS terminating UE (B) should not send an OPTIONS request unless it does not receive an OPTIONS request from A within a certain time period, e.g. 10 seconds.

It should be noted that offer/answer semantics can be logically recovered internally to the UE: it needs simply to compare the cached capabilities of the other UE with its own capabilities to determine to what services it can INVITE the other UE to participate in.
As noted in RFC3261[x] and RFC3264[y], the OPTIONS method is not handled in the same way by proxies as INVITE and it cannot indicate allowed parameter ranges, combinations etc. In particular, when requests are forked for INVITE, multiple early dialogs may result from the return of multiple 183 messages with different SDPs, whereas for OPTIONS, only a single 200 OK will be returned. This, however, should not be a problem as long as the configuration ensures that the S-CSCF routes the OPTIONS request first to the UE that are registered with a CSI feature tag
".
==================== NEXT MODIFICATION ============================

8.2 Standardization Requirements

The SIP OPTIONS shall be used as the only explicit Terminal Capability Exchange mechanism. However, in certain scenarios (i.e. when an IMS session is initiated prior to the CS call) then the capability exchange can be included in the IMS session establishment.  
































































































� See an accompanying contribution on the need for CSI feature tags.





