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1 Introduction
This document discusses a few issues, which are addressed in the incoming liaison statement from OMA PoC with respect to signalling compression (S2-043031 = S2-043426 = N1-041664). 

2 Discussion

2.1 Signalling Compression and IMS

As identified in the OMA liaison statement, signalling compression is essential to guarantee a fast set-up of PoC sessions such that the requirements for the right-to-speak indication can be fulfilled. The IMS supports signalling compression. Signalling compression takes place between the P-CSCF and the UE. Signalling compression can be initiated when the UE registers in the IMS and is terminated once the UE deregisters (see subclause 8.1.1 of TS 24.229). The same compressor and decompressor instances are used for all IMS messages from the UE for all public use identities, independently of the application (e.g. PoC). 
This means that PoC as defined in OMA cannot expect that compression is different for PoC than it is for other services. On the other hand it means that signalling compression specified for and used in the IMS must be good enough to support the PoC requirements. There is no PoC specific signalling compression; there is just IMS signalling compression.

In the following we discuss the three issues addressed in the bullet items of the OMA liaison statement. 
2.2 Ports for SIP and SigComp compression
OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify the use of separate transport ports or a common transport port for SIP and SigComp messages.

For messages using UDP, using the same port for both SIP and SigComp messages is not an issue. Every message is received individually and is identifiable as either SigComp or SIP. For TCP, none of the existing standards mandates whether or not endpoints must be able to multiplex SIP and SigComp messages on the same TCP connection however, the IETF currently see no need to multiplex and would like to mandate that it must not be done. We note that with the IMS security architecture there are some constraints with regards to the usage of ports on the P-CSCF and the UE. During the establishment of the IPSec security association the UE and the P-CSCF negotiate 2 ports on each side. These ports are used as the selector for the corresponding security association and are fixed for the duration of the security association. Consequently, if there is a need to send both SIP and SigComp messages over TCP, they would have to be on the same connection.
It seems, however, that the issue is not a real issue for IMS and PoC, as it is mandated that terminals and networks will support SigComp (though its use is not mandatory). Consequently a terminal can decide on the first message whether or not it is going to use SigComp and not change. In this case, if there is a need to send an uncompressed message (e.g. due to loss of sync between compressor and decompressor, or to reduce processing load) when SigComp is in use, the 'uncompressed SigComp header' can be used. This is a set of 13 well known bytes that are prepended to the SIP message to make it a SigComp message and are removed as a block at the decompressor.

2.3 Memory sizes
OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify minimum requirements for the endpoints like decompression memory size (DMS) and state memory size (SMS). 

SigComp as specified in RFC 3320 defines some concepts but leaves the specification of how they are used to the application that requires SigComp. In particular, communicating endpoints need to have the same understanding of what constitutes a compartment (used for storing SigComp data) and how it maps to SIP communications/dialogue/registration, and need to have the same mandated minima for the values of DMS, SMS and CPB.

As noted above, the compartment is defined in TS 24.229 and relates to the registration of the UE: it is opened on registration and closed after timeout for end of registration.
RFC 3320 identifies a minimum of 2K for DMS, of 0 K for SMS and a minimum value of 16 for CPB. However, 2K is not a practical minimum for DMS, particularly when bootstrapping initial messages over UDP where the space available for decompression is (DMS – SigComp message size) and the initial message could be over 1K. Consequently it would be desirable to recommend or specify a higher value for use of SigComp in IMS. The following values seem sufficiently large to support effective compression and sufficiently small considering the memory limitations in a UE (considering that there is only one compartment in the UE at a time):
· DMS min 4K; this allows the maximum 1500 byte message over UDP and leaves enough space for decompression; however, apparently IETF have discussed and agreed to mandate 8K; 8K shouldn't be a problem on the UE as this memory is transient, so 3GPP should align if possible;
· SMS min 2K; this allows the compressor to be sure that it will be able to store at least some state, improving the efficiency of compression, but probably 4K would be better; 
· CPB min 16; this is the minimum specified in RFC 3320 and there is no problem with this value.

Note that if both endpoints use the same definition of a compartment, then they may interoperate even if the minima for DMS etc are different: implementations would need to provide the maximum over the definitions at the decompressor and only assume the minimum over the definitions at the compressor. 
2.4 Byte Code
OMA PoC notes that the existing IETF recommendations and 3GPP specifications do not specify when the UDVM byte code should be exchanged. 
In the SigComp model, the compressor controls the decompressor. Thus, the compressor can decide when it is necessary to send the byte code. Obviously the byte code must be sent in the very first message. Everything else is up to the implementation of the compressor. There is no need for further recommendations in standards.

3 Proposal

It is proposed to discuss the topics above and use them in the liaison response to OMA PoC. If agreed, the memory size requirements could be documented in the PoC TR.
