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INTRODUCTION
This contribution addresses the impact of shared public user identities on 3rd party registration.

DISCUSSION

The IM CN subsystem supports 3rd party registration. Application Servers may be informed about the registration process, as specified in subclause 5.2.1, bullet 6 of TS 23.228: 

The S-CSCF shall check the registration request against the filter information and if necessary inform the application server about the registration of the user.

In the stage 3 realisation this requirement is realised in two steps:

1. Registration and de-registration request trigger a registration message to the AS based on filter criteria.

2. Upon receipt of the 3rd party registration the AS may subscribe to the registration state of a public user identity.

The registration message in step 1 does not contain the actual contact address of the UE, but the S-CSCF address. The S-CSCF is the contact point for the AS for this particular registration of the UE.

Release 6 introduces the possibility to register the same public user identity from multiple UEs. This raises the issue whether the existing mechanisms are satisfactory in this case. While the details are obviously a stage 3 issue, there are architectural impacts:
Forking is performed in the S-CSCF. Thus it can be assumed that there is no need for the AS to be aware that there are registrations from multiple UEs (multiple private user identities). Also, the S-CSCF shall remain the contact point for the AS.

Most importantly, there is a need that the Application Server knows whether a public user identity is registered or not. Now assume that a public user identity is registered from two UEs, then an Application Server may receive two 3rd party REGISTER messages, which carry the identical information in the From, To and Contact headers. Hence the AS cannot distinguish whether they are triggered by registrations from two UEs or by two consecutive registrations from one UE. As a consequence, once a de-registration is sent (a REGISTER with expires = 0), the Application Server does not know whether the public user identity is still registered or not.
It is assumed that the problem can be solved, if an AS subscribes to the registration state of the public user identity. However, this gives rise to the following issues:
In most cases the Application Server may just be interested whether a public user identity is registered or not. So far for this purpose there was no need for the AS to subscribe to the registration state event, but 3rd party register was sufficient. It would be unfortunate if the 3rd party registration was no longer able to transfer this most important "bit" of information (registered/not registered). Also, there would be a backward compatibility issue, as Rel-5 Application Servers may depend on the 3rd party registration only. 

Possible ways forward include:

a) Modification of 3rd party registration message toward the AS taking into account the backward compatibility aspect, such that an AS receives a de-registration only once the public user identity is no longer registered (more precisely: no longer registered for registrations, the AS should be informed of). This may require some amount of processing in the S-CSCF, as for each public user identity there may be multiple ASes involved and whether an AS is informed may depend on the additional information in the registration message.

b) Add some information on the existence of multiple contacts to the 3rd party register message. This may be the cleanest solution from a stage 2 perspective, if it can be realised with SIP without breaking the architectural principle that the S-CSCF is the contact for the AS. However, also the backward compatibility with Rel-5 ASes must be considered.
c) Explicit warnings in the standards and/or requirements for Rel-6 Application Servers to subscribe to the registration state. This may create a significant amount of unnecessary SUBCRIBE/NOTIFY dialogs in Application Servers and in S-CSCF, in particular for non-shared identities. Also, this does not solve the backward compatibility issue and it leaves the problem that 3rd party registration does not communicate the most important bit of information (see above).
d) Re-consider the support for shared public user identities in light of the issues identified in S2-043261 and the present contribution and allow for a clean solution in the next release. This may be exaggerated, but at least it gives sufficient time to address all aspects of the issues that have been overlooked in the past.

PROPOSAL
It is proposed that SA2 discusses the architectural aspects of the issue and communicates the conclusion to CN1.
