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Introduction

The section 6.1.1 in TR 23.898 lists 6 requirements relevant to the system broadcast information. Each requirements have been studied by SA2 for some time but applicability of its concurrent execution was never studied. We believe that possible combinations of requirements need to be identified and agreed in order to avoid large impact to the mobile terminal, RNC and CN nodes.  Assuming that all the requirements are clarified and agreed, this document analyses if any combination of the listed requirements should be applied concurrently and proposes a list of possible combinations that can be signalled by the current system information block. 
Discussion

The list below summarizes the requirements relevant to the system broadcast information:
Requirement a:  Domain Specific Access Control (DSAC)
Access Class Restriction applicable only with respect to accessing the PS (or respectively CS) domain.
Requirement d:  CS domain Call Control Access Control
Access Class Restriction applicable only to limit CS domain Call Control accesses while permitting other Connection Management (e.g. SMS) and Mobility Management activity to the CS domain. This access control indication can be applied to MGW overload/failure, RNC/BSC overload/failure and cell level congestion (See 4.2, 4.8 and 4.9).
Requirement e:  SMS Access Control
Access Class Restriction applicable only to prevent SMS traffic while permitting PS and CS domain traffic and MM and GMM signalling. This access control indication can be applied to SS7 signalling network (between VMSC/SGSN and HLR) overload/failure (See 4.3).

Requirement f:  Access Class Control with Paging Response Permission:
Access Class Restriction applicable only to require the mobile to respond to CS and/or PS domain paging while prohibiting mobile originating traffic. This access control indication can be applied to the situation where it is allowed to answer the paging so that the reserved switching resources from service node of a calling party all the way to the serving node of a called party is not wasted. The requirement for PS domain may not be as clear as CS domain. 
Requirement h: PS Domain Traffic Access Control
Access Class Restriction applicable only to limit PS domain traffic while permitting Session Management, GMM and SMS activity. This access control indication can be applied to Packet backbone (GTP-U or Gi) overload/failure, RNC/BSC overload/failure and cell level congestion (See 4.7, 4.8 and 4.9).
Requirement i:  Node Specific Access Control (NSAC)
Extended Access Class Restriction applicable only to apply to the transactions related to one CN node. This access control indication can be applied to the situation when a CN node is recovering in Iu-flex configuration in order not to direct a large amount of signalling load to the node.
Requirement l:  Extended Access Class Restriction applicable to handle overload within only one of the multiple competing operator’s core networks. The type of access control from a) to i) may need to be indicated per PLMN in case network sharing is utilized.
The table shows if any combination of two different Access Control functions can be applied concurrently. In the table, AC denotes the existing access class barring, Y denotes that the two functions can be applied concurrently, N denotes that the concurrent application does not have clear very gain or shall not be allowed, and requirement a is divided in to a-cs (CS DSAC )and a-ps (PS DSAC).
Table 1: Combination of access control functions
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Indicating no call control does not make sense during DSAC

on CS is active. In this case DSAC on CS is sufficient.

CS domain is restricted. Responding to CS paging have

adverse effect.

Indicating a specific node with access control functions other

than DSAC may not be necesary.

Indicating PS Traffic Access Control does not have any gain

during PS DSAC is active. In this case PS DSAC is sufficient.

CS traffic is restricted. Responding to CS paging have

adverse effect.

CS domain has no restriction. Responce to the CS domain is

allowed.

SMS on PS domain is only main service available.

SMS in PS domain is restricted in addtion to CS DSAC.

SMS in CS domain is restricted in addtion to PS DSAC.

If the paging cause is terminating low priority signalling then

UE should not answer paging.






Each row and column with more than or equal to 2 access control functions is analysed below:
· Row a-cs:
Indicating CS DSAC, PS Domain Traffic access control and SMS Access Control leaves very little service available. Therefore the existing Access Control should be used. Indicating CS DSAC, PS DSAC and PS Domain Traffic Access Control is equivalent to CS DSAC and PS DSAC. Indicating CS DSAC, PS DSAC and SMS Access Control is considered as equivalent to CS and PS DSAC. Indicating NSAC with CS DSAC and  PS DSAC, Domain Traffic Access Control or SMS Access Control seems to be in contradiction.
· Row a-ps:
Indicating PS DSAC, CS Domain Call Control Access Control and SMS Access Control leaves very little service available. In this case the existing Access Control should be used. Indicating PS DSAC with NSAC and CS Domain Call Control Access Control seems to be in contradiction.  Indicating PS DSAC with NSAC and SMS Access Control does not seem to have clear gain.
· Row d:
Indicating CS Domain Call Control Access Control, PS Domain Traffic Access Control and  SMS Access Control leaves very little service available. In this case the existing Access Control should be used.

· Column h:
Indicating PS Domain Traffic Access Control, CS DSAC and CS Domain Call Control Access Control is equivalent to PS Domain Traffic Access Control and CS DSAC.
· Column e:
The following combinations leave very little service available. Therefore the existing Access Control should be used. 

1) Indicating SMS Access Control, CS DSAC and PS DSAC
2) Indicating SMS Access Control, CS DSAC and PS Domain Traffic Access Control
3) Indicating SMS Access Control, PS DSAC and CS Domain Call Control Access Control

Indicating SMS Access Control, CS DSAC and CS Domain Call Control Access Control is equivalent to SMS Access Control and CS DSAC. Indicating SMS Access Control, PS DSAC and PS Domain Traffic Access Control is equivalent to SMS Access Control and PS DSAC. 
· Column f:
Indicating the existing Access Control, paging response permission, and SMS Access Control is equivalent to the existing Access Control and paging response.
· Column i:
Indicating CS DSAC with NSAC and/or PS DSAC with NSAC should be possible.

Based on the analysis above, the following combinations seem to be possible. 
1) The existing Access Class barring and paging response permission
2) CS and PS DSAC 

3) CS DSAC with NSAC
4) PS DSAC with NSAC
5) CS DSAC with NSAC and PS DSAC with NSAC

6) CS DSAC and PS Domain Traffic Access Control
7) CS DSAC and SMS Access Control
8) PS DSAC and CS Domain Call Control Access Control
9) PS DSAC and SMS Access Control
10) CS Domain Call Control Access Control and PS Domain Traffic Access Control
11) CS Domain Call Control Access Control and SMS Access Control
12) PS Domain Traffic access control and SMS Access Control
The necessity of each combination should be carefully analysed. However, we can derive the general structure of the extension to the system information block as shown below, where Access Control Type is one of AC with Paging Response Permitted, CS DSAC, PS DSAC, CS DSAC with NSAC, PS DSAC with NSAC, SMS Access Control, CS Domain Call Control Access Control, PS Domain Traffic Access Control.

	
Access Control Type 1

	
Access Control Barred List 1

	
Access Control Type 2

	
Access Control Barred List 2

	
NSAC Node List for CS Domain*

	
NSAC Node List for PS Domain*



Figure 1: Basic structure of extension to system information block (* Optionally present if NSAC is agreed)

Proposal

NTT DoCoMo proposes SA2 to discuss the possible combinations and identify mandatory combinations. NTT DoCoMo is more than happy to propose changes to the TR according to the SA2 agreement.
Please note that the final combinations depend on SA2 decision on each requirement, d), e), f), h) and i).
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