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Introduction

The current description in the section 6.1.2.2 is not very clear. This paper tries to clarify the description and proposes that a new mechanism is not necessary to handle the existing signalling connection in congestion and overload situation. 
Discussion

A signalling connection is established to a domain in order to request CS/PS services or NAS signalling transactions such as RAU and SMS. In case of NAS signalling, when the requested transaction is completed the UE goes to IDLE state unless there is pending signalling needs, and will read the access control information if broadcast. Generally such signalling transaction is processed in a very short period. Therefore it seems safe to leave the signalling connection for NAS signalling transactions without any particular care in overload/failure situation. 
However, if there exists a signalling connection with radio resources assigned for PS services, unwanted traffic increase may occur. The UE in URA_PCH state, for example, may suddenly become active and generate a large amount of traffic and worsen the situation. In other case, the UE may request more  radio resources by using the existing signalling connection. We are going to take a look at the two cases and discuss suitable measures to be taken.
1) Sudden traffic increase on the existing radio bearers
The case could become a serious issue in the situation mentioned in the section 4.1.5, 4.7, 4.8 and 4.9. To prohibit the UE from generating unacceptable traffic increase by using existing RBs, an indication could be sent to the UE in a dedicated message or system information. This requires RRC protocol to be enhanced. Moreover, it has large impacts to the UE implementation. 
Another way forward is to rely on the exiting traffic volume measurement capability. The RNC measures the DL and UL traffic volume to and from the UE.  It is also aware of the situation of the service cell of the UE. Therefore if the traffic increase is unacceptable, the RNC can release the RRC connection. On the RRC connection release, the UE will read the system information, and realize that the access control restriction is active.

Based on the discussion above, it seems that the currently available mechanisms and clever RNC implementation (release the RRC connection if the traffic reaches the certain threshold and if access control is active) should be sufficient.
Note that the discussion above can be applicable to the scenario described in the section 4.13 (handover into the overloaded area).
2) Traffic increase due to request for more radio resources on the signalling connection. 
An instance of such case may be in a real-time/conversational service where UE requests for a secondary PDP context or modification of existing PDP context for more bandwidth. 
To prohibit such new bearer assignments or modifications, a dedicated message could be sent from the RNC to the UE. This requires RRC protocol enhancement and impacts the UE and RNC implementation. Moreover, it may not be very effective since the RNC has to instruct all UEs with signalling connection, which may create other congestion or failure.

Another way forward is to rely on the existing or clever node implementation. In case of GTP-U/Gi interface overload/failure, number of retransmission of Create PDP Context Request may reach the threshold. In such case, SGSN returns activate secondary PDP context reject to the UE. In case of the radio network congestion, on the other hand, the RNC is aware of congestion status of the cell serving the UE. The RNC may reject the request for RAB assignment from the SGSN. 
The behaviour shown above is already in the current standards and rejection is only performed on the UE request for RB setup or modification therefore less impact to the congestion/failure situation. If automatic calling repeat call attempt restrictions is made available in PS domain we can reduce the impact further.
In IMS, the aforementioned case 2) occur when UE with a signalling PDP context in URA_PCH requests for multimedia access. When the signalling PDP context is preserved, the UE goes to the idle state and will read the access control information if broadcast. The UE copies the access control information and acts on the information when it resumes the PDP context as described in 6.1.2.1.
Based on the discussion above, we propose that currently available mechanisms should be sufficient for handling existing signalling connection with assigned radio resources in overload or failure situation.
Conclusion and Proposal

Based on the discussion in the section2, NTT DoCoMo proposes SA2 to discuss the issues presented in this paper and agree on that a new mechanism is not required for handing the existing signalling connection with assigned radio resources and for mobile controlled handover (cell reselection) to the overloaded area. If agreed, the changes to the section 6.1.2.2 shown below should be also agreed.
6 
Potential Technical Solutions
 […]
6.1.2.2 Handling of existing signalling connection with assigned radio resources
A signalling connection is established to a domain in order to request CS/PS services or NAS signalling transactions such as RAU and SMS. In case of NAS signalling, when the requested transaction is completed the UE goes to IDLE state unless there is pending signalling needs, and will read the access control information if broadcast. Generally such signalling transaction is processed in a very short period. Therefore it seems safe to leave the signalling connection for NAS signalling transactions without any particular care in overload/failure situation. 

However, if there exists a signalling connection with radio resources assigned for PS services, unwanted traffic increase may occur. The UE in URA_PCH state, for example, may suddenly become active and generate a large amount of traffic and worsen the situation. In other case, the UE may request more  radio resources by using the existing signalling connection. We are going to take a look at the two cases and discuss suitable measures to be taken.

1) Sudden traffic increase on the existing radio bearers

The case could become a serious issue in the situation mentioned in the section 4.1.5, 4.7, 4.8 and 4.9. To prohibit the UE from generating unacceptable traffic increase by using existing RBs, an indication could be sent to the UE in a dedicated message or system information. This requires RRC protocol to be enhanced. Moreover, it has large impacts to the UE implementation. 
Another way forward is to rely on the exiting traffic volume measurement capability. The RNC measures the DL and UL traffic volume to and from the UE.  It is also aware of the situation of the service cell of the UE. Therefore if the traffic increase is unacceptable, the RNC can release the RRC connection. On the RRC connection release, the UE will read the system information, and realize that the access control restriction is active.

Based on the discussion above, it seems that the currently available mechanisms and clever RNC implementation (release the RRC connection if the traffic reaches the certain threshold and if access control is active) should be sufficient.

Note that the discussion above can be applicable to the scenario described in the section 4.13 (handover into the overloaded area).
2) Traffic increase due to request for more radio resources on the signalling connection. 

An instance of such case may be in a real-time/conversational service where UE requests for a secondary PDP context or modification of existing PDP context for more bandwidth. 

To prohibit such new bearer assignments or modifications, a dedicated message could be sent from the RNC to the UE. This requires RRC protocol enhancement and impacts the UE and RNC implementation. Moreover, it may not be very effective since the RNC has to instruct all UEs with signalling connection, which may create other congestion or failure.

Another way forward is to rely on the existing or clever node implementation. In case of GTP-U/Gi interface overload/failure, number of retransmission of Create PDP Context Request may reach the threshold. In such case, SGSN returns activate secondary PDP context reject to the UE. In case of the radio network congestion, on the other hand, the RNC is aware of congestion status of the cell serving the UE. The RNC may reject the request for RAB assignment from the SGSN. 

The behaviour shown above is already in the current standards and it is only performed on the UE request for RB setup or modification therefore less impact to the congestion/failure situation. If automatic calling repeat call attempt restrictions is made available in PS domain we can reduce the impact further.

In IMS, the aforementioned case 2) occur when UE with a signalling PDP context in URA_PCH requests for multimedia access. When the signalling PDP context is preserved, the UE goes to the idle state and will read the access control information if broadcast. The UE copies the access control information and acts on the information when it resumes the PDP context as described in 6.1.2.1. 
Based on the discussion above, we propose that currently available mechanisms should be sufficient for handling existing signalling connection with assigned radio resources in overload or failure situation.
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